3GPP TSG-SA WG1 #60 
S1-124158
Edinburgh, Scotland, 12-16 November 2012

Title:


FS_ProSe: Use case and requirements for Public Safety UE identifiers
Ag. Item:
9.2
Source:

Motorola Solutions
Contact:
Val Oprescu (voprescu@motorolasolutions.com)
1 Introduction

This contribution proposes requirements for the identifiers to be used by the ProSE Discovery. A use case is provided, as an illustrative example on how the identifiers could be used.
Discussion and Rationale for proposed additions:

There are some differences between ProSe Discovery for public safety and  ProSe Discovery for commercial applications:

·  ProSe Discovery for commercial services can be assisted by servers and databases connected by the infrastructure, which can locate and translate information before presenting it to the user (discoverer).  This is not possible in general for Public Safety UEs, which have to work even when disconnected from the infrastructure. 

· ProSe Discovery for public safety has to support mission critical operation and thus it has to be very fast. Rapid operation here does not refer solely to the discovery process in itself, but overall to the combined time that includes the application that uses Discovery, including the time required for human interaction.  For example, if a user wants to perform a group call with all police officers in proximity, he should be able to select this functionality via minimal interaction with the application.  The alternative, in which all other public safety workers (e.g. firemen) in proximity are first discovered, then they are displayed to the user in a combined list with the police officers, then the user needs to selectively eliminate the firemen from the list one by one as “not useful” for the task at hand, may not be acceptable due to length of time. Thus the discovery process in itself should facilitate rapid operation, and this can be done by encoding relevant information in the identifiers.
· For commercial systems there can be a very large number of “categories” of UEs ( e.g. “restaurant”)  and a very large number of applications, which makes it undesirable for the operator to be in business of managing them. For public safety, the number of these categories and applications is significantly smaller and definitely manageable by the specialized Public Safety network operator (e.g. FirstNet ) which may also provide services, not just access.
· In commercial systems, there may be an expectation that users know one another ( are “friends”) and once discovered, their name (or nickname in the context of some common application) may be locally recognized and displayed out of some “address book”. For public safety, many types of incidents require persons from various agencies and/or jurisdiction to work with each other on an ad hoc basis during the incident. Thus the users may not necessarily know each other and presence application displaying unrecognizable ProSe ids may not be necessarily useful.
· If and when public safety UEs roam on a non-public safety network, it may be desirable that public safety UEs be able to discover each other, but be not discoverable by commercial UEs.

In short, it is desirable that the identifiers for public safety discovery carry information that can be rapidly and automatically used for filtering and selection.  
2 Proposed text
******  Start of proposed new text ******
5.2.13
Public Safety Discovery Identification
5.2.13.1
Description

In this use case, the public safety situation is managed as two separate incidents occurring simultaneously in vicinity to each other. Multiple agencies are involved, some of them from neighbouring jurisdictions, providing mutual aid. The public safety workers are instructed to enter a different tag (or incident code) via their application, if they are assigned to an incident or the other. 
5.2.13.2
Pre-Conditions

Some firemen from the Colorado jurisdiction arrive at the disaster site with their ProSe-enabled UEs.  ProSe Discovery has been enabled on each UE. The code of one of those incidents has been entered in their UEs, but NO other related information, e.g. the identities of the other persons participating in the incident resolution.  The arriving firemen want to quickly discover (and ultimately communicate with) the other firemen (not policemen!) from the Colorado (not from Wyoming!) contingent assigned to their incident (not to the other one!). Their leader wants to discover (and eventually communicate with) the overall incident commander (regardless of his original jurisdiction) while his deputy wants to discover and communicate with the head of the HazMat team.  No interaction with the infrastructure (e.g. consulting databases) is possible due to lack of network coverage. 
5.2.13.3
Service Flows
The UEs of the newly arrived firemen transmit information that identifies them and their associated categories, such that they are selectively “discoverable” by others. The newly arrived firemen set the filtering and selection conditions for discovering the over public safety workers of interest. As all UE transmit identifying information, only the matching UEs are “discovered”.   
5.2.13.4
Post-Conditions

With the discovery phase completed, other applications enabled by discovery e.g. direct communications, presence, location services, etc. may proceed. 
5.2.13.5
Potential Requirements

Public safety identifiers used in ProSe Discovery shall be directly distinguishable from non-Public Safety identifiers.
Public safety identifiers used in ProSe Discovery shall be able to carry pre-configured categorical information which can be, in part, set and changed by user and/or application. Examples of such information are agency type (e.g. fire, police), incident code, jurisdiction identity, role of the user in the incident, etc.
It should be up to the operator whether the categorical information (or parts of it) should be confidentiality protected.

Use of temporary user identities within the scope of an incident shall be allowed.

Variable length and/or multiple format identifiers may be used, if necessary, for Public Safety UEs. 
******  End of proposed text ******
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