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Abstract of the document: 

This document highlights the use cases from TR22.803 which are necessary for a normative Public Safety and Critical Communications solution in 3GPP Release 12 (along with the output from the GCSE-LTE work item), and possible other use cases. It also proposes a structure for the work within the 3GPP Work Plan. 
1
Introduction

Use cases in the ProSe TR22.803 are classified either as Public Safety Use Cases or General Use Cases. It has been claimed that all of the General Use Cases are also applicable to Public Safety, yet in order to produce an LTE Public Safety System that fulfils the Release 12 requirements for the public safety community (with the addition of multimedia capability) this is not the case. Some General Use Cases in TR22.803 represent new capabilities which may not be needed by the public safety community.

In addition to the known requirements for public safety systems Vodafone has discovered other potential requirements during bilateral discussions with European Public Safety organisations and Government departments. Some of these have been communicated to 3GPP by Vodafone [1] and the TCCA CCBG Architecture Group [2]. Other direct contributions to SA1 have proposed new Use Cases which in fact relate to the “Resilient Basestation” requirement which the Public Safety organisations have [3,4]. 
It is therefore of value to identify which Use Cases from TR22.803 and those communicated by the TCCA CCBG Architecture Group are definitely required in order to develop an LTE Public Safety system in Release 12 that delivers what is needed from a public safety perspective in that timescale.
2
Existing TETRA Capabilities.
Existing TETRA capabilities can be summarised as follows;

Teleservices:
· Individual Call a 1:1 call between one user of the network and another, similar to a public telephone system. 

· Group Call where one user connects with a group of other users. Groups can be formed dynamically. Group calls can be configured such that every user must confirm reception of the call so that the calling station knows which users have received it. 

· Call Include allows addition of more users to a group call that is already established and running. 

· Broadcast Call: Sent from a control centre/dispatcher to all users. No user confirmation necessary. 

· Emergency Calls (man down) handled by the TETRA MSC with high priority to ensure quick connection to a dispatcher or group. 

· Direct Mode (DMO): Two users connected directly in simplex mode without using a TETRA network. 

· Open Channel very similar to an analogue two-way radio channel, every participant can talk or listen freely. 

Bearer Services:
· User Status Transmission, used to transmit short, predefined status messages (like “Patrol car on duty”, “Work order received” or “Fire engine back in fire station”) from the user to the dispatching control room or vice versa. 

· Short Data Service transmits short text messages between users. 

· Circuit Switched Data Services in unprotected mode (7.2 kbit/s per timeslot), standard encryption (4.8 kbit/s per timeslot) and high encryption (2.4 kbit/s per timeslot) 

· Packet Switched Data Services based on TCP/IP or X.25 protocol, depending on application, with a maximum data rate of 28.8 kbit/s 

Additional Services:
· Priority and pre-emption services, access priority, discrete listening, pre-emptive priority call, area selection, call authorised by dispatcher, late entry, ambient listening, dynamic group number assignment, CLIR, CLIP, call retention, call waiting, busy queuing, include call, transfer of control, barring and forwarding services. 

While it is not the intention to replicate TETRA functionality where there are no public safety requirements for Release 12, the above list is a useful illustration of what 3GPP may need to implement to support the public safety community.

The LS from the TCCA CCBG Architecture Group [2] contains the following use cases;

Dispatcher override. Four levels of priority for Group Calls such that a dispatcher can override an existing Group Call with one of higher priority, and can also tear down the existing Group Call.
Emergency Communication. The “man down” scenario, where the user sends an emergency alarm to the Dispatcher with the highest priority level. Optionally the Dispatcher can apply “ambient listening” to the originating device in order to listen without further action from the user.
Speech Group Call. This contains eight separate service flows/group call features (including busy queuing).
Interoperability Narrow Band:Broadband. This proposes requirements for the EPS  in order for it to interwork speech and data with terminals and/or Groups in a legacy Narrow Band system.
Local Network Coverage and Capacity Extension. A nomadic relay node mounted on a vehicle that can connect to the wide area network to provide local coverage and capacity extension and provide UE capability simultaneously. 
Local Independent Capacity at Incident Area. Local use of ProSe enabled public safety UEs providing relay functionality between two other UEs via direct communication, equivalent to a direct mode repeater as defined in TETRA systems, in areas without network coverage during a local incident (e.g. a fire in a tunnel that is not equipped with radio network equipment). 

3
Additional Capabilities.
The authors have discovered other capabilities that are not within FS_ProSe and GCSE_LTE, or yet communicated to 3GPP from the Public Safety community, which may also need to be discussed and addressed in relation to 3GPP Release 12 or later Releases. Examples, as described in RP-121284 [1], include:

1) The ability to communicate with aircraft at up to 3000m altitude;

2) The ability to communicate with mobiles (e.g. high speed trains and aircraft) at up to 500 km/h, including the case where the eNodeB antenna is located adjacent to the high speed railway;

3) Long range cells for UEs with high gain antenna;

4) Operation within extreme temperature ranges (and other environmental conditions) which may be more extreme for Public Safety applications;

5) When in a sensitive area, the device may need to operate in receive-only mode;

6) Optimisations for Push To Talk.
Further requirements include:

7) The ability to locally route eNodeB traffic with no S1 interface (“resilient basestation”) [3,4,];

8) Priority and pre-emption service requirements not already captured in TS 22.153 or TS 22.067.
9) Fast call establishment (<300ms) (already covered in the scope of GCSE_LTE).

10) Unlimited Group size. This needs to be added to GCSE_LTE. 
For long range cells, LTE currently supports a 100km maximum cell range, based on timing advance of 666(s. This can be calculated from the RACH Parameters in TS 36.211, Table 5.7.1-1. 3GPP should determine if  this sufficient for public safety applications.
For the temperature range, from TS 36.101 Annex E.2.1, LTE currently supports:

…

The UE shall fulfil all the requirements in the full temperature range of:

Table E.2.1-1
	+15(C to +35(C
	for normal conditions (with relative humidity of 25 % to 75 %)

	-10(C to +55(C
	for extreme conditions (see IEC publications 68‑2‑1 and 68‑2‑2)


Outside this temperature range the UE, if powered on, shall not make ineffective use of the radio frequency spectrum. In no case shall the UE exceed the transmitted levels as defined in clause 6.2 for extreme operation.

…

Is this sufficient for public safety applications?

4
Analysis.

Given the known capabilities of existing TETRA systems, and the Use Cases communicated to 3GPP by TCCA CCBG Architecture Group, the authors believe that the following Use Cases from TR22.803 need to be fulfilled, along with the GCSE_LTE Work item, in order to provide for Public Safety needs within the timescale of Release 12;

General Use Cases.

5.1.1
Restricted ProSe Discovery Use Case.


ProSe Discovery is a pre-requisite in some scenarios, to allow direct ProSe Communication.
5.1.2
Open ProSe Discovery Use Case


ProSe Discovery is a pre-requisite in some scenarios, to allow direct ProSe Communication.
5.1.5 
EPS ProSe Discovery for ProSe Use Case


Network assisted ProSe discovery is useful and can augment Individual Calls.
5.1.6
Service Continuity between Infrastructure and E-UTRA ProSe Communication paths.
Enables call continuity when the UE moves between infrastructure-based and ProSe-based communication. Discussions suggest some short service interruption is permissible.
5.1.8
ProSe for Large Numbers of UEs


Support for large number of UEs has been voiced many times by Public Safety organisations.
5.1.11
Use Case for ProSe Application Provided by the Third-Party Application Developer


Allows public safety applications to make use of ProSe.
Public Safety Use Cases.

5.2.3 
ProSe Discovery Out of Network Coverage
Required in areas where there is no network coverage, for example the “inside building or tunnel” scenario, or when personnel are in a radio shadow (e.g. behind a wall or in restricted space).
5.2.4 
Can Discover But Not Discoverable.
Required during covert operations where the officer does not want his presence known.
5.2.5 
Basic ProSe One-to-One Direct User Traffic Initiation in Public Safety Spectrum Dedicated to ProSe


Required for direct Prose communication between two users.
5.2.6 
UE with Multiple One-to-One Direct User Traffic Sessions in Public Safety Spectrum Dedicated to ProSe
Required to allow multiple independent ProSe Communication sessions between one user and several other users. 
5.2.7 
ProSe Group
Required to allow Prose Communication for a number of users. Analogous to TETRA Group Call. 
5.2.8 
ProSe Broadcast
Required to allow ProSe Communication to all users within range, irrespective of the group the user belongs to. Analogous to TETRA Broadcast Call.
5.2.9 
ProSe Relay
Addresses CCBG Local Independent Capacity at Incident Area Use Case, analogous to TETRA direct mode repeater.
5.2.10 
ProSe Hybrid and Range Extension
Addresses CCBG Local Network Coverage and Capacity Extension Use Case and extends it to include Prose UEs out of network coverage as well. Analogous to TETRA Direct mode gateway.
5.2.11 
ProSe Range
Required to define the range of Prose communications.
5.2.12
Public Safety Implicit Discovery
Required in the case where ProSe Discovery is disabled and communication with officers within range is needed. Analogous to Open Channel.
6.2
Additional Operational Requirements
Generic requirements which must also be addressed, e.g. registration, network control, user consent, operator policy enforcement, contractual and regional/national regulatory requirements (such as lawful interception and reception of Public Warning System messages) , restriction to use of Public Safety spectrum for ProSe calls only when out of network coverage (includes pre-authorisation), re- authorisation.
6.4
Additional Security Requirements
Security comparable to existing 3GPP systems reusing them where possible, privacy, validity of ProSe Discovery information provided to the discoverer, restriction of ProSe Discovery information to authorised ProSe-enabled UEs.

The following existing TETRA capabilities have not yet been discussed in SA1 or proposed as Use Cases to be satisfied in Release 12. As such they are still worthy of consideration for Release 12 or some future release;

· User Status Transmission, used to transmit short, predefined status messages (like “Patrol car on duty”, “Work order received” or “Fire engine back in fire station”) from the user to the dispatching control room or vice versa. 

· Priority and pre-emption services, access priority, discrete listening, area selection, CLIR, CLIP, call retention, call waiting, transfer of control, barring and forwarding services. 
The above analysis thus suggests that the following Use Cases from TR 22.803 are currently not required for Public Safety use by TETRA systems in Release 12;

5.1.3
Discovery Use Case with Subscribers from Different PLMNs
ProSe for Public safety uses a dedicated spectrum. Scenario with users from two public safety networks needing to use the same spectrum is only relevant in cross-border scenarios. No specific request to support this for public safety in Release 12 has been seen in SA1 yet.  
5.1.4
Discovery Use Case with Roaming Subscribers
This would relate to inbound roamers from one Public Safety network onto another. TETRA has an Inter System Interface (ISI) for roaming but no specific request to support this for public safety in Release 12 has been seen in SA1 yet.
5.1.7
Operator A uses ProSe to Enhance Location and Presence Services
This appears to be predominantly a consumer use case. No request received yet for public safety Location enhanced by ProSe in Release 12. Public Safety applications do not include Presence information.
5.1.9
WLAN ProSe Communication Use Case

Public Safety systems operate on licensed spectrum, so this use case is not needed for public safety.
5.1.10
Service Management and Continuity for ProSe Communication via WLAN

Switching between MNO infrastructure and WLAN not relevant, given 5.1.9 above. 
5.2.2
ProSe Discovery Within Network Coverage
Within coverage Public Safety calls can be made over the network. Out of coverage we apply Use Case 5.2.3. 
5
Work planning.
To ensure that all Public Safety requirements necessary for Release 12 are captured, and to ease co-ordination amongst the different TSGs and their Working Groups, it is proposed that an umbrella WID for Public Safety is created to initially cover the existing SA1 work on group communications and a normative SA1 WID for Public Safety as Building blocks. Such an umbrella WID can easily be extended to capture future Building Blocks and/or Work Tasks from other Working Groups in TSG-SA and other TSGs.
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