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Introduction
This contribution proposes to add a use case for the knowledge about application trust when application-based congestion management conducted
. 
Proposal

It is proposed that the following text be added to section 4 in TR 22.805..
*********************************** First Change ************************************
4.x
Use case and requirement for the knowledge about application trust before application-based congestion management conducted
4.x.1
Description
Application type is included in scope in UPCON, which includes web browsing, email and so on. As introduced in the existing scope and definition and other proposals in UPCON (such as S1-120024/32), to control the volume of traffic to and from sites supporting certain types of applications is seen as a potential approach to managing user plane congestion. However, if an application is developed by an amateur application developer, it is possible that the traffic will be different from the same type of trusted applications. For example, a trusted download tool will download software only one time, while another tool developed by amateur developers may download software continually rather than only one time. So, when throttling different applications is taken into account when congestion occurs, it should be checked whether these applications are trusting applications or not in advance. 
4.x.2 pre-condition

Mike is a VIP in a network operator. Unfortunately, he installs an untrusted application. That means, this application is not trusted application for the system.
4.x.3 Service flow 

When Mike arrives a train station, the cell is just in congestion. And Mike powers his smart phone to view a video when waiting the train. At the same time, an untrusted program is running and generates abnormal traffic. For example, it downloads software continually. 
When congestion occurs and the system hopes to throttling different applications to handle congestion, the system should ensure the above applications are trusted. And then throttling traffic can be conducted.
4.x.4 Post-conditions

4.x.5
Requirements for this use case
The system shall be able to provide mechanism to allow the network to get the knowledge about application trust before user plan congestion management conduction.
*******************************End of Change ******************************
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