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Introduction
This contribution proposes to add a use case for user-based abnormally high data patterns with RAN congestion detection. 
Proposal

It is proposed that the following text be added to section 4 in TR 22.805..
*********************************** First Change ************************************
4.x
Use case for used-based abnormally high data patterns with RAN congestion detection
4.x.1
Description
The emergence of malicious mobile data applications is becoming increasingly high. No matter golden users or silver users, it is possible to run malicious applications on their mobile terminals. These malicious applications sometimes will lead to abnormally high data patterns. That means abnormal traffic will be generated. 
4.x.2 pre-condition

Mike is a VIP in a network operator. Thus when RAN is congested, his traffic will be guaranteed. However, if abnormal high data pattern is detected and RAN is congested, some measures to restrict Mike data rate can be taken into account.
4.x.3 Service flow 

Unfortunately, Mike has downloaded a malicious program - which is poorly written applications and cause sub-optimal UE behaviour in the operator network .That is, for Mike, this malicious program sometimes leads to anomalous traffic. 
When Mike arrives at a train station, the cell is just in congestion. And Mike powers his smart phone to view a video when waiting the train. At the same time, the malicious program is running and generates abnormal traffic. That means, the current traffics from Mike are much more than the estimation from the user experience or more than the existing peak traffic from Mike. 
In case of that the eNB is congested and an anomalous traffic of Mike is detected, on the one side, Mike will be informed to check whether there is a malicious program on his/her smart phone or not. On the other side, to ensure the efficiency of other methods of handling RAN congestion, further measures to restrict Mike data rate can be taken into account even if he has no limit data rate plan in advance. 
4.x.4 Post-conditions

Based on the indication from the system, Mike closes the malicious application and avoids posing much negative impact on the system.
4.x.5
Requirements for this use case
The system shall be able to provide mechanism to allow the network to detect abnormally traffic.
The system shall be able to provide mechanism to handle abnormal traffic to ensure the efficiency of other congestion management methods when RAN congestion occurs

*******************************End of Change ******************************
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