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1. Overall Description:
SA1 would like to thank SA3 for LS on Secure Connection. 

SA1 confirms the requirement for Secure Connection stating:

“The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.” 
Further, SA1 is the opinion that since MTC Applications are outside the scope of 3GPP, then providing E2E security to these entities is outside the scope of 3GPP
To 3GPP SA3:
SA1 kindly asks SA3 to consider the information mentioned above in the future work on standardization of Secure Connection feature.
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