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1. Overall Description:
SA1 would like to thank SA3 for LS and the addressed inconsistence between SA1 and SA2 specifications. 

While discussing the SA3 LS, SA1 have identified that use of term “MTC Application” in SA2 specification does not reflect the SA1 requirements. In the view of SA1, MTC Application is outside of the 3GPP scope and therefore should not be used in the normative context. SA1 has agreed to use the term “MTC Application Server” instead of “MTC Application” in both, direct and indirect, communication models and kindly propose to SA2 to apply the same. 
SA1 confirms the requirement for Secure Connection stating:

“The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.” 
This is to be understood, that Secure Connection feature is not applicable in the case when MTC Device communicates with MTC Application directly and not via MTC server. This connection is out scope of 3GPP.
SA1 attaches for information the CR to TS 22.368 aligning the terminology. 

2. Actions:

To 3GPP SA2: 


SA1 kindly asks SA2 to take the information mentioned above into account and update TR 23.888 respectively.
To 3GPP SA3:
SA1 kindly asks SA3 to consider the information mentioned above in the future work on standardization of Secure Connection.
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