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1. Overall Description:

SA1 thanks SA3 for their LS and their questions on security for PWS. SA1 would like to provide some preliminary comments to the questions posed.

Question A: “Confirm SA3s understanding on working assumptions, understandings and decisions” 
It is also SA1s understanding that PWS security requirement in TS22.268 applies Earthquake and Tsunami Warning System (ETWS), Commercial Mobile Alert System (CMAS), Korean Public Alert System (KPAS) and European Public Warning System (EU-ALERT).
SA1 believes the same digital signature verification algorithms should be used for digital signature verification in all PWS systems.
2. Actions:

To CT1, RAN2, GERAN WG2 and SA2groups:

SA1 kindly asks SA3, CT1, RAN2, GERAN2 and SA2 to take this reply into account.
3. Date of next TSG SA1 Meetings:

TSG SA1 Meeting #57
13th – 17th February 2012
Kyoto, JP
TSG SA1 Meeting #58 
7th – 11th May 2012

Seville, ES
