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Abstract: it is proposed to discuss on use cases for Public safety scenarios and Emergency scenarios in the context of the Proximity-based Services study Item.
1. Introduction
At SA#53 Sep11, the Proximity-based services Study Item in [1] was approved. It reads:
“The objective is to study use cases and identify potential requirements for an operator network controlled discovery and communications between devices that are in proximity and are under a 3GPP network coverage, for:

· Commercial/social use

· Network offloading

· Public Safety

· Integration of current infrastructure services, to assure the consistency of the user experience including reachability and mobility aspects
Additionally, the study item will study use cases and identify potential requirements for

· Public Safety, in case of absence of EUTRAN coverage (subject to regional regulation and operator policy, and limited to specific public-safety designated frequency bands and terminals)”
In this contribution we would like to focus on Public Safety and Network offloading use cases.  

It is proposed:
Firstly, to describe some public safety and network offloading situations;
then, to propose some basic service requirements thereof;

finally, to propose some text to the TR.

2. Discussion
A. Public safety scenarios
Scenario A1) Warning message in “enclosed” areas
A user communicates a critical problem (e.g. presence of a bomb or unattended bag) in e.g. a train or by informing the train driver e.g. using a voice call or a data call including the photo of the bomb or bag. 
Then after verification of the information, the driver would inform the devices in the train about the critical information OR would allow a particular device to broadcast the information to other devices.

It can be noticed that a voice warning would not be sufficient in all cases specifically for foreigners who need to be able to understand the warning message. As such it would be necessary that the warning message be broadcast to the device which would translate it in the proper language in order that its owner understands the message.

The following service requirement can be made from this scenario: 
Proposal 1: A device should be able to receive information from the network as to:
· which device to listen for proximity-based services and when 

· to which device to transmit proximity-based services and when.
Scenario A2) Public safety organizations

People in charge of ensuring public safety like police forces, firemen, ambulance drivers belong to the same group and need to communicate each other within the group even in absence of network infrastructure or network infrastructure congestion.

Terrestrial Trunked Radio (TETRA) standardized by ETSI in 1995 in [2], is a professional mobile radio (PMR) and two-way transceiver (colloquially known as a walkie talkie) specification. TETRA was specifically designed for use by government agencies, emergency services, (police forces, fire departments, ambulance) for public safety networks, rail transportation staff for train radios, transport services and the military. 

TETRA includes a DMO (Direct Mode of Operation) access to handle the case of absence of coverage. TETRA DMO features set consists of: 

a) « Dual Watch »: the terminal under DMO operation (dedicated DM frequency is used) has a communication with the network to receive some other communication; 

b) Point-to-point and point-to-multipoint communication between UEs 

c) « Direct Mode Repeater »: the terminal receives some information from a transmitting UE (on an uplink 

timeslot) and re-transmits this information to another terminal or group of terminals (on a downlink timeslot)

d) « Direct Mode Gateway »: the terminal receives some information from a UE via the network and retransmits to a group of UEs.

From the above, three aspects can be discussed:

· The device acting as a relay to address network coverage problems i.e. UE1 makes use of UE2 as a relay because UE1 can not access the network due to network infrastructure issues around UE1. Security issues have to be considered like how to ensure that the UE relay would provide adequate security/privacy of data from another device when this data is relayed towards the network.
Proposal 2: A device should be usable as a relay to other devices in case of network coverage issues.
· The group communication. This is a core function for professionals responsible for public safety with or without network coverage. Hence the following proposal can be made.
Proposal 3: Group communication within a group of devices should be possible with or without network coverage.

· The use of a dedicated frequency so that the communication can always be ensured. Hence the following proposal can be made.

Proposal 4: A dedicated frequency range should be made available to ensure communication is always possible within public safety organizations.
B. Emergency scenarios
Scenario B1) Infrastructure outage
In some emergency situations, the network infrastructure may be down or may have gone. Then a UE acting as a relay (as shown by Proposal 2) for those devices which beyond a cell edge is typically applicable here.
C. Network offloading scenarios
Scenario C1) Network congestion
In case of congestion situation or congestion is about to occur, currently the network would release the Guaranteed Bit Rate (GBR) bearers, i.e. the most consuming ones, towards the UE. However the UE would try to reactivate the bearers, which would not actually address the congestion situation. Alternatively, by determining that two UEs can communicate directly and having this communication set-up triggered by the network, the reactivation of the released bearers by the UEs can be avoided. Hence the following proposal can be made.

Proposal 5: Direct communication between devices triggered by the network should be possible in case of network congestion.
3. Conclusion

We propose that SA1 agree on the scenarios as previously depicted and ask SA1 to include them in the TR as shown at the end of this document.

Also we propose that SA1 agree on the following potential service requirements:
Proposal 1: A device should be able to receive information from the network as to:

· which device to listen for proximity-based services and when 

· to which device to transmit proximity-based services and when.
Proposal 2: A device should be usable as a relay to other devices in case of network coverage issues.

Proposal 3: Group communication within a group of devices should be possible with or without network coverage.

Proposal 4: A dedicated frequency range should be made available to ensure communication is always possible within public safety organizations.
Proposal 5: Direct communication between devices triggered by the network should be possible in case of network congestion.
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====== Text proposal to TR =====

Use Cases
Alerting message Use Case
A user can communicate a critical problem (e.g. presence of a bomb or unattended bag) in e.g. a train or by informing the train driver e.g. using a voice call or a data call including the photo of the bomb or bag. 

Then after verification of the information, the driver would inform the devices in the train about the critical information OR would allow a particular device to broadcast the information to other devices.

Some voice warning to users would in itself not be sufficient in all cases specifically for foreigners around to be able to understand the warning message and as such it would be necessary that the warning message be broadcast to the device which would translate in the proper language for its owner to understand the message.
Public safety organizations communication Use Case

Irrespective of absence of coverage or congestion situation of the network, police forces, firemen, ambulance drivers staff need to communicate within their group. This includes the following situations:
a) « Dual Watch »: the terminal has a communication with the network while at the same time maintaining Direct Mode (DMO) operation (e.g. on dedicated DM frequency) with UEs of the group; 

b) Point-to-point and point-to-multipoint communication between UEs of the group; 

c) « Direct Mode Repeater »: the terminal receives some information from a transmitting UE and re-transmits this information to another terminal or group of terminals;
d) « Direct Mode Gateway »: the terminal receives some information from a UE via the network and retransmits to a UE a group of UEs.
Lack of/limited network coverage due to network infrastructure outage Use Case

In case of lack of or limited network coverage e.g. due to network infrastructure outage due to a disaster, a device can be used to act as a relay i.e. UE1 makes use of UE2 as a relay because UE1 can not access the network due to network infrastructure issues around UE1.

Network offloading Use Case

In case of congestion situation or congestion is about to occur, currently the network would release the GBR (most consuming) bearers towards the UE. However the UE would try to reactivate the bearers, which would not actually address the congestion situation. Alternatively, by determining that two UEs can communicate directly and having this communication set-up triggered by the network, the reactivation of the released bearers by the UEs can be avoided.
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