3GPP TSG-SA WG1 Meeting #56
S1-113110
San Francisco, CA, USA 14th – 18th November 2011
Title: 
Proposed texts of Compatibility in High level Service Aspects section for TR 22.988
Ag. Item:       9.5 Study on Alternatives to E.164 for Machine-Type Communications (FS_AMTC)
Source:
ETRI
Contact:
Yong-Geun Hong (yghong@etri.re.kr)
Abstract: This document proposes texts of compatibility in High level Service Aspects section.
1. Proposal
Additional text is proposed. 
It is proposed to add new texts in Section 5.1.2
----------- START OF PROPOSED TEXT -----------

5.1.2
Compatibility with existing schemes

Any new addressing scheme will need to be compatible with or at least be capable of working with existing schemes including E.164 and E.212 and also IP addressing for data session services. This compatibility of ‘interworking’ with an existing scheme should also have no impact on these ‘legacy’ identification schemes and the associated mechanism (see also 5.1.3) i.e. be backward compatible.  
There will be various scenarios of deploying new addressing schemes and maintaining existing schemes including E.164 and E.212. One typical example of these scenarios is ‘interworking’ between one network operator that uses a new addressing scheme and the other network operator that uses an existing address scheme. In this scenario, it will need an interworking function that translate (interpret) between different addressing schemes. Another example of these scenarios is that one network operator handles multiple different addressing schemes.
As transition from IPv4 to IPv6 has studied a large number of transition scenarios and mechanism, transition from existing address schemes to new addressing schemes needs to be studied carefully and have an efficient transition plan. No one knows when new addressing schemes needs and when existing schemes are deprecated. Not only translating from different addressing schemes, but also containing of different addressing and simultaneous usage of different addressing schemes will be required.  
The use of SIP allows MTC devices for any given customer to reside on any operator’s network. DNS routing automatically directs traffic via the correct network. 

IP connections require an open connection between the MTC device and the server. This connection is maintained by the network access hardware, the network adapter in hard-wired device, or the radio in a mobile device. To minimize the power requirements, MTC devices should maintain the connection using network-facing hardware, much like the hardware that today listens for CS signalling.

SIP requires some intelligence to reside on the MTC device, usually in the form of a SIP stack, to allow the device to generate and respond to SIP commands such as REGISTER and INVITE. Given the short bursty nature of MTC traffic, SIP messages could be used to carry the payload data, eliminating the need for a more sophisticated protocol stack that occupies more space.

IPv6-addressing for MTC services diminishes the significant risk that some national numbering and dialling plans will run out of numbers in the near future, especially with the wide introduction MTC services.

A long-term solution that depends on a rapid world-wide grow-curve of MTC service deployment is needed and points towards consideration of IPv6 addressing in combination with identifiers defined after, for instance SIP-addresses, URIs/URLs, as the most feasible strategic solution.

Applying specific MTC solutions utilizing IPv6-addressing and corresponding identifiers in core and radio networks is important to properly cover the large capacity of MTC devices deployment expected by year 2013 and extending over and beyond the next two decades.
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