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Introduction

During the course of this year LTE has been selected by FCC as Public Safety technology [2][3][6]. This is one example of LTE being adopted as a long term technology of choice for public safety communications, and may be a trend that could be matched by other governments around the globe.

LTE is attractive in that it is delivering higher performance than current systems while providing a larger scale that promises to enable significant cost savings for Public Safety Agencies. LTE and the 3GPP system already meet a large number of requirements for deployment in public safety context; however, there is an expectation some potential updates are necessary such as the direct mode communications capability.

Discussion

Direct mode communications (also in absence of infrastructure) is a requirement for Public Safety in addition to utilities and railroad organizations in many countries.
For instance, the Statement of Requirement [1] for the 700MHz , issued by the Broadband Working Group 
of the National Public Safety Telecommunications Council (NPSTC) says:

Off Network Communications 
In order to achieve the required 100% communications, several solutions may be employed: 

1. Portable/fixed deployable base stations (e.g., femtocells) may be used to extend the reach of the network where coverage or capacity is limited (in coordination with the DBL and PSBL) 

2. Emergency deployable systems (switching and base station functions all together in the same platform) may be used where no service exists (e.g., due to large scale outage or general lack of coverage in a rural or remote area) (from either the DBL or public safety) 

3. Off‐network capabilities shall enable subscriber devices to communicate directly with one another in the absence of infrastructure. 
4. Hybrid devices (e.g. 700MHz narrowband / 700MHz broadband dual mode devices) 

	Specific requirements in regard to off‐network communications for the DBL include: Section 6 Requirement # 
	Requirement Description 
	Additional Information 

	1 
	The DBL shall enable use of the 700 MHz public safety spectrum for off network communications. This shall require various mechanisms to ensure this use does not cause harmful interference. 
	Other mechanisms may be used; however, public safety reserves the right for off‐network activities in the 700 MHz band. 

	2
	Direct mode subscriber devices shall use up to, but not more than, 3 Watts output power.
	

	3
	D‐block licensee shall support PSBL in standards bodies and with subscriber device vendor community to help achieve this requirement.
	


NPSTC has recently published a Mission Critical Voice Requirements document [4], which in its first version defines the features/functions required by the public safety community. Of the seven features listed, device-to-device capability features prominently.

In addition to the NPSTC requirements efforts, the SAFECOM Program of the Department of Homeland Security has published a Statement of Requirements for Communications and Interoperability [5]
. Throughout the document, a direct mode capability is defined:

“The network must support full-duplex, peer-to-peer, mission-critical voice communications in which two or more participants are involved. The session must allow for late entry. User identification must be a feature of the service.”
In other regions of the world, including Europe, the public safety community is looking at LTE as a future technology to replace their Professional Mobile Radio (PMR) or land mobile radio systems (LMR). In the short term, LTE would complement second-generation voice LMR/PMR systems (P25, Tetra) for data, and in the medium term LTE would provide all mission critical services and replacing second generation LMR/PMR systems. The same capability (Direct Mode of Operations in P25 and TETRA terminology) as identified by NPSTC would be needed as well, for both data and speech services.

We understand that Device to Device mode within the spectrum allocated to commercial operators is subject of concern for operators. Concerns relate to the degradation of their own service experience due to uncontrolled spectrum use, business models, liability and legal matters (e.g. provisioning of legal intercept). We understand that those concerns could be aggravated in those use cases that are typical for public safety, in particular the absence of infrastructure and the intended range. Therefore we would like to emphasize that from the public safety perspective, the intent is to operate the Device to Device mode solely in the spectrum blocks allocated to dedicated public safety networks. There is no requirement to operate in D2D mode in spectrum blocks allocated to commercial operators. For this reason, restricting the LTE Direct communications functionality to those spectrum blocks and carriers allocated to dedicated public safety networks is fully acceptable from our perspective.

It is also in the interest of the industry to have a harmonized direct communications solution which takes into account Public Safety requirements. 

A number of Use Cases related to public safety communications using Proximity Services for LTE can be defined. General Use Cases are mentioned as well as Use Cases allowing for network opportunities and Use Cases addressing Operator opportunities.   
USE CASES
· Provide limited service in areas where there may not be radio coverage and/or if the radio coverage is lost due to a disaster and, when utilized, allowing a reliable form of communication between nearby end users. Proximity Service in absence of infrastructure needs to be available to specific classes of Public Safety users.  For example, public safety personnel would be allowed to directly collaborate with one another when weather related events such as a tornado/typhoon hits and takes out a number of local towers.

· Provide limited service to in zones with only partial coverage and, when utilized, allowing a reliable form of communication between nearby end users when neither of them has reliable infrastructure based cellular access. For example, public safety personnel would be allowed to directly collaborate with one another when they are both out of coverage but within a zone offering cellular access (e.g., a group of firemen in the sub-basement of a building in an urban environment). 

· Provide full service in zones with only partial coverage and, when utilized, allowing a reliable form of communication for a particular end user that does not have reliable infrastructure based cellular access but may establish a direct radio link with a nearby end user that has reliable access.  For example, public safety personnel that are temporarily out of coverage but within a zone offering cellular access would be allowed to establish direct radio links with a nearby team member or repeater that has a reliable access link to the infrastructure based cellular access network and so provide connectivity via this second device to the public safety network (e.g., a group of firemen in the sub-basement of a building in an urban environment with at least one team member still under cellular coverage).

· Provide complementary services in zones with full coverage and, when utilized, would allow a reliable form of communication between nearby end users.  This service would be complementary to the services these end-users would obtain via the infrastructure based cellular access network.  For example, public safety personnel would be allowed to directly collaborate with one another when they are both under coverage of a cellular access (e.g., a group of firemen outside a building in an urban environment with massive person-to-person and/or group call traffic requirements that are well beyond the capacity of the local cellular access network). 

Conclusion
The source companies propose to discuss the topic described in this paper and to proceed to the discussion of the companion papers documenting the specific use cases and scenarios, and the related requirements
Glossary

	DBL 
	D Block Licensee: the entity with the highest bid in the D‐Block 700 MHz auctions. Also applies, when appropriate, to the entity that successfully negotiates a Network Sharing Agreement with the Public Safety Broadband Licensee 

	NPSTC
	National Public Safety Telecommunications Council: Federation of associations representing public safety telecommunications. Acts as a resource and advocate for public safety telecommunications issues. 

	P25
	Project 25: is a land mobile radio and two-way receiver specification developed by the Telecommunications Industry Association. Similar to TETRA, it was developed specifically for use by government agencies for public safety networks, utilities, rail transportation, transport services, and the military.

	PMR/LMR
	Professional/Land Mobile Radio are field radio communications systems which use portable, mobile, base station, and dispatch console radios. Operation of PMR/LMR radio equipment is based on such standards as MPT-1327, TETRA and APCO 25 which are designed for dedicated use by specific organizations, e.g.  by police forces and fire brigades.

	PSBL 
	Public Safety Broadband Licensee: the entity chosen by the FCC as the licensee for the 700 MHz broadband public safety spectrum allocation with the authority to set the requirements for the 700 MHz Broadband Network. 

	TETRA
	Terrestrial Trunked Radio: is a professional mobile radio and two-way transceiver specification. TETRA was specifically designed for use by government agencies for public safety networks, rail transportation staff for train radios, transport services and the military.
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� The National Public Safety Telecommunications Council (NPSTC), at its June 2009 meeting, following the vote to endorse Long Term Evolution (LTE) as the technology of choice for the Nationwide Broadband Data System (NBDS), and at the request of the Public Safety Spectrum Trust, also voted to form a 700 MHz Broadband Task Force (BBTF). Over a 60 day period, the BBTF was given the mission to develop the minimum recommendations necessary to insure roaming and interoperability among Regional Systems that various Public Safety entities are requesting through waivers filed with the Federal Communications Commission (FCC). 
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