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Introduction

Upon reviewing S1-111088 at SA1#54 in Xian, SA1 recommended to authoring companies that a possible revision of S1-111088 could be desirable where such a revision would address aspects of automation on the UE side for the SSO process for application services that are affiliated with an SSO provider. The current document follows up on the recommendation and proposes a new use case for on-UE automation of the SSO process for such affiliated application services.

The basic idea of the use case is that the UE could detect whether an application service that a user is accessing is an affiliated application service or not. If the application service turns out to be an application service affiliated with the SSO provider, then the UE would automatically start an SSO process to authenticate the user to the affiliated application service, providing a seamless and transparent user experience.  

Proposal

For approval.

* * * First Change * * * *

4.X 
Use case Y: Automated SSO process for Application Services affiliated with Network Operator / SSO Provider 
4.X.1 Pre-conditions

1. The SSO Provider (which may be a Network Operator) has a prior affiliation relationship with the 3rd Party ASP for a specific Application Service.
4.X.2 Service Flows
The user accesses an Application Service provided by a 3rd Party ASP using his or her UE. The UE detects that the Application Service is provided by an Affiliated 3rd Party ASP. Upon such detection the UE automatically starts, without requiring user intervention, an SSO authentication process for the user toward the Application Service. As the result of a successful SSO authentication process, the user is authenticated to a single entity to gain access to multiple Application Services. 
4.X.3 Requirements

1. The UE shall be capable of detecting whether an Application Service that is being accessed by the user is provided by an Affiliated 3rd Party ASP.
2. If an Application Service is detected as provided by an Affiliated 3rd Party ASP, the UE shall be capable of automatically initiating an SSO authentication procedure with the SSO Provider for authentication of the user towards the Application Service.
3. When the user accesses an Application Service provided by an Affiliated 3rd Party ASP, the UE shall be capable of executing SSO Provider polices that govern automatic SSO authentication procedures with that SSO Provider and provide the user with an automated and seamless access to the services without user intervention.
4. The user shall be provided with a mechanism that allows for “opt-out” of automatic SSO authentication.
************* End Changes ******************
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