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1. Abstract
This discussion paper describes different use cases where network may need dynamic interaction with the user to get his feedback whether SIPTO@LN can be performed at his current location. The result of this discussion can be used as a background to answer the questions from SA2.
2. Discussion
Previously, there were LSs from/to SA2 discussing the issues of SIPTO@LN (S1-102196). The following issues were clarified:

Conclusion 3: SIPTO via the H(e)NB subsystem in a local network, when not prevented by regulations, might not deliver to the user the same level of user service or service capabilities as the non offloaded connection and would expose the user activity to the local network.

Consequently, a note has been added and a new requirement reflecting user interaction has been introduced in TS22.220: 
-
Based on mobile operator SIPTO policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded.

Note: There is a possibility that the user's service experience will be different if the user's traffic is offloaded via SIPTO for H(e)NB Subsystems. 

There are different use cases where network may need dynamic input from user whether he wants SIPTO@LN to be performed at his current location:
1) Different service perception.

User may get different service perception when SIPTO@LN applies at his current location. The local network at user's current location may have more restricted firewall which prohibits visiting certain websites or obtaining certain services. Sometimes the access requires manual intervention, e.g, HTTP proxy at corporate location. If the user doesn't get any warning or prompt, he will be unhappy about the service he gets or frustrated on trying to figure out why service suddenly stops working.

2) Security considerations.

User is happy with the current security protection his mobile network provides. But he is picky if SIPTO@LN is applied to his service at certain locations. A security conscious user may be ok to have his traffic offloaded at his home, but not at a shopping mall, airport, or even at his office location. At these locations, his traffic may be subject to monitoring, or even active attack.

However, there are cases where dynamic interaction with user is not always needed whenever traffic is to be offloaded, for example at user's home, where user is aware the service obtained through his home is basically the same as the service obtained from mobile network. In such case, an agreement reflected in subscription with his home operator is sufficient to provide consent for SIPTO@LN. For all other cases, dynamic interaction is required before traffic is offloaded.
3. Conclusion

It is proposed to discuss the above use cases and take them into consideration when replying LS from SA2.

