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Introduction

This contribution proposes to consider 3rd party web service requirements in the study on SSO. 
Discussion

Web service provider can get more competitive edge and saving costs by outsourcing SSO capabilities on the one hand.
On the other hand they want to broaden up their customer basis by open her services to mobile user of all operators. 

This leads to more technical, operation and negotiation effort. Operators as SSo provider should offer a cost efficient model for SSO to 3rd party web service providers.
Proposal
Add a new chapter “3rd Party Web Service Requirements” in draft TR 22.895.
11
3rd Party Web Service Requirements
This clause describes 3rd party web service requirements on SSO service delivery.
To offer cost efficient SSO service to 3rd party web service providers, operators should reduce technical, operation and negotiation effort by:

· Standardized interfaces and authorization protocols for communication between operator and 3rd party web service e.g OAuth, SAML, OpenID
· One point of contact for operator provided SSO service e.g. global operator authentication brokering service
· Standardized attribute exchange protocol to provide user data for initial registrations in accordance with the users privacy settings

