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1. Overall Description:

3GPP SA WG 1 thanks CT WG1 for their reply LS in C1-104852, thanks CT WG6 for their reply LS in C6-100585, and thank SA WG3 for their reply LS in S3-101435 on MTC USIM requirements for Release 10. 

In their LS, CT WG6 has indicated the MTC USIM requirement – to enable the network operator to restrict the use of a USIM to specific MEs/MTC Devices – can be implemented in Release 10. SA WG1 has therefore concluded to keep the corresponding requirement in the Release 10 version of TS 22.368.

In their LS, SA WG3 has asked the following questions, to which SA WG1 has the following replies.
Question from SA WG3:

SA3 concluded that a better understanding of the following sentence is needed:
- “The network operator shall be able to restrict the use of a USIM to specific MEs/MTC Devices”?  
Does this sentence mean a USIM is expected to be bind to a group of MTC devices or to a specific MTC device? If the binding is to a group of devices, how is the group defined (e.g. by a specific device type or consecutive IMEISV subrange)? Is the binding expected to be enforced in the network/device/USIM or using some combination of these?

Answer from SA WG1:


The binding can be a one USIM to one MTC Device binding or a one USIM to many MTC Device binding.

SA WG1 leaves it to stage 2/3 to decide how the functionality is implemented. However, it is the network operator that shall be able to enforce the restriction, which may make a solution enforced in the device only less suitable.
Question from SA WG3:

SA3 would also like to understand the problem statement that led to this requirement in order to be able to assess the required security measures that are needed to address this issue.
Answer from SA WG1:

The problem statement is illustrated in a use case "Access control with billing plan" in Annex A of TS 22.368. For convenience, this use case is copied at the end of this LS.





2. Actions:

To CT1, CT6 and S3 group.

ACTION: 
S1 asks CT1, CT6, and S3 groups to take the above into account.
3. Date of Next TSG-SA WG1 Meetings:

SA1#54
09 – 13 May  2011

Xi’an, China
SA1#55
8 - 12 Aug 2011

Dublin, Ireland

Use case "Access Control with billing plan" (copied from TS 22.368 Annex A)
In some configurations, it may be necessary to restrict the access of a UICC that is dedicated to be used only with machine type modules associated with a specific billing plan. It should be possible to associate a list of UICC to a list of terminal identity such as IMEISV so that if the UICC is used in an other terminal type, the access will be refused. See the following configuration:
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Figure A-3: Access Control with billing plan
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