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Abstract: Based on an analysis of Access Control issues, proposes Extended Access Barring (EAB) class assignment allowing differentiation on the basis of access delay tolerance. Additionally suggests access control methodology for EAB, as well as editorial improvements and clarifications.
1. Introduction

During the SA1#52 meeting in Malta, Extended Access Barring was introduced.  Having been discussed in SA Plenary, a CR (Ref. [1]) was created.  However, as evident from LS from GERAN [3] and SA itself [4], the resulting specification [2] is yet to be clarified in several relevant aspects.
References:

[1] SP-100893 from SA Plenary 

[2] TS 22.011 – see file 22011-a20.zip (23-Dec-2010 15:28   78K) in 3GPP file server directory http://www.3gpp.org/ftp/Specs/archive/22_series/22.011/ 

[3] C1-110038 LS from GERAN to SA1 et al. S1-110221.
[4] C1-110047 LS from SA to SA1 et al. S1-110223.
2. Analysis of Access Class Barring in General
The primary function of Access Control (AC) is to protect the radio from uncontrolled surges in access attempts (see [2] clause in Section 4.1, which states: “The use of this facility allows the network operator to prevent overload of the access channel under critical conditions”).

The probability of access channel overload is low, but becomes more likely with advent of packet data communication in modern networks, and expected future MTC growth.  There is a broad 3GPP consensus on increased load impact of MTC on Access Channel, as evident in recent RAN group discussions.  This is due to typical MTC profile of short bursty communication.  Thus, the clause after the one quoted, stating “It is not intended that access control be used under normal operating conditions” (predates MTC and even packet networks) may want to be moderated to “It is not anticipated that access control would be used under normal operating conditions for a properly dimensioned network”.  However, there may be events which cannot be fully anticipated, e.g., a natural disaster triggering surge of access attempts.  Hence, access class barring mechanisms in modern networks should be deployed to automatically trigger network controls when unusually high load is experienced.
EAB was introduced because original Access Classes (16 classes total) were all allocated, and there was no possibility of introducing access differentiation based on access delay tolerance.  For example, an MTC application such as utility meter reading is quite tolerant to access delay, yet MTC devices designed for that purpose, due to their sheer number or to the nature of the application being driven by machines, may cause surges in access attempts.
Though EAB does not specifically mention the word “class”, in order to differentiate access behaviour, classification of devices/applications subject to EAB must be made.  Such classification should be on the basis of access delay tolerance and/or willingness to pay.

The initial (traditional) use of AC is for the purpose of controlling signalling load in some CN elements, e.g., during network cold start upon system upgrade.  This can be done in the future without relying on Extended Access Barring (EAB).  This would work by simply not broadcasting EAB controls, thus causing UEs to obey AC controls until the network is fully brought back into operation.
E-UTRAN contains a refinement in AC control algorithm, which introduces the concept of stochastic control (see [2] Section 4.3.1), applicable commonly across all 10 ACB classes 0 ~ 9.  The stochastic control loop is particularly useful in offering shades of gray, not just black/white barred/unbarred access controls, applicable for the case of unanticipated access attempt surges mentioned earlier.  However, it should be noted that other RATs also can implement a finer access control in a closed loop fashion by duty cycling AC broadcast controls.
3. Analysis of Extended Access Barring
3.1. Roaming Categorization

EAB enables differentiation in access behaviour for three distinct categories based on UE’s roaming status – a) any UE, roaming or not; b) a roaming UE not in a PLMN that is equivalent to the UE’s HPLMN; c) a roaming UE not in a PLMN that is equivalent to the UE’s HPLMN, which is additionally not on top of the list of preferred network in the roaming locality.
Note:  Some clarification may be required on the term “PLMN that is equivalent to it”.  Does this refer to territorial equivalence?
The requirement is phrased in such a way that it states that if EAB is used, then it applies to one (and only one) of these categories (“The network may broadcast whether EAB applies to UEs within one of the following categories”).  This would mean that a single 2-bit indicator having the value a, b, or c, can be used to tell the UE whether EAB applies for that UE.  However, a later statement “EAB broadcast information shall comprise EAB information for Access Classes 0-9 and for categories a, b & c above” could possibly be interpreted differently.  Therefore, it should be clarified whether the intent is to have distinct controls for each of the categories a, b, and c; or to have single control applicable to either a, b, or c.  The intent appears to be the first interpretation, since c is a subset of b, which in turn is a subset of a.
3.2. Allocation of EAB Classes 
The current text in [2] implicitly assumes that there would be 10 Extended Access Barring classes (“...a UE that is configured for EAB shall ignore the Access Class Barring information that is broadcast for Access Class 0-9, and use the EAB information for Access Classes 0-9 instead.”).  Beyond that, not much is stated on allocation of these EAB classes.  Several points are worth making:
· There is little sense in expanding AC allocation to new EAB classes while duplicating the approach in which classes are randomly hashed across the field of 10 classes.  EAB classes can be and should be allocated completely independently from Access Classes 0~9.  Not doing so would lead to depletion of EAB Classes with little possibility of differentiation to access delay tolerance, and no room to grow and apply them for distinct purposes in the future.

· Since EAB Class allocation can be independent from the legacy ACB allocation, there is no need to use exactly 10 EAB classes – that number can be higher or lower.  Whatever number is chosen, sufficient space should be reserved for expansion to allocate future classes for uses that may not be immediately apparent at this time.
· The method of controlling EAB may be different than for legacy ACB.  For example, EAB may use stochastic control methodology, which provides finer granularity of access deferral, and is more streamlined in terms of provisioning and control variables.
· Current text in [2] does not offer any specific allocations for EAB Classes. Such allocation is necessary for roaming compatibility, since EAB applies in both HPLMN and VPLMN.  This is the requirements issue, and should be addressed in [2], analogous to section 4.2.

The allocation of EAB classes should be on the basis of access delay tolerance for the particular application for which the UE is intended.  Since a UE may support different categories of applications, more than one class may be applicable, and such a UE may be allowed to tailor its behaviour accordingly (would have to be provisioned with more than one class, and would apply EAB controls depending on the nature of service/application for a given access attempt).  Following is an example of a plan of allocation which may be studies and adopted as appropriate.  The example in the table assumes the total of 16 EAB Classes, but the number ultimately decided upon may be higher or lower.
Table 1:  Possible EAB Class Allocation

	EAB Class
	Description

	0
	(Reserved)

	1
	UEs/applications with extremely low delay tolerance in the order of magnitude of 10 ms or single access slot time for a RAT (e.g., certain critical MTC applications such as smart highway)

	2
	UEs/applications with delay tolerance in the order of magnitude of 100 - 200 ms

	3
	UEs/applications with delay tolerance in the order of magnitude of 1-2 sec (e.g., typical human-induced applications)

	4
	UEs/applications with delay tolerance in the order of magnitude of 30 - 60 sec

	5
	UEs/applications with delay tolerance in the order of magnitude of 15 minutes

	6
	UEs/applications with delay tolerance in the order of magnitude of 1 hour or more

	7 ~ 10
	(Reserved)

	11
	Premium Access Expediency subscription (e.g., Probability of access delay not to exceed X ms is “guaranteed” to be less than Y % during  the busy hour)

	12
	Medium Access Expediency subscription (e.g., Probability of access delay not to exceed 10X ms is “guaranteed” to be less than 2Y % during  the busy hour)

	13 ~ 14
	(Reserved)

	15
	No Access Expediency subscription (No guarantee of excessive delay probability)


An important thing to note is that access delay tolerance values listed in Table 1 are nominal figures required for a given service/application, if that service/application is to perform flawlessly.  Naturally, access controls are engaged in exceptional circumstances, and will result in some degradation of performance, which may be severe under extremes of circumstances.  This means that access performance figures listed may at times be violated.
3.3. Rationale and Operational Considerations

EAB class assignment shown in Table one aims to differentiate services with respect to access expediency, because when congestion occurs, services which can tolerate longer access delays can be deferred first as the congestion sets on, and much more aggressively if congestion persists and requires that those services with lesser access delay tolerance also be affected.  Access delay tolerant services such as most forms of MTC were the primary motivation for introducing EAB, so it makes perfect sense to create differentiation of this kind.  The Table 1 contains fixed mapping of classes to access expediency service characteristic, which is necessary for roaming compatibility.  However, fixing the mapping does not mean that every operator will handle access congestion exactly the same way.  It is up to the network operator by virtue of how the access control algorithm is designed and deployed, as to which services/applications associated with EAB classes are affected relative to each other.  For example, an operator may choose to “degrade” applications with most lax access tolerance first, and may allow such penalties to go to an extremely high degree before penalizing other categories even slightly.  A different operator may choose to “degrade in parallel”, so to speak, i.e., implement access deferral controls in such a way that for all EAB classes access is delayed in average X percent at a given time, where X varies with severity of congestion, but is constant over EAB classes at any given time.  Variants of the two outlined approaches are also possible.

Table 1 mapping addresses both the service nature aspect (QCI-like) and subscription-ranking aspects (ARP-like) attributes of access control, to use well known bearer QoS attributes in 3GPP as analogy.  The first ones are in EAB Classes 0 ~ 9, and the second ones 10 ~ 15, and each have a few spare values for future expansion.  Separating these aspects to distinct “variables” or sub-classes (similar to QCI/ARP separation) would be possible, but is hardly warranted since access control issues are not as multi-dimensional and complex as QoS.  This is because the only real impact is on the Access Channel, unlike QoS which affects bearer setup, scheduler, transmit power settings, etc.  However, the controls for each of these EAB classes may be based upon input from multiple sources, and can end up being very complex.  The details can be left up to implementation.
Implementation of EAB will require provisioning by the home operator, as stated in 22.011, in contrast to the basic classes 0 – 9 for ACB, where it can be automatic – random hashing is typically achieved by assigning the last digit of IMSI as ACB Class.  Although the proposed EAB Access Classes may seem complex at the first glance, operator can have considerable control over the degree and complexity of provisioning.  EAB classes for specialized devices, such as many types of MTC devices, can be provisioned at the point of manufacture, thus considerably lessening the provisioning burden.
4. Summary of Recommendations

TS 22.011 should be modified in accordance with the following recommendations:

(1) Clarify roaming categorizations and controls for categories a, b, and c, so that UE implementations are consistent and will not cause incompatibilities.
(2) Define the method of controlling EAB classes, preferably stochastic approach similar to what is described in the current text of [2] for “Enhanced Access Control on E-UTRAN” (see second half of Section 4.3.1).

(3) Define EAB Class Allocations, e.g. per Table 1.
(4) Make additional editorial improvements of TS 22.011 as a whole.  An example is given in second paragraph of Section 2 of this discussion paper, but others may be advised, such as changing the terminology from “barring” access to “controlling” access.
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