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1
Introduction
This document is provided in support of the associated CR in S1-110085 and is presented just for information and provides the BBF requirements for the Convergent scenario of BBAI Building Block 3. 
The intention of the CR in S1-110085 is not to define/specify the BBF access network in 3GPP, but to improve/enhance the EPC elements in order to better support the BBF network and thus allowing the EPC to manage the BBF/wireline services as they are done in the BBF network. So, the requirements given in S1-110085 (CR) are specified to enhance/extend the EPC policy/authentication functions to support the services/sessions in BBF network.
For example to support QoS of fixed broadband accesses for various services/sessions, defined in TR-144, the EPC (PCRF) should be able to request QoS in terms that the fixed network can provision. 

 2.  Reference to BBF Requirements

Given below are the requirements from the CR in S1-110085 and the associated BBF requirements it addresses/covers 

Requirement-1 from CR
The Evolved Packet Core shall support policy function for application sessions to request QoS in fixed broadband networks as defined in TR-144, section 7.14, requirement R-72.
Associated BBF text:

TR-144 Section 7.14, requirement R-72
R-72 Broadband Multi-Service architecture MUST support QoS on Demand i.e. the ability for individual application sessions to request traffic delivery characteristics according to their needs, and to change the desired traffic delivery service for both relative and guaranteed
QOS. 

Requirement-2 from CR
The Evolved Packet Core policy function shall support requests for allocation and enforcement of QoS for layer 2 services (e.g. Ethernet, VPN) and IP flows in fixed broadband access network as defined in TR-144 [a], section 7.13 requirements R-63 and R-64.  
Associated BBF text:

TR-144, Section 7.13, requirements R-63 and R-64
Resource Reservation and Session control:

R-63 Broadband Multi-Service architecture MUST support the ability to reserve (or deny) the bandwidth requested for a session or flow.

R-64 Broadband Multi-Service architecture MUST support the ability to admit or reject resource requests using knowledge of available resources and/or policy.

Requirement-3 from CR
The Evolved Packet Core policy function shall support requests for authorization of QoS for subscriber session (login session) in fixed broadband access network as defined in TR-144 [a], section 7.19 requirement R-96.
Associated BBF text:

TR-144, section 7.19, requirement R-96

R-96 The AAA architecture MUST allow network level authentication to dynamically perform the necessary authorizations between the customer and some existing and predefined network resources, according to the customer' service subscription profile returned by the AAA servers while processing the customer's credential information.

Requirement-4 from CR

The Evolved Packet Core shall support policy function for QoS characteristics of fixed broadband access network services (e.g. voice, VPN, IPTV) as described in TR-144 [a], sections 7.3 – 7.7.
Associated BBF text:

TR-144, see sections 7.3 - 7.7 as the fixed broadband service (e.g. voice, VPN, IPTV) are described in these sections. 

Requirement-5 from CR
The Evolved Packet Core policy function shall support requests for unicast and multicast flows in fixed broadband access network as defined in TR-144 [a], section 7.13, requirement R-65

Associated BBF text:

TR-144, section 7.13, requirement R-65
R-65 Resource Reservation MUST take into account both unicast and multicast traffic both

separately and in combination.

Requirement-6 from CR
The Evolved Packet Core shall support line authentication for fixed CPE in fixed broadband access network as defined in TR-144 [a], section 7.19 requirement R-89.

Associated BBF text:

TR-144, section 7.19, requirement R-89
R-89 The AAA architecture MUST allow the network to authenticate the use of an access circuit.

Note: Access circuits are typically provided to a subscriber under a contract with the provider, and therefore can be billed, authorized, and traced accordingly. An access circuit can be authenticated by means of a circuit identifier that is generated by network equipment controlled and trusted by the service provider, and that terminates the access circuit.

Requirement-7 from CR
The Evolved Packet Core shall support end-user authentication in fixed broadband access network as defined in TR-144 [a], section 7.19 requirements R-90, R-91 and R-92.
Associated BBF text:

TR-144, section 7.19, requirement R-90, R-91 and R-92
R-90 The AAA architecture MUST allow the network to authenticate a subscriber session, where a subscriber session is defined as a PPP session, IP session, or dynamically tunneled VPN session.

R-91 The AAA architecture MUST allow the network to authenticate device attachment, in

particular for wireless access (e.g. WiMAX or 802.11).

R-92 The subscriber session can be initiated from a RG or from a terminal, and it MUST be

possible to authenticate both of these types of session.

Note: For example, a subscriber’s login and password may be configured permanently or

temporarily into an RG and are used for authentication every time an access session is

established. Another example is authentication of a PC-originated access session at a WiFi

Hotspot using Login & password.

3
Proposal
This document is presented for information in support of the associated CR in S1-110085, which is to be discussed & agreed in SA1#53.
