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This paper discusses three general considerations for SA1 to use for the SID and requirement specifications.
1. What are the 3GPP originating network requirements for supporting emergency calls, including voice and other media, to next generation IP emergency services networks?

Much effort by the IETF ecrit working group and the North America based emergency services association, National Emergency Number Association (NENA) has been put into defining next generation emergency services networks and requirements for terminals and networks to support IP emergency calls.  Recently the European Emergency Number Association (EENA) has partnered with NENA as they begin to define next generation emergency services for the EU.  See Annexes A, B, and C for a brief introduction and references.   Although there are some inconsistencies with current wireless specifications (e.g., 3GPP, OMA) related to emergency call support and Geolocation, consideration of the high level requirements for supporting next generation IP emergency services networks defined by IETF ecrit and NENA should be considered by SA1and used as guidelines.
2. When are emergency session service requirements applicable for Non-Voice Emergency Services (NVES)? 
 
Regardless of media type, an emergency call is a session that is initiated when a caller enters an emergency number  that is defined as emergency per local regulation, see TS 22.101.  E.g., 9-1-1 in the US has regulatory requirements whereas calling the police for fire directly using a local number does not have regulatory requirements.  To extend that to NVES, a caller using voice and video, both media would be handled per emergency requirements.  However, if the caller made a voice emergency call and the PSAP asked the caller to send additional information, such as pictures or video, to a supplementary number after the call, the supplementary call to a non-emergency number would have normal call handling if this supplementary number wasn’t one with regulatory requirements.
3. What are the routing requirements on the originating network?  

Regardless of media type, the session is routed based on the callers location.  The originating network does not route differently based on media.  This aligns with IETF ecrit (e.g. LoST server) and NENA (e.g., Emergency Call Routing Function) specifications where media is not factored into routing.  
Conclusion

After discussion, if SA1 agrees with the above strategies, then P-CR changes are provided below.

************** Start of Change 1  ****************    
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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
IETF: “Framework for Emergency Calling using Internet Multimedia”.
[3]
IETF: “Best Current Practice for Communications Services in support of Emergency Calling”.
[4]
NENA: “NENA i3 Technical Requirements Document”.
[5]
NENA: “
NENA Functional and Interface Standards for Next Generation 9-1-1 Version 1.0 (i3)”.
[6]
3GPP: “Technical Specification Group Services and Systems Aspects; Service aspects; Service principles”.
…
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************** Start of Change 2  ****************    

5
High level Service Aspects

This clause describes high level service requirements. 
The Non Voice Emergency Services is intended to be an end-to-end citizen to authority communications. Next generation IP-based emergency services networks that support voice and other media are expected to function as defined in IETF [2], [3], and NENA [4], [5].  The originating network and UE need to support Non Voice Emergency Services in order to interface to IP-based emergency services networks as defined by [2], [3], [4] and [5].
The UE and network shall treat the session as a non voice emergency session when the UE or network detect the user entered an emergency number as defined in TS 22.101 [6].
Non voice emergency sessions shall be routed based on the emergency number and where required by regulation, the caller’s location.
Editor’s note:
1. [What are the high level requirements for Non-Voice Emergency Services?  

2. What are the security, reliability, and priority handling requirements for Non-Voice Emergency Services?

3. How is the appropriate recipient emergency services system (e.g., PSAP) determined?

4. Are there any implications due to roaming?

5. Are there any implications to hand-over between access networks

6. Are there any implications due to the subscriber crossing a PSAP boundary during Non-Voice Emergency Services communications (e.g., subsequent text messages should go to the same PSAP)?

7. Do multiple communication streams (e.g., voice, text, video emergency services) need to be associated together?

8. What types of “call-back” capabilities are required?

9. Investigate the load impact of Non-Voice Emergency Services in the case of a large scale emergency event or malicious use.]

********* End of Changes  **********     
Annex A: Ietf ecrit - Emergency Context Resolution with Internet Technologies

Charter: In a number of areas, the public switched telephone network (PSTN) has been configured to recognize an explicitly specified number (commonly one that is short and easily memorized) as a call for emergency services.  These numbers (e.g. 911, 112) relate to an emergency service context and depend on a broad, regional configuration of   service contact methods and a geographically-constrained context of service delivery.  These calls are intended to be delivered to special call centers equipped to manage emergency response. Successful delivery of an emergency service call within those systems requires both an association of the physical location of the originator with an appropriate emergency service center and call routing to deliver the call to the center.

Calls placed using Internet technologies do not use the same systems to achieve those goals, and the common use of overlay networks and tunnels (either as VPNs or for mobility) makes meeting them more challenging.  There are, however, Internet technologies available to describe location and to manage call routing.  This working group will describe when these may be appropriate and how they may be used.   Explicitly outside the scope of this group is the question of  pre-emption or prioritization of emergency services traffic. This group is considering emergency services calls which might be made by  any user of the Internet, as opposed to government or military services that may impose very different authentication and routing  requirements.

The group will show how the availability of location data and call routing information at different steps in session setup would enable communication between a user and a relevant emergency response center. Though the term "call routing" is used in this document, it should be understood that some of the mechanisms which will be described might be used to enable other types of media streams. Video and text messaging, for example, might be used to request emergency services.

While this group anticipates a close working relationship with groups such as NENA and ETSI EMTEL, any solution presented must be useful regardless of jurisdiction, and it must be possible to use without a single, central authority.  Further, it must be possible for multiple delegations within a jurisdiction to be handled independently, as call routing for specific emergency types may be independent.

This working group cares about privacy and security concerns, and will address them within its documents.

· Framework for Emergency Calling using Internet Multimedia 
· draft-ietf-ecrit-framework-10   http://tools.ietf.org/html/draft-ietf-ecrit-framework-10
· The IETF has standardized various aspects of placing emergency calls.  This document describes how all of those component parts are used to support emergency calls from citizens and visitors to authorities.

· Best Current Practice for Communications Services in support of Emergency Calling

· draft-ietf-ecrit-phonebcp-14 http://tools.ietf.org/html/draft-ietf-ecrit-phonebcp-14  
·  The IETF and other standards organization have efforts targeted at standardizing various aspects of placing emergency calls on IP networks.  This memo describes best current practice on how devices, networks and services should use such standards to make emergency calls.

Annex B: NENA (National Emergency Number Association)
· NENA i3 Technical Requirements Document 

· Standard number: 08-751 v1; http://www.nena.org/standards/technical/voip/i3-requirements  

· Document description: This “NENA i3 Technical Requirements Document” is intended to specify the requirements the i3 (Long Term Definition) Standard should meet.  This document is issued to guide the development of the i3 Standard.

· NENA Functional and Interface Standards for Next Generation 9-1-1 Version 1.0 (i3) 

· Standard number: 08-002 v1; http://www.nena.org/standards/technical/voip/functional-interface-NG911-i3  

Document description: Major changes in the existing emergency services architecture are being driven by the rapid evolution of the types of devices and services that can be used to call for help. Also there is an increasing volume and diversity of information that can be made available to assist PSAPs and responders in an emergency. NENA recognizes this is a fundamental update to the North American 9-1-1 system, and is addressing the challenge with a system design called “Next Generation 9-1-1(?)” (NG9-1-1(?)). NG9-1-1 is the evolution of Enhanced 9-1-1 to an all-IP-based emergency communications system. This technical specification, commonly referred to as i3, is the first version of the NG9-1-1 system design. NENA i3 introduces the concept of an Emergency Services IP network (ESInet), which is designed as an IP-based inter-network (network of networks) shared by all agencies which may be involved in any emergency. The i3 Public Safety Answering Point (PSAP)

under common management which receives 9-1-1 calls and asynchronous event notifications for a defined

· 
geographic area and processes those calls and events according to a specified operational policy." 
(?)
 is capable of receiving IP-based signaling and media for delivery of emergency calls conformant to the i3 standard.

Annex C: EENA (European Emergency Number Association)

General: About EENA: EENA, the European Emergency Number Association, was set up in 1999 as a non-profit association registered in Belgium to serve as a neutral discussion platform for emergency services, industry and informed citizens with the aim of getting efficient, interoperable and harmonised emergency telecommunications in accordance with citizens' requirements. EENA has been advocating to authorities the issues related to the 112 as there are more and more EU citizens travelling for business or leisure. EENA is also promoting the establishment of a general, pan-European, multilingual, simplified and efficient system for alerting citizens about imminent or developing emergencies.
EENA NG112 initiative: http://www.eena.org/view/en/EENAnetworks/NG112.html 

A Roadmap for Europe

The US is probably the most advanced country with respect to their work on IP emergency services, thanks to the work done by members of the National Emergency Number Association (NENA). On a high-level, the work in NENA produced (in the technical area) the i2 (updated by i2.5) and the i3 specifications whereby the differences are largely based on the assumptions being made about the capabilities of the infrastructure available to the PSAP operator. For i2, the PSAP operator receives emergency calls via the PSTN and for i3 the PSAP operator operators an IP-based emergency services network. 

The European situation is somewhat different as the emergency infrastructure in the different member countries does not show a harmonized structure. Technically, available standards are still applicable to these environments but require different profiling, i.e. different deployment modes.

When re-using existing standards one possible approach is to cluster countries based on their existing emergency services network architecture. As a starting point, the i3 specifications developed by NENA will be utilized mainly for two important reasons:
• A lot of work has been spent on the i3 specifications and they are therefore quite advanced already.  The i3 architecture has successfully been prototyped by the US DoT NG9-1-1 project.
• NENA members were able to design an architecture that reuses other standards as much as possible. This avoids redundant work and creates the foundations for high-quality specifications. 

The initial work in the technical committee will be spent with the evaluation of the requirements for next generation emergency services followed by architectural investigations towards a profiled IP-based emergency services architecture. The envisioned timeframe for completion of (a) a requirements document, and (b) an architecture document is by the end of 2009. This includes considering the different deployment considerations each country. To meet this ambiguous timeframe it is suggested to involve experts from NENA who provide further background about their work and make the latest versions of their documents available. Additionally, the experience gained by the NICC in the UK will be leveraged.
