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At the last SA1 we had a short discussion on how to proceed the work on potential problems introduced by allowing unauthenticated PS emergency calls (further referred to as UAPSEC) that we couldn't conclude. 

Background: 

SA gave us the following action point:
"(AI38-08) Emergency calls : Following the LS sent to SA at the last SA1 meeting dealing with a TR at SA level to collect the emergency call related issues (for packet accesses) and the related discussions, SA1 was tasked to discuss and evaluate the possible development of such TR coordinating it from SA1 prospective."
For this reason NSN likes to propose the following way forward: 

SA1, by sending this LS to SA, has seen the necessity to start some work within 3GPP. In tasking us to discuss and evaluate SA agreed that there is some work needed to be done. The problem for SA1 is that only minor parts of the work are really within SA1 domain, most of the work rests with SA3, SA2 and CT1.

1. 
Thus, it is proposed SA1 to send a LS (S1-080485) to SA3,SA2 and CT1 asking them on their position and on what areas they see necessary to be covered in the TR eventually. 

At least, it is expected that SA3 could provide a threat analysis and SA2 and CT1 considerations on network signalling and operation on problems such as DDOS and efforts and complexity of UAPSEC. 
The analysis should address all kinds of unauthenticated access to 3GPP PS domain (including WiMAX, I-WLAN, etc.) as well as unauthenticated or unregistered access to IMS emergency service.
The work on the WID should also contain some indication on the related effort if UAPSEC is implemented in the specs.
Upon the answers received, SA1 will then create a cross WG WID starting the real work. 

This LS should also be cc'ed to Emtel as there is a related action started that besides mobile also looks at other types of accesses (eg VoIP) that could suffer from very similar problems. In addition Emtel also looks at the requirements from PSAP point of view and also intends to briefly consider the users point of view.

As this work might affect also other types of accesses the LS is also cc'ed to the relevant IEEE groups, IEEE802.11u (WLAN interworking & Emergency Services) and IEEE802.21 ES SG (IEEE 802 Generic Emergency Services)

2.
It is also considered important to make this work known to the outside world (other SDOs, regulatory authorities, committees engaged in law-making, Public Safety community etc.) dealing with the general aspects of emergency services. 

For Europe the group in question is EGEA (Expert group for emergency access) and for the US it is NENA (National Emergency Number Association). Both groups are dealing with aspects of emergency call using new access types and are evaluating the top level requirements.

The attached LS in this package is therefore proposed to be sent to EGEA and NENA.

3.
For the next meeting SA1 is encouraged to provide inputs on the areas SA1 could provide input to this WID/TR.

Some points on what SA1should provide input: 

1. look into usage scenarios eg how to handle emergency calls for UE's that are subscribers of another operator with no roaming agreement or terminals with a UICC that is not valid.
2. explain the new situation today that cannot be compared to the early days of GSM (that lead to the decision of providing SIM less emergency calls).
3. try to collect statistical data on the (ab)use of SIM less CS emergency call as a background - maybe ETSI EMTEL could provide some insight there.
4. consider applicability of this TR for I-WLAN and LTE 
4. 
And finally for the entire activity to make sense at least three other companies are required as supporters to start this WID at the next meeting. 
Given the nature of the issue broad support by many players in 3GPP would give it a much better standing, of course.
