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1. Overall Description:

At SA1#38, SA1 discussed the potential effects of allowing UnAuthenticated PS Emergency Calls (furtheron referred to as UAPSEC). TD S1-071645 gives an overview on the motivation of SA1. PS encompasses all packet based access types within 3GPP ie GPRS, UMTS-PS, LTE, I-WLAN and WIMAX. 
SA plenary then decided that SA1 should take a deeper look into this issue and co-ordinate the inputs from other groups.
For this reason SA1 asks SA2, SA3 and CT1 to briefly identify work areas that need deeper consideration once the WID is set-up. This input will go into the objective section of this new, cross TSG/WG WID.
Primary goal of this WID is to give background especially to the regulators on the problems foreseeable with UAPSEC.
2. Actions:

To SA2, SA3 and CT1 groups
Please identify issues requiring deeper study that should be taken into account when writing the WID.

3. Date of Next TSG-SA WG1 Meetings:

SA1#41   
21 - 25 July 2008   
Sophia Antipolis, France

SA1#42
13 – 17 October 2008
Xian, China
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