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A.4.1
Registration– user not registered

Endorsed with the following changes:

Figure A.4.1.1 is applicable to IMS-AKA.

Add the following figures:


[image: image1.emf] 

1. Register  

Visited Network      

Home Network      

P  -  CSCF      

4. Register   (P - Access Network - info = dsl - location)  

UE     

I  -  CSCF      

UPSF      

5. UAR  

6. UAA  

S  -  CSCF      

8. MAR  

9.  MAA   ( L ine - Identifier (s) )  

   

   

14 . OK  

1 2 . OK  

1 3 . OK  

CLF  

2. CLF  Query   (IP address)  

3. CLF Response   (Location Info)  

Security Association required ?  

Compare Line - Identifier  (s)  

NASS Authentication & Network  Attachment  

7. Register   (P - Access Network - info = dsl - location)  

User profile  check  

S - CSCF selection  

10 . SAR  

11. SAA  


Figure A.4.1.1A: Registration – user not registered (NASS-Bundled authentication)
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Figure A.4.1.1B: Registration – user not registered (HTTP Digest authentication)- delegating final authentication check to the S-CSCF

****** Second modified Clause 6.3 (endorsement of [2]) ******
6.3.34A
ETSI-SIP-Authenticate AVP

The ETSI-SIP-Authenticate is of type Grouped, and contains a reconstruction of either the SIP WWW-Authenticate or Proxy-Authentication header fields specified in RFC 2617 [4]., The AVP shall include a Digest-HA1 AVP that contains H(A1) (as defined in RFC2617 [4]) . H(A1) allows the final authentication check in the S-CSCF (as defined in RFC 4740 [3]). 
AVP format

ETSI-SIP-Authenticate ::= < AVP Header: 501 13019 >

{ ETSI-Digest-Realm }

{ ETSI-Digest-Nonce }
{ ETSI-Digest-HA1}
[ ETSI-Digest-Domain ] 

[ ETSI-Digest-Opaque ] 

[ ETSI-Digest-Stale ] 

[ ETSI-Digest-Algorithm ] 

[ ETSI-Digest-QoP ] 


*[ ETSI-Digest-Auth-Param ] 

*[ AVP ] 

*******No More Modifications in This CR*******
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