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1. Overall
This contribution tries to summarise the gap analysis in specification between PWS and MBMS and new capabilities for MBMS to realize PWS  
2. Proposal
This contribution proposes to reflect this analysis and new capabilities to section 6.3 in TR22.968v1.0.0. 
============================ Modifications in TR22.968 ============================
6.3.2
Support for PWS services

The following table identifies MBMS support for PWS services.


Table 6.3: MBMS Gap Analysis

	PWS Service Aspect Item:
	Description
	MBMS Support
	Comments

	1 Duration of delivery time
	MBMS requires one more step than CBS to initiate data transmission when UE is in PMM-idle state, so delivery time over MBMS would be longer than CBS.

Delivery time estimation can be done assuming procedure described below.
1. By paging, update of BCCH is notified. 
2. MCCH configuration is notified by BCCH.
3. MTCH configuration is notified by MCCH.

4. Warning notification data is transmitted on MTCH.
	No
	Requirement is satisfied by transmitting on control channel e.g. MICH,MCCH(not MTCH) when delivering information to subscribers.

	2 Granularity of the distribution
	Granularity of broadcast area coincides with granularity of cell sites

	Yes
	Mapping of information distribution area and cell id is possible.


	3 Information element and volume
	There is no volume limitation of delivered information in MBMS.

	Yes
	

	
	Currently there is no specification which specifies behaviour of UE after reception of the warning notification.
	No
	Behaviour of UE after receiving the message should be specified. 

	
	It is possible to distinguish PWS messages from others using sender id, MBMS service id etc.
	Partial
	MBMS service ID can be assigned to PWS. 

When the MBMS ID could not be assigned to PWS, then emergency type bit is needed and it should be newly specified.

	4 Network Resilience
	NA
	NA
	It should be considered, however this is out of the scope of 3GPP.

	5 User Interface
	The capability of user to configure the behaviour of a terminal when having an ongoing communication is not defined.
	No
	It depends on implementation of application.(It is possible theoretically)
Followings should be supported. - User interface that can manipulate configuration of behavior of the terminal.
- Functionality to store that configuration. 
- Functionality to load and reflect that configuration.

	
	Warning notification can be received by UE when UE is in ACTIVE mode according to the existing specifications. 
	Yes
	Existing specifications indicate the possibility to satisfy the requirement. However it is highly depends on capability of hardware.TS25.306 indicate MBMS PTM reception and MBMS message sending using multi-call in CELL_DCH mode, however in TS34.108 there is no related description.

	
	There’s no specification for user operation when/ after a warning notification is received. An example can for instance be;

- The acoustic/ visual signal can be suppressed by users' manual operation (e.g. by pushing keys)
	No
	It depends on the implementation. 
Followings should be supported at user interface. 

- User interface for manipulating  the configuration of terminal behaviour
- Functionality to store that configuration
- Functionality to load and reflect that configuration

	
	It is possible to suppress duplicate notifications received later after user suppressed the signal by manual operation
	Yes
	Each time RPC receives re-transmitted message, it transfer the message to the upper layer. If upper layer decide the message is not needed, upper layer has to indicate RPC to stop receiving messages.

	
	There’s no specification regarding the storage of received Warning Notifications in the UE and accessing them at a later time.
	No
	It depends on implementation of application(It is possible theoretically). 

Followings should be supported. - User interface that can manipulate configuration of behavior of the terminal.
- Functionality to store that configuration. 
- Functionality to load and reflect that configuration.

	
	The capability of user to configure the behaviour of a terminal when having an ongoing communication is not defined. 
	No
	It depends on implementation of application.(It is possible theoretically)
Followings should be supported. - User interface that can manipulate configuration of behavior of the terminal.
- Functionality to store that configuration. 
- Functionality to load and reflect that configuration.

	6 Priority
	There is a specification for QoS, however there’s no priority control between MBMS PWS and normal MBMS.
	Partial
	Priority control between MBMS PWS and others should be specified. 

In RAN, priority control can be done using traffic handling priority parameter and ARP parameter of RAB

It depends on implementation whether prioritised message be delivered faster than other messages. 
Preferred service mechanism should be available when warning notification providers want to deliver prioritized information and other information at the same time.

Followings should be supported. 
- Functionality that core network can identify preferred service of subscriber
- Functionality to deliver warning information to the preferred service

	7 Security
	Data spoofing prevention and data integrity aspect:

GBA(Generic Bootstrapping Architecture) mechanism is specified to provide bi-directional authentication function and common secret function between UE and BM-SC.
	Yes
	Data spoofing prevention and Data integrity aspect:

Interface between BMSC and Warning Notification Provider is out of scope of the specification.

Key distribution should be taken into consideration. 

	8 Support of roaming subscribers
	Core network specify the area where MBMS message be distributed, however it depends on UE settings whether message be delivered or not. Common definition of PWS message identifier on MBMS is needed. The message identifier will be set in search list on UE.

	Partial
	Common definition of PWS message identifier on MBMS is needed. The message identifier will be set in search list on UE.


	
	Definitions exist in the standard specifications. (However, definition about default character encoding that UE should support and allocation of global unique message identifier is required.)
	No
	UE can display warning message on the screen in proper language based on i.e. emergency bit.

	9 Support in legacy handsets
	
	Partial
	Legacy handsets handle the warning notification in the same way as other normal messages. Therefore PWS functionalities are limited.

	10 Support of Warning Notification Sources
	MBMS Session Start Procedure/MBMS Session Stop Procedure enables start and stop of warning information distribution.
	Yes
	Specification defines the start procedure and cancellation procedure of information distribution.

A mode to satisfy the requirement exists.(Paging notification)

	11 UE Aspects
	A mode to save the battery exists. (Scheduling using DRX)
	Yes
	

	12 Subscription & Charging Aspects
	It is possible to send MBMS messages free of charge to the recipient subscriber and charge the sender. 
	Yes
	It is possible to charge to the subscriber when multicast mode.


	13 Delivery & Receipt Confirmation Aspects
	Acknowledgement can be sent to the network by MBMS multicast mode. 
	Yes
	

	14 Periodic Testing Aspects
	NA
	NA
	

	15 Relationship of PWS with Other Regulatory Aspects
	TBD
	TBD
	

	16 Congestion situation
	MBMS specifies [background/streaming class] in traffic classes. However network congestion has bad effect on the duration time of information delivery. The combination of traffic class and ARP will satisfy the requirement.
	Yes
	Allocating radio resource(band-with) or delivering information based on priority control would satisfy the requirement, but It depends on implementation.
Priority control for PWS MBMS data is needed. 

	17 Enabling and disabling of PWS service
	Network distributes MBMS messages per specified area unit not per user, so it is impossible to enable/disable the functionality per user basis.
	Partial
	Definition of message identifier for PWS on MBMS is required.

To satisfy the requirement, two possible ways exist.

1. Subscribers activate/deactivate PWS by specifying message identifier allocated to PWS. By defining special message identifier that forces UE to receive the message information may be also effective.

2. Capability that core network can manipulate configuration information on UE.

	
	Turning on/off the functionality can be done. Activation/Deactivation on message ID basis is also possible.


	Yes
	Followings should be supported. 
- User interface that can manipulate configuration of behaviour of the terminal
- Functionality to store the configuration
- Functionality to load and reflect the configuration.
When roaming, PWS identifier (type) should also be available in the roaming network.

	
	All subscribers can receive warning notification with broadcast service mode. However HPLMN can not enforce to each UE the configuration, i.e. whether to receive the warning notification.
	Partial
	Functionality to identify whether UE is in HPLMN or roaming network and reflect the configuration by situation is required.


6.3.3
New capabilities required for PWS

MBMS’s new capabilities required for PWS could be classified like follows based on PWS Service Aspect Item

Information element and volume
· Specification that defines the behaviour of UE after reception of the message
User Interface
· User interface that can manipulate configuration of behavior of the terminal
· Functionality to store that configuration
· Functionality to load and reflect that configuration
Priority
· Functionality that core network can determine preferred service of subscriber
· Functionality to deliver warning information to the preferred service
Support of roaming subscribers
· Common definition of PWS message identifier on MBMS
· Default character encoding that UE supports

Congestion situation
· Priority control for PWS MBMS data
Enabling and disabling of PWS service
· Capability that core network can manipulate configuration information on UE
· User interface that can manipulate configuration of behaviour of the terminal
· Functionality to store the configuration
· Functionality to load and reflect the configuration
· Functionality to utilize PWS identifier (type) in the roaming network
· Functionality to identify whether UE is in HPLMN or roaming network and change the configuration e.g. through OTA.
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