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Discussion:
At SA1#36, Madrid, requirements for Use Case 1 were agreed and adopted into the TR for v0.5.0. Those requirements (S1-070604) had been originally written for a different use case. It is proposed to edit them to make them specific to Use Case 1, to rationalize and clarify their meaning (as agreed in discussions at Madrid) and to make grammatical corrections. New requirements are proposed under Security and Authentication and Network Selection. The existing text of Use Case 1 (sections 4.1, 4.2, 4.2.1) is not modified, but is reproduced here for convenience.
4
Use Cases

4.1
General requirements

The subscriber possesses an UE which gives access to 3GPP and WLAN access networks.

The UE shall support functionality to perform seamless handover between the access networks to which it allows access.

Handover between networks shall be automatic and shall not require the manual intervention of the user. 

4.2
Use Case 1

4.2.1
Description
Alice is a subscriber whose PNO provides her with home connectivity to DSL via technologies including WLAN. The PNO also provides her with seamless access to its public WLANs and those of its roaming partners. The PNO is a member of the WiFi Alliance and its infrastructure requires the UE to support EAP-SIM for secure access.

The PNO also provides Alice with seamless access to the mobile networks of a SNO and its roaming partners. Her PNO's network uses its own AAA infrastructure, which was in place before the PNO formed the commercial relationship with its current SNO.

Alice is at home. She wishes to have an Internet session on her hand-held dual-mode UE.

She switches on the UE and it automatically obtains a secure connection (authenticated and encrypted) to the WLAN access network of her WLAN provider – that being the default network when she is at home. She then connects to the desired website.

Alice needs to undertake a journey to a location in a different town but she wants to carry on with her Internet session during the journey. She gets into a taxi, which sets off towards a local rail station.

Within a few seconds, the taxi approaches the limit of Alice’s home WLAN coverage. The UE automatically connects to the 3GPP mobile network of the SNO and drops the PNO's WLAN connection. Alice does not have to enter a username or password or PIN for the handover to occur. Alice can see on the UE that the current network has changed, but the identity of the SNO is not visible to her. As far as she is aware, network service is always provided by her PNO. The Internet session continues uninterrupted. 

When the taxi approaches the station, the UE comes within range of a public WLAN hotspot of Alice’s PNO (or a roaming partner). Alice’s PNO prefers that Internet access is provided over WLAN rather than the 3GPP network, so the UE automatically moves the Internet session to the WLAN.. Again, the UE indicates that the network has changed, but Alice is otherwise unaware of the change in Network.

As the train leaves the station, the UE detects a fall in WLAN signal, and so re-establishes the 3G connection and then drops the WLAN connection.

When Alice reaches the other station, the session switches over to WLAN again.

The network handover can happen several times as Alice walks to her destination.

For this seamless handover service, Alice receives a single bill, i.e. from the primary NO.

4.2.2
Requirements
Security and authentication

The UE shall be capable of connecting to the PNO’s
 non-3GPP network via a WLAN AN in a secure way using the appropriate security and authentication mechanisms for that network. This
 shall include standardised security and authentication mechanisms for WLANs that require the presence of standardised NAAs
 on a 3GPP-specified UICC.

Note: the SNO network could be considered an IP-CAN

Note: the WLAN is not an I-WLAN in this specific use case
.
The UE shall be capable of connecting to the 3GPP network according to 3GPP security and authentication requirements.

Network selection

The UE shall contain policies that allow it to decide automatically to which ANaccess network to initially attach initially, when multiple ANsAccess networks are available.

The PNO shall be capable of setting and updatingto control and set  the UE policies related to the selection of an AN for initial attachment for network selection.

The PNO shall be capable of to steering the UE to use the most appropriate ANnetwork.. Steering shall be possibleNote: this could be done dynamically (i.e. using real-time instructions from the PNO)  or statically (i.e
. using a local policy decision function) and could apply to both the case of a terminal UE attached to a network in idle mode and the case of a terminal UE involved in a service session.

Unless
 the network-selection criteria dictate otherwise, the UE shall not release its credential-attachment to the current network until the credential-attach to the target network is successfully completed.

Charging

The PNO shall be aware of the status of the UE with respect to the network attachment.

The SNO shall be capable of chargingto charge the subscriber according to the type of access used and of providing to provide charging information to the PNO. 

The PNO shall be capable of charging to charge the subscriber according to the type of access used in its own network. 

The PNO shall be capable of billing to bill the subscriber according to the type of access used in the SNO network.

The PNO shall be capable of billing to bill the subscriber according to the type of access used its own network.

Mobility

The system shall be capable of supporting to support service continuity of the internet session from the WLAN ANarea to the 3GPP AN System and vice-versa. 

Independently of from the seamless service perception by to the final user, the UE shall be capable of providing to provide advice to the user regarding the current type of access used.

QoS
In case of service continuity, the capability of providing to provide seamless service perception shall be is dependent on the QoS capabilities of the target network:

It shall be possible to reject the change of network if the target network does not provide a QoS that is appropriate for the service currently being accessed.

A change of network shall not be rejected if that rejection would result in the subscriber losing connectivity altogether, for example if the change is required because the UE is moving out of radio coverage of one of the networks. This requirement shall apply even if the change of network results in the loss of the service session due, for example, to inadequate QoS in the target network..
It shall be possible to release the service session on the change of network if the target network does not provide adequate QoS.
Editors Note: These requirements are for FFS.

The service platformsystem may adapt the service (e.g. degrade or enhance the service) to the capability of the target AN/CN access.

It shall be possible to inform the user if the change of network is (a) rejected or (b) allowed but the service session is lost or degraded due to the change or network.
�For this use case, the PNO is the WLAN NO


�In this use case, the WLAN NO uses methods that are specified by IETF and supported by WiFi Alliance


�EAP on the UICC is specified by ETSI, not 3GPP, but ETSI is a 3GPP partner, of course, so it is in scope.


�Whether or not I-WLAN use cases can be in scope is an item for discussion in the meetings


�I think this is what “static” means, but I’m not sure if that’s correct


�This requirement is fundamental to the user experience, unless there is a way of maintaining service continuity across different CN/AN systems even if the UE drops the current network before it attaches to the target network.





