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Note: The text supplied herein by BT assumes that some important requirements have already been included in the General Requirements section, according to input supplied by BT in document S1-070475. 

Note: text in the present document assumes that Use Case 1 is as given in doc S1-070426 (the current draft of TR22.937) with amendments supplied by BT in document S1-070480. That use case describes how the WLAN NO uses its own AAA system, using an automatic access technology such as EAP-SIM that is compatible with the WLAN operator's roaming partners.
4.2 Use Case 1

4.2.2 Requirements

Security and authentication

The UE shall be able to connect to a home WLAN and a public WLAN in a secure way.
Handover between 3GPP and non-3GPP networks shall not require manual user-authentication.

The UE shall be able to connect to a 3GPP network according to 3GPP security and authentication requirements.

Network selection

The UE shall contain policies that allow it to decide automatically to which access network to attach initially, when multiple access networks are available. 

The PNO shall be able to control and set the UE policies related to initial attachment and subsequent handover for network selection. This shall be possible using pre-provisioning and dynamic provisioning of the UE.
The PNO shall be capable of dynamically
 steering the UE to use the most appropriate access network.

The setting of network selection policies and dynamic steering shall  apply to both the case of handover when a terminal is attached to a network in idle mode, and the case of handover when a terminal is involved in a service session.
The UE shall allow the user to manually select between the 3GPP or non-3GPP network, within the network-selection policies determined by the PNO
..
Addressing

The subscriber shall be reachable with a single public identity, which is independent of the network to which he is currently attached.
Charging

The PNO shall be aware of the status of the UE with respect to the current network attachment.

The SNO shall be capable of charging the subscriber according to the type of access used, and of providing charging information to the PNO. 

The PNO shall be capable of charging the subscriber according to the type of access used in its own network. 

The PNO shall be capable of billing the user according to the type of access used in the SNO network.

The PNO shall be capable of billing the user according to the type of access used in its own network.

Mobility

The system shall be capable of supporting service continuity of the
 session from the WLAN area to the 3GPP System and vice versa. This support shall be capable of providing a seamless service experience to the final user. 

Independently from the seamless service perception to the final user, the UE shall be capable of providing information to the user regarding the current type of access used.

Qos

In case of service continuity, the capability to provide seamless service perception shall depend on the QoS capabilities of the target network:
It shall be possible to reject the change of network if the receiving network does not provide adequate QoS, provided that the rejection of the handover attempt does not result in loss of connection at the donating network.

It shall be possible to release the session on the change of network if the receiving network does not provide adequate QoS.

The system may adapt the service provision to the capability of the receiving network. 
4.2.1 Analysis and impacts

Authentication

The PNO shall own in some way the credential to access the different network potentially used by the user, so we could make different assumptions on the type of credential.

In principle for the authentication two cases are possible.

Without IMS

· Credential sets for the 3GPP network are the IMSI, Ki and OPc in a USIM NAA
· Credential sets for the non 3GPP access could be any kind of automatic, secure credential set. Manual login and authentication procedures are unacceptable (except for initialisation of the UE) because they prevent automatic handover
· In the case it is an IMSI/Ki/Opc in a USIM, a solution already specified for it is available, which is the I-WLAN. However, I-WLAN does not comply with the scope of the present document
, i.e. for the WLAN to be able to operate its own AAA system that is independent from that of the 3GPP network. I-WLANs are therefore not discussed further.
· To securely access the WLAN network, the WiFi Alliance has certified EAP-SIM, which requires the presence of at least a GSM "SIM card" in the UE. A wide range of certified products is available for EAP-SIM, giving a strong incentive for WLAN NOs to adopt it, especially those with WLAN roaming partners. The requirement for the 3GPP NO and non-3GPP NO to operate independent AAA systems precludes the use of the 3GPP NO's NAA for access to the non-3GPP NO and requires the use of a UICC, with multiple NAAs, to support EAP-SIM.
· The precise nature of the NAA required to support the non-3GPP network access is implementation-specific, and so is outside the scope of the present document.

If the WLAN operator is the PNO, it is required that he acts as a (V)MNO to provide HSS authentication and to grant the roaming access to the 3GPP network. 
With IMS

· The credential set for the 3GPP network is IMSI/Ki/OPc in a USIM NAA
· Credential sets for the non-3GPP access could be IMPI/Ki/OPc in an ISIM application, or any  kind of automatic, secure credential set. Manual login and authentication procedures are unacceptable (except for initialisation of the UE) because they prevent automatic handover.

· The comments concerning the use of USIM and I-WLAN in the non-IMS subsection apply here.

· The need for a NAA on the UICC that supports EAP-SIM applies here, as discussed in the subsection on non-IMS. This precludes the use of ISIM for network access, since it does not support EAP-SIM. ISIM can support EAP-AKA, but as yet there is no certification program in the WiFi Alliance for EAP-AKA.
· According to TS102 310 [x], an EAP NAA may be supported under the ADF of an ISIM, provided the algorithms that are accessible to the EAP NAA are profiled for the HLR/AuC in the CN of the WLAN NO.
· The precise nature of the NAA required to support the non-3GPP network access is implementation-specific, and so is outside the scope of the present document.




If both the networks support IMS, the P-CSCF is active in the SNO in case of IMS roaming.

Single public identity

The support of a single public identity is a strong point in 3GPP. Solutions already developed or under development will presumably be available, based on:
· Roaming feature of I-WLAN, although that is outside the scope of the present document
· IMS identity with USIM/ISIM and registration in the IMS home environment 

· Evolution of VCC

Seamless Mobility

For provision of seamless continuous mobility there are different possibilities, partially under investigation in SA2:

· VCC
  in the case of use of IMS, with potential extension to multimedia sessions.

· SAE Non 3GPP accesses

As additional considerations, it shall be noted that potential solutions could include both single radio and dual radio solutions. In general, dual radio solution could be played with mobility solution ranging from the radio access level to the application level, with obvious different level of efficiency and complexity. Single radio mobility solutions are usually difficult to correlate with seamless service if played at application level.
Charging and billing

To enable the user to receive a unique bill from the PNO, irrespective of any special commercial agreement, it may be necessary to provide adequate support for the charging information, i.e. to produce, exchange and manage the CDRs. 

· In particular the SNO needs to
 be capable of collecting the charging information in CDRs and of sending such CDRs to the PNO, with respect to the user traffic, timestamps, etc.
· The PNO has the task of correlating and mediating the charging information (CDRs) to assure proper billing to the final user and proper payments to the SNO, according to the commercial contract.  This function could be subcontracted to a third party.
If the charging solution could be based on standard roaming, all the features required for the identification of the user and the exchange of CDRs are already supported in current 3GPP specifications. 

Initial network selection:

The use of a UICC with a USIM from the PNO allows an appropriate configuration of the initial network selection, if the PNO is the 3GPP NO and the initial network is a 3GPP network. If the initial network is a non-3GPP network, then the UICC needs to support an appropriate NAA, as discussed elsewhere in the present document.
It remains the problem of the PNO to announce to announce its services when the user is selecting the SNO access network 
.
Steering

Regarding the steering of the user to the appropriate network, two cases should be considered:

· Steering without active connection (i.e. in idle mode) could be done with appropriate management of the UICC lists. In case of dynamic steering, the traffic steering studies currently under analysis/development
  should be sufficient to cover the issue.
· Steering with active connection happens, for example, when the UE is about to be handed over from the donating network and is going into the coverage of more than one receiving network. The selection could be based on a variety of principles, such as radio quality, price, service offered, PNO priorities, etc.
QoS support

It is necessary to manage correctly the exchange of QoS information during the handover. The impacts are heavily dependant on the solution for the mobility control that will be adopted.
4.3 Use Case 2

4.3.1 Description

This use case is the same as Use Case 1, with the addition that Alice transfers to an Enterprise WLAN when she reaches her final destination (her employer’s office building). Access to the Enterprise WLAN can be done under the same PNO subscription, as it supports secure access to the Enterprise WLAN in addition to the public WLANs and 3GPP networks.

4.3.2 Requirements

In the following only additional requirement from above are considered

The same relationship and the same solutions existing between the SNO and the PNO shall be supported as were required in use case 1.
 The Enterprise WLAN shall act as the WLAN of a SNO, and relevant agreements and trusted relations are required.


4.3.3 Analysis and impacts

Authentication


There may be a requirement  to relax charging, QoS and Mobility requirements, and to make the security and trust requirements stronger.

4.4 Use Case X
4.4.1 Description

This is the same as Use Case 1 or 2, except that Alice accesses the Internet services of the IMS of her primary NO, supported by the same subscription.

Alice uses the IMS services to arrange for her business communications to be diverted, but to receive her personal communications. This type of service also means that Alice can receive a separate bill for private and business use of the UE. This is useful as the UE is provided by her employer and she is allowed to use it for personal use, but the employer needs to account for the cost of Alice’s private usage.

As the journey progresses, the network handovers that occur do not interrupt the session that she has with the IMS of her primary NO.


4.4.2 Requirements

In the following, only requirements additional to those in previous use cases are considered.
The UE shall be IMS capable.
The PNO shall be capable of assigning to the user different service profiles for business and personal use. The UE shall be capable of supporting such functionality.
4.4.3 Analysis and impacts

This scenario is presumably manageable with IMS features already available in 3GPP specifications.
�Steering seems to be dynamic, whereas setting of policies would be static, but with the possibility of on-line updates.


�Manual network selection is not a requirement of use case 1, but the appropriate use case was not discussed in document S1-070359, so BT includes the requirement here, as a holding place for it.


�It might be an Internet session or something else


�i.e. the scope as agreed for TR22.937, in S1-070426


�not sure if VCC applies to the agreed scope of TR22.937 - advice welcomed


�See comment above re VCC


�This is worded as analysis, not as a formal requirement


�I-WLANA is deleted as out of scope


�Telecom Italia didn't say where these studies are taking place


�Use the agreed text in S1-070426


�This is a new use case (and a good one) that is not currently in draft TR22.937





