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5.1 Service Aspects
1. Subscribers shall be able to access 3GPP and non-3GPP networks to which they are subscribed by a PNO

2. SNOs shall provide seamless handover between their networks and those of the PNO for the PNO's subscribers, where a commercial access agreement for that has been agreed.

3. The UE shall support the required access technologies for the networks of the PNO and SNO and for the seamless handover.

4. Transfer of the session from the donating network shall not take place until access to the receiving network has been established. This requires that authenticated sessions with both networks be active simultaneously during the handover period.

5. A list of compatible services and/or incompatible services shall be established between the PNO and SNO and the list shall be made available to the subscriber on the UE.

6. In situations where both RANs are visible to the UE, manual or automatic methods should be provided to prevent the UE from automatically switching to a network when that would cause interruption of a service.
7. It shall be possible for subscribers to access the IMS of a 3rd party with whom the primary NO has a commercial agreement.

8. An entity in the CN of the primary NO shall use the single identity to track the current network presence of the UE and to route incoming traffic to the UE or to an agent such as a voicemail service. A further function of that entity shall be to cross-reference the user's single identity to the identities recognised by the access networks. For example, an incoming call to the single identity of a subscriber whose current access network is a PLMN may be translated to the MSISDN of the subscriber. If the current network is a WLAN, the single identity may be translated to the PUId or pseudonym.
9. Further identities may be allocated to the subscriber and embodied on the UICC for use at layers higher than the access networks e.g. the IMPI and IMPUs in an ISIM application on the UICC [x = TS31.103]. Where allocated, such identities shall be usable across the 3GPP and non-3GPP access networks.

10. If the PNO uses an IMS-based convergence server to track the subscriber's current network connectivity but the SNO's network does not support IMS, then the two networks shall utilise a gateway device to enable the IMS-based convergence server to interact with the UE across the non-IMS network.

11. If both NOs use IMS, then the IMS of the primary NO shall be designated as the home IMS and the other IMS shall communicate with it using standard IMS functionality. This shall permit the use of a single ISIM on the UICC; that ISIM being owned by the primary NO.

12. Where the UICC supports a NAA that is specific to the WLAN (i.e. not shared with the 3GPP network), that NAA shall support access methods which are certified by the WiFi Alliance [x] and which specifically require the use of a NAA on a UICC.

13. Where required by the use case, the user shall be able to use the same UE to connect to the WLANs of an Enterprise and to the public WLANs of the PNO or SNO and to the PLMNs of the PNO or SNO. Each type of network may require a separate NAA on the UICC
14. It shall be made clear to the user that operational settings such as device management settings are to be obtained by and controlled by the Primary NO.

5.2 Security Aspects

1. The integrity of each NAA on the UICC shall be maintained in the multi-network context, according to the explicit or implied security policies that existed for each NAA when it was intended for use in a single-network context.

2. Credentials and other sensitive data on the UICC shall be manageable remotely by the NO owning that data, within the limitations imposed by standardised UICC environments and remote management processes.

3. UICC applications such as phonebook shall be accessible irrespective of which NAAs are currently selected.

4. User-PIN management shall be simple enough for all users but shall continue, in a multi-network context, to provide the same level of protection against unauthorised entities gaining use of NAAs or gaining access to sensitive data.

5. Unauthorised interactions between the UICC and applications (legitimate or malicious) on the ME shall be prevented. This applies only where the vulnerabilities are a specific result of the usage described in the present document.

6. The security of the UICC personalisation process must be preserved, considering that the personalisation bureaux may be receiving security-sensitive data from multiple sources for each UICC profile.
5.3 UICC Aspects:

1. The configuration of the UICC shall be controlled overall by the NO which is designated as the UICC issuer. This will normally be the PNO.

2. It shall be possible for the primary NO to delegate to the SNO some control over the configuration of the UICC.

3. The UICC shall be capable of supporting multiple NAAs, including at least a (U)SIM for PLMN access and at least one NAA for WLAN access.
4. Each NAA can be specified by a different NO (either the PNO or the SNO, as appropriate) and shall be profiled according to the requirements of that NO.

5. Each NAA shall support identification, authentication and key agreement functions that are compatible with the HSS of the NO which requires that NAA to be present on the UICC.

6. Where required by the WLAN NO, the WLAN NAA shall support at least EAP-SIM and EAP-AKA.
7. Simultaneous sessions with a (U)SIM and at least one other NAA, on different logical channels, shall be possible.

8. Where IMS is offered to the user, the UICC shall support an ISIM application. The single IMPI shall be used as a handle to uniquely identify the user. Where multiple user identities are required, multiple IMPU values shall be used to split this identity into multiple identities, e.g. for the routing of IMS services to the user and for charging and billing purposes

5.4 Charging Aspects

Charging mechanisms must support the following features:

1. A user shall be able to receive a single, itemised bill from the PNO covering use of both access-network types and IMS services and representing a single user identity (single phone number).

2. A user may opt to receive a single, itemised bill covering use of all access networks and IMS and representing multiple user identities, e.g. a private and a business identity. This covers the cases of a small business user who requires a split between personal and business use and where an Enterprise needs bills for its employees, split into personal and business use.

3. Charging systems for the present document shall be shared between NOs. The billing system may be owned by one of the NOs or contracted out to a third-party.

4. The sharing of charging and billing functions between PNO and SNO and an optional third-party billing provider shall not compromise the privacy of individual users.
5. A mechanism shall be provided for the PNO to collect charging data from the secondary NO. 

6. If a third-party billing provider is used, a mechanism shall be provided for that billing provider to collect charging data from the PNO and the SNO.
