TSG-SA WG1, NWC Subgroup
S1-061007
Sophia Antipolis, France,  28 – 31 August 2006 
Agenda Item:  NWC
Title:
Use Case showing how Network Composition Can Be in Support of Multi-access Scenarios
Source: 
Ericsson
Contact:
Martin Johnsson, martin.johnsson@ericsson.com
1. Introduction
This contribution describes a use case in which future multi-access scenarios can benefit from the introduction of Network Composition support.
2. Proposal

It is proposed to add the following sub-section to section 5.2 (1st change), and which also leads to an addition of a new reference (2nd change).

	Start of 1st Change


5.2.1 
Access Networks – Core/service/identity provider networks: 
Network Composition of different types of access networks with core networks providing different types of end user services 
Scenario overview: Interworking between Core Network (CN) and different types of Access Networks (AN) is described in [8]. The scenario depicted in figure ??? below shows how a number of ANs in different ways (e.g. by providing coverage, capacity, QoS) facilitate for the user the capability to connect to and use different services available via the CN. . The relation between an AN and CN is not necessarily exclusive, i.e. an access network might provide its access services to multiple CNs in parallel. The CN as depicted may in future scenarios be further split up so that evolving and new actors on the market provides different specialized services to users, and which should still be available via any type of access network for maximum flexibility and convenience for the user 
Scenario technical description: A Network Composition between an AN and a CN may be triggered through the Advertisement and Discovery phase being an integral part of the Composition Process, or it may be triggered just by the fact that a user with his/her PN roams into a specific AN, which in turn would lead to a Network Composition between the AN and the CN. It may also be triggered by some other means, possibly as an offline operation, and may not even need to be performed through the Composition Process, but for example by using legacy modes of operation to “compose” an AN with a CN. But generally, an AN makes a Network Composition with the a using the Composition Process described in section 6. Not further described in this contribution is how the user (of e.g. a PN) performs Network Compositions with ANs and CNs, but it is not unlikely that PN performs a “simple” Network Composition with the AN merely to be able to reach the CN from which the user gets its services as well as its identity, which is then followed by a Network Composition with the CN to gain access to various services, e.g. authentication, Internet access, and real-time collaboration services. CN, AN, and PN, are all examples of a CCN.
Operator / user role: In this scenario, a CN acts as an operator, an AN as a provider of access connectivity, and then there are users with their PNs/UEs which like to use the services available either via or possibly directly from the CN, by connecting to the CN via one or more of the ANs. It should then be noted that the CN can be able to provide transparent access services to the user via any of the ANs, and also be able to support mobility and handovers between ANs, as well as load balancing and other features for improved overall performance of the composed CCNs.
It shall then also be noted that an AN can generally provide its service(s) to multiple CNs, i.e. the usage of the Access Network is not exclusive to one CN (see figure ???). This allows for many-to-many relations between ANs and CNs, and enables an efficient sharing of the resources of the Access Network. Limitations might however apply, either resulting from an external agreement, e.g. following a clause of the Framework Agreement, or a local decision, e.g. following an admission control policy that prevents overloading an AN. In these cases, it might be that the AN is exclusively used by only one CN or a restricted group of CNs.
Composition Type: The Network Composition can be of various types, depending on the level of cooperation between an AN and a CN, and what level of functionality and performance that shall be made available to users.
Framework Agreement and Composition Agreement: The Framework Agreement should include and provide the legal ruling of the business operation between a CN and an AN, and which may vary from market to market. The Framework Agreement may also contain a minimum level of cooperation, resource provisioning or service quality that must be supported by any AN and CN who likes to perform a Network Composition. The Composition Agreements will be specific from case to case, and can be matters of business, organisational, administrative and technical aspects.
Scenario Benefits: Network Composition can here be very beneficial to operators (being CNs in this context), AN providers, and users. The operator can “follow” the user to any AN, and be able to offer services via any AN. And further to this, it is an underlying tool for mitigating issues around network coverage and overall performance, costs for administration of business relationships to ANs, and having a future-proof framework in place that easily can extend service offerings also via new access network options as they emerge on the market. AN providers increase their ability vastly by being able to offer access to services to a much wider spectrum and volume of users, which is evident from the possibility of ANs having Composition Agreements with several CNs at a time.
And the users in turn can benefit from having far more options available when and where to use the services of an operator. Inherent to the scenario depicted is also to provide a general framework for how IMS-based services can be offered to users using any available access network option, and being authenticated and authorized via a suitable Identity Provider.
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	End of 1st Change


	Start of 2nd Change


[8]  3GPP TR 23.882, Version 1.2.3 3GPP System Architecture Evolution: Report on Technical Options and Conclusions

	End of 2nd Change





























�See � HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/23882.htm" ��http://www.3gpp.org/ftp/Specs/html-info/23882.htm� 





