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Introduction:

It is proposed to enhance different parts of the TR in the following way:

· SIM and USIM have been replaced by UICC, to consider the card entity itself instead of a particular application.

· Several elements are added to correct to enhance understanding.

· Some benefits of M2M Network Management have been move in order to group them by topic.

· Some drawbacks are added to M2M Network Management.

/****** Beginning of modified sections ********/

5.1
Types of Communication

There are several different communication models under which M2M will take place, each with different relevance and importance for the M2M market. 

In the first step M2M can be restricted to a "many M2M terminals to one server" communication model (N to 1) which is the mode of operation in nearly all M2M applications running already today. A number of terminals communicating with the same server are considered a group, and a M2M user can run many of these groups. The N to 1 communication model can be further restricted in that way that the group of M2M terminals belonging to one M2M user can communicate with one destination server only whose address is supplied by the network. This would greatly reduce the effects of misuse of stolen M2M terminals which are usually unattended to a very large extent. In other words, the network decides on the destination address the M2M data is being sent to.

For the first step, it is also considered sufficient that M2M communication is initiated by the M2M terminals only as most of the M2M scenarios run well with a pull type of communication.

When the market evolves and the need for other types of communications such as M2M terminal to M2M terminal emerges it shall be possible to introduce this later on.

It is understood that current M2M scenarios are mostly based on SMS. This, however, was driven by historical constraints, at that time when the first M2M applications were set up, nothing else, besides CS data was available. 

When considering the communication requirements for various types and classes of machine it becomes obvious that no single Teleservice or Bearer Service will satisfy all their individual needs up to now. Also there are multi-function machines that may need to communicate with different servers/terminals, at different data rates, for different tasks. For example, a network of ‘printer/fax/scanner’ machines might communicate externally via a master machine/server with a gateway terminal (containing a UICC). Existing master 2G/3G capable terminals might request a CS bearer to send a fax, SMS to report a fault, or GPRS/HSUPA to transfer a large graphics file to a manufacturer. 

GPRS and UMTS PS should be the preferred way for transferring data as this would simplify  terminals and networks (No CS impacts), and thus reduce costs. 

This also facilitates simple writing of M2M applications by the M2M users without having to deal with specialised and proprietary SMS interworking, by simply providing e.g. an IP protocol stack. This will open up new market segments as M2M application can use an IP packet service. 

[…]

5.2.3
Subscription Handling

One of the perceived obstacles to M2M market growth is the difficulty for the M2M operator to change the subscription. Currently, such a change would involve physical maintenance work on all machines in the field, which is seen as prohibitive. Therefore, alternatives to realise a dynamic provisioning of UICC parameters to a large number of M2M terminals within a short timeframe should be investigated (i.e. UICC OTA update of the MNO data, and transfer of the access right between MNOs). Depending on the business cases deployed in future, the machine operator may have the advantage that he can more easily change the MNO. This may be seen as a disadvantage for the MNO, but on the other hand the MNO may also have the benefit that new customers may switch more easily to his service. In general it is expected that the market for M2M communication may grow faster if the machine operators have more chances to select their favourite operator knowing that they are not tied to this operator forever.
5.2.4
Machine Network Management (MNM)

Many of the ideas being developed for Personal Network Management (PNM) (TS 22.259 [3]) and Network Composition (NC) might also be applied to machine network management (MNM) communications. Like humans, machines may also need to communicate in different ways at different times, between themselves and with remote peers. Standardising MNM procedures, and aligning them with PNM, NC and similar specifications, could lead to improve efficiency through optimised communication and better bearer/bandwidth usage, especially for networked machines belonging to a single or partner entity.  In addition to industrial and office machines, example networks would include CCTV surveillance cameras, vending machines, gaming and internet access terminals in a shopping mall, or on a train, or perhaps a home network comprising phones, PCs, PDAs, TV set-top box, alarms, domestic appliances, etc.  

Depending on the communication task, machines might communicate, via non 3GPP access technology, to the master machine (containing a UICC) or obtain authorisation from the master machine to communicate directly e.g. using the 3G or fixed NGN network, with an external entity.  

Benefits include:

-
Reduced number of subscriptions
-
Reduced number of network authentication

-
Subscription independent machine replacement/upgrades

-
Easier subscription upgrade and portability

-
Communication task prioritisation

-
Data aggregation and multiplexing e.g. over HSDPA/HSUPA
-
Better QoS e.g. optimum location of master machine/terminal

-
Continuation of high-speed data link to sub-optimal locations using M2M single or multi-hop Bluetooth/WiFi /cable

-
Efficient network management

-
Ad-hoc and potentially self repairing network

-
Optimised routing  



-
Consolidated charging and billing


Drawbacks include:

-
Non-3GPP entities having access to the 3GPP network
-
A potentially reduced security of the 3GPP network if the security level of the slave-master machine communication is lower than the usual 3GPP security.
/****** End of modified sections ********/

