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1. Introduction
Following a review of TR22.811 v1.0.0 Vodafone would like to propose the incorporation of the following corrections and enhancements.

2. Corrections & Enhancements
Contents:  Update table of contents

1 Scope:

>

The following scenarios will be included:

-
Operation in the Home Network and while roaming

-
Selection on power-up

-
Re-selection following loss and re-establishment of signal

-
Access network selection/re-selection (e.g. 2G/3G)

-
Methods of prioritisation of network selection

-
Selection based on service required

-
Additionally, for operation while roaming

· PLMN reselection (e.g. at country borders)

· Fault conditions on preferred network(s)

· Steering of Roaming by HPLMN
>

2 
References

[1] 
3GPP TS 22.011: "Service Accessibility"

[2] 
3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station"

[3] 
3GPP TS 22.234: "Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking"

[4] 
3GPP TS 25.304: " User Equipment (UE) procedures in idle mode and procedures for cell reselection in connected mode"
5.1
Customer Experience

Following switch-on where there is no last registered PLMN, the user should be registered on non-forbidden PLMN within 20 seconds, maximum. This period includes the execution of any 3GPP defined functionality (e.g. after any PIN verification) that is performed by the mobile device but excludes any additional functionality (e.g. operating system device initialisation).  

If the last registered PLMN is available, the user should be registered on that PLMN within 5 seconds maximum. This period includes the execution of any 3GPP defined functionality as described above.

If not limited by subscriptions and other commercial framework and technical feasible, roaming users should always be able to access all their services and their services shall always work correctly as if they were on the home network. The selection of the network & access type should be based on the suitability for the required service.

If the customer chooses so, selection should be automatic; no user intervention should be required.

5.2

Home Operator Requirements

The home operator's users' devices should select the home operator's preferred network & access type while roaming.

The home operator should be able to set which preferred networks are in the customer’s device. The home operator should be able to set the mix of networks and access types that can be used by each roaming user for each visited network (i.e. apply per user per country). This should include which networks are preferred in priority order, which networks are on the Black List for that user, and in what way access is restricted e.g. never allow, only allow if it is the only network available, only allow if manually selected.

The HPLMN can direct the user to a VPLMN that is capable of providing the best possible service to match the "at home experience". However, the VPLMN needs to have over-riding control over the use of its own capabilities – see below.

5.4
Key Principles

The following is a set of principles that should be preserved when devising a new procedure to perform the registration to the serving mobile network. The assumption made in this paragraph is that the term “network” has to be interpreted as the core network of the mobile operator with whom the subscriber has direct relation (i.e. the home PLMN) or indirect via the home PLMN (e.g. a Visited PLMN).

Principle 1: the subscriber registers with a public land mobile network regardless of the radio access technology employed to attain connectivity. This is then regarded as the registered PLMN (RPLMN).

Principle 2: the home PLMN operator and the user can prioritise by means of lists the available PLMNs for roaming. If only networks for which no priority is defined are available, radio conditions might influence the network selection procedure. Furthermore the home PLMN operator has control over the periodicity the UE attempt to register on a PLMN with higher priority than the current registered one.

Principle 3: the HPLMN of the subscriber has by default the highest priority, however the UE shall first attempt to attain service from the last PLMN it successfully registered on (last registered PLMN). 

Principle 4: the PLMN (identified via the broadcast PLMN ID) has priority over the particular radio access technology that the UE may prefer to use. This means that in general different radio access technologies supported by a PLMN have the same priority with regards to the network selection procedures.
5.5
UICC Considerations

Considering the Network selection for Multi-mode terminals with 3GPP Capability, the overlay functionality should contain a mechanism to indicate a user and/or an operator preference to decide which system (i.e. GSM/UMTS or CDMA) to chose to access, i.e. which application (R-UIM or USIM) will be selected in priority. For international roaming it should also be possible for the user and/or operator to set a preferred access technology based upon the region to be visited e.g. CDMA for North America and W-CDMA/GSM for Europe. 

 This mechanism should occur before the identity module of either technology is selected. The existing network-specific selection procedure will then control the initial network selection.

5.6
Backward Compatibility

Existing devices must continue to work whatever the changes that are made to the network selection mechanism.
New mobiles shall also make use of the enhanced selection mechanism.
Enhancements to the Network Selection procedure in the core network shall be done such that backwards compatibility with existing UEs is maintained.

Legacy and new ME/UICCs should work with either the new or the old selection mechanism whatever the combination of enhancements.
6.1
Network Reselection

No mechanism exists for the HPLMN to request that a UE selects a different VPLMN whilst roaming. Currently this only happens when through the use of the background scan when the UE is on a non-preferred network. 

Means should be provided that allow the HPLMN to direct the UE to select a different VPLMN whenever it is already registered on a VPLMN unless the two VPLMNs are equivalent in which case the UE shall ignore the request. The timing of when the new network is selected should happen at a point where the user is not inconvenienced. 

Ideally the HPLMN would only steer the UE towards networks that have sufficient radio coverage in the specific area the customer is in. To facilitate this the UE should conduct a background scan and provide its HPLMN with a list of available PLMNs, and radio access technologies. If the UE cannot connect to the requested network, then it should ignore the request.

In conjunction with this mechanism it would be beneficial for the HPLMN to be aware of whether the current network was selected automatically or via the manual network selection method. This would allow the HPLMN to avoid over-riding the manual network selection in the case where a user has had to resort to this as a consequence of local roaming problems.

No mechanism exists for the HPLMN to request that a UE selects a different I-WLAN whilst roaming once an I-WLAN has been selected.
6.3
Manual Network Selection

The use of manual network selection is believed to be extremely limited, with very few users understanding this feature. One key limitation of manual network selection is that the user is presented only with the network name and is provided with no other information on which to base an informed decision over which network to select.  Examples of the additional information that should be provided to the user are described in this section.

Specifically limitations are:
-
The network name presented to the user cannot show PLMN name changes on legacy devices unless NITZ is implemented in the VPLMN and device. For the HPLMN, operators can program their current network name in the USIM card which will then be displayed on the device. 

-
The HPLMN has no method of restricting the networks visible in manual selection e.g. to cater for a proposition that gives users access to certain networks only.  

-
The HPLMN cannot indicate which VPLMN networks are able to give the user at "home experience" (e.g. CAMEL, GPRS, 3G etc).

-
When the customer manually selects a network, this normally then configures the device to use manual selection from that point onwards. The problem this gives is that if the manually selected network runs out of coverage another network is not automatically selected. This can be a problem either in the foreign country or with some devices when returning to the home network. To avoid delays in network selection e.g. following a domestic or international flight, it should be possible for the user to set a preference for either manual or automatic network selection on power-up. This would ensure that a mobile operating in manual mode prior to being powered off would, on power-up, default to automatic mode.
-
There is no way that a HPLMN can restrict the selection of networks in cross-border areas, so that the user remains on the HPLMN for as long as reasonable. In some cases today the HPLMN suggests that their users manually select the HPLMN to prevent "accidental" roaming. There should be a mechanism provided so that the user only starts roaming at a point that he understands or chooses.

In the case of Equivalent PLMNs where 2 or more PLMNs can equate to a single PLMN the user is only presented with one PLMN name allowing them no way to choose the other network if network selection fails.

If a PLMN is inserted into the forbidden PLMN list the only way to remove that PLMN is via manual network selection and successful registration on that PLMN.

Manual selection is a useful tool in cases where the selected PLMN is not providing adequate quality. However, in other circumstances it prevents the mobile operator from providing the subscriber the best possible service.  The manual selection procedure should not be extended in such a way as to allow the user to manually select a radio access technology.

In order to allow a user to make an informed choice when using Manual Network Selection additional information should be available and presented to the user in an appropriate manner, this information may include:
a)
“Preferred Network” status. The HPLMN would be able to inform the user of the network that they recommend that the user selects. 

b)
“CS Roaming” status. The user should be informed if CS (voice, CSD and CS SMS) roaming is possible with the network. This would prevent network selection attempts that are certain to fail. 

c)
“PS Roaming” status. The user should be informed if PS (GPRS and PS SMS) Roaming is available with the network. This will enable users of data services to select a network that meets their needs. 

d)
“3G Roaming”. The user should be informed if 3G is available and that roaming is possible with this network. This should include an indication as to whether this is possible for CS and/or PS services.

The information provided should be extensible, so that as new features are introduced it is possible to inform users of their availability.  It is for further study which parts are for standardisation.

The gathering of the above information should not adversely impact the time the user has to wait before the list is presented.
6.7
A new PLMN can only be selected after a Full Band Scan

This section highlights that a full band scan is already quite long and with future develops will possibly be even longer.

TS 23.122 and TS 25.304 mandate that the UE shall search for its last RPLMN in every supported RAT and bands at power on or recovery from lack of coverage before attempting to register on another PLMN.

The reason for selecting the RPLMN instead of the HPLMN was due to the experience found during GSM Phase 1 where the mobile was required to search for its HPLMN first. This meant that in the roaming case the mobile would search for a non-existent PLMN before moving on to select a VPLMN. By making the mobile search for the RPLMN the whole process is speeded up. When in the HPLMN the RPLMN=HPLMN so no delay in selecting HPLMN and when roaming the mobile will have been on the preferred PLMN so again using RPLMN gives the most efficient behaviour.

The issue for operators is that when a UE loses coverage from the HPLMN, it is obliged to perform a full scan of all supported bands (UMTS2100, EGSM900, GSM1800 and possibly even GSM850 and GSM1900 depending on the implementation) before possibly reselecting a National Roaming Partner. Today, such a FBS (Full Band Scan) takes already a long time in dense or complex radio environment, which means the UE can spend over a minute searching/synchronising/decoding cells where only FPLMNs are to be found. In the future, as more frequency bands are introduced or refarmed for 3G (UMTS1900, UMTS800, 2.5GHz, TDD, FDD in GSM bands, etc.) and more technologies are integrated to 3GPP (WiFi, WiMax, etc.) the UE may require a very long time to complete a Full Band Scan of all supported technologies.

It is important to note that in a lot of these cases, Full Band Scan are mainly useless. Indeed a user in its home country can typically obtain normal service from up to 3 (5 for Sweden which have a 3G shared network) UARFCNs of its HPLMN/ePLMN (out of 277 UARFCNs in the UMTS2100 band) and one 12 MHz (or so) block of the GSM900 spectrum of a 2G NRP. The rest is used by networks which are forbidden. These frequencies are always the same, yet the UE always has to scan everything before reselecting the national roaming partner. Only in the case of international roaming, or when national roaming agreements or allocated frequencies are modified, performing Full Band Scans is useful to find networks on frequencies that haven’t been used before.

Note also that the time to perform a FBS may also be so long that the radio environment may have changed significantly between the time when the scan was started and the time when it finished. As a result, at the time the UE decides to select a new PLMN, another high priority PLMN may have appeared again.
In the case of National Roaming, this means that:

-
In some cases, the HPLMN is not there and the UE must go to a national roaming partner but performing the full scan delays the time to obtain service from the national roaming partner.

-    In other cases, the HPLMN has come back before the UE had time to make a decision, but the UE will nevertheless go to the national roaming partner.
It should be possible for the UE to register immediately with its HPLMN when found during the scan i.e. the full scan may be continued after the UE has registered on the HPLMN.  
6.8

Size of Lists 

The size of the various PLMN lists on the (U)SIM (as specified in 31.102)  needs to be harmonised and the minimum size of the lists that the handset supports also needs to be specified as a mandatory limit. Currently different handsets support different list sizes and this leads to problems for operators when trying to guide the behaviour of the handset in selecting a PLMN.

The recommended minimum number of entries to be supported by devices and USIM, for the OPLMN, UPLMN Lists should be set as 250; for the FPLMN List should be set at 15 and for the Black List should be set at 50. Currently in 31.102 each entry is 5 bytes in size.

The lists concerned include: Operator PLMN, User PLMN, Forbidden PLMN and proposed Black List.

6.11

Management of Devices

There are two situations of device use which makes it difficult how they select networks

-
Devices that are always on – The problem here is that in some cases, any USIM OTA updates take effect only when the device is power cycled. If the device is not power cycled the customer will not receive the benefit of the new list of preferred networks. Note the re-reading of the USIM files by the device, could possibly be improved with more uniform support of the "refresh" command by device manufacturers. Ideally the HPLMN should be able to request that UE performs a refresh when it sends an OTA update and this refresh should be invisible to the user. However, this should not lead to any service degradation.
-
Devices that are often off – The problem here being that to update this type of device operators may need complex configurations that send out updates as soon as the device is powered on. Any type of "bulk" USIM OTA updates will fail on these device types as the device is normally off.


Note: This might be addressed by OMA Device Management
6.13
The last RPLMN is always the highest priority

6.13.1
Background

TS 23.122 mandates that the UE shall always select in priority its last RPLMN or an ePLMN when recovering from out of coverage or at power-on. Whilst TS 22.122 requires the UE to wait for at least 2 minutes following power-on before attempting to access the HPLMN or an EHPLMN or higher priority PLMN, thus enabling the UE to receive any messages from the network, consideration should be given to reducing this time to 1 minute, if feasible.  It might also be beneficial to consider reducing the minimum 6-minute interval between periodic background scans for some scenarios.
The main reason for this RPLMN requirement was due to the fact that in all roaming cases at that time the mobile will not find its HPLMN and this introduced an unnecessary (and unacceptable) delay to getting into service. In the case the mobile was in its home country it will, in the majority of cases, be on its HPLMN (i.e. the RPLMN is the HPLMN) so there is no problem with looking for the RPLMN first.

In addition, in manual mode, a UE returning to an area served by the HPLMN (e.g. when the user returns from holiday) will look only for the RPLMN, potentially leaving the user without service. Ideally it should be possible for the user to set a preference for either manual or automatic network selection on power-up. This would ensure that a mobile operating in manual mode prior to being powered off would, on power-up, default to automatic mode.
6.15
Network Selection in Border Areas

New section to be added (proposed text in doc S1-050962)
7.1
Multi-Provider Environments

>

>

Each of the RANs and CNs has different capabilities e.g. HSDPA, EDGE, CAMEL.  Thus if a UE is turned on and performs an initial scan or does a background scan  there is need to choose a RAN / CN that provides the services that the UE wants to use. The transmission of an access type indicator e.g. HSDPA would provided the user with confirmation that his UE was camped on a cell that supports high speed downlink packet access. 
Also given that there could be multitude of RANs in different technologies the coverage area of each RAN technology would be different.  It could be advantageous that the UE is aware of the RANs / CN combinations that are available to it at any given time. Possible solution approaches could be, for example, the definition of specific background scan timers for different RATs.  The UE could also determine the capabilities of the RATs and corresponding connecting CNs.

Furthermore, in certain situations it could be advantageous for a PLMN to be able to instruct a terminal to gain access over a particular RAT and/or intermediate core network. To this avail, appropriate system reselection mechanisms could be of interest. 

The ongoing work on network evolution should also be taken into consideration to ensure that advances in network selection procedures remain compatible with, and take advantage of, the evolving network architecture.  
End of changes























































