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1. Discussion

This document an update to TR 22.978 v1.2.1 (S1-050121) based on the [MAPs] email discussion.

2. Proposal
The following changes are proposed to TR 22.978 v1.2.1.
This document proposes:

· Definitions for Personal Area Network, Ad-hoc Network and Moving Network in chapter 3

· Inclusion of use cases for Personal Area Network, Ad-hoc Network and Moving Network in a new annex (X)
· Inclusion of a use case for Session Mobility in a new annex (Y)
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3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Ad-hoc Network: An Ad-hoc Network is a dynamically organized network of mobile terminals that are able to communicate with each other via some means (e.g. using IEEE 802.15 or WLAN in ad-hoc mode). An Ad-hoc Network may contain terminals that are capable of connection to a variety of access systems.  In the context of AIPN, it is assumed that every terminal in the Ad-hoc Network is under the control of a separate user, each able to independently access the AIPN. The Ad-hoc Network routes their consolidated traffic towards the AIPN, to an Access system through one of the terminals in the Ad-hoc Network.  The Ad-hoc network may change the terminal carrying the consolidated traffic change dynamically according to rules set up by the users.  The Ad-hoc network may move throughout the geographic coverage area.[See Annex X]

All-IP Network (AIPN):  A collection of entities that provide a set of capabilities for the provision of IP services to users based on IP technology where various access systems can be connected. The AIPN provides a set of common capabilities (including mobility, security, service provisioning, charging and QoS) which enable the provision of services to users and connectivity to other external networks.  An AIPN requires one or more connected access systems to allow users to access the AIPN.

Access system: An entity or collection of entities that provides the user the capability to connect to  the AIPN.

AIPN operator: An operator of an AIPN. It is assumed that the AIPN operator will also be a network/PLMN operator as defined within [1].
IP service: a service using an IP bearer provided by an IP service provider. For IP services data traffic is routed according to the IP addresses of the sender and receiver.

IP service provider: a service provider that provides IP services. This may or may not be a network operator e.g. the operator of an IMS would be an IP service provider according to this definition.

IP service subscriber: a subscriber to an IP service provider that uses IP services.
Moving Network: A Moving Network is a group of user devices (terminals) that move together, for example, as part of vehicular network. The user devices (terminals) are interconnected in a way that their consolidated traffic towards the AIPN is routed through a well-defined system (gateway). The elements of the consolidated traffic may originate from PAN and Ad-hoc Networks within a Moving Network. [See Annex X]
Personal Network:  A Personal Network, in the context of AIPN, consists of more than one device (terminal or server provided by the AIPN operator) under the control of one user, each containing a separate USIM (a server under the direct control of the AIPN operator may not require a USIM). These devices are interconnected by the AIPN such that the user perceives a continuous secure connection regardless of their relative locations. The user controls the PN using facilities provided by the AIPN. [See Annex X] 

Personal Area Network:  A Personal Area Network (PAN), in the context of AIPN consists of more than one device (terminal) controlled by, and physically close to, the same user (person).  These devices are connected together using internal PAN means.  The user obtains services from the AIPN using his multiple devices which all access the users USIM through the PAN to gain access to the AIPN. The user controls the PAN directly. [See Annex X]

Seamless:
A user experience that is unaffected by changes in the mechanisms used to provide services to a user.
Note:
The determination of whether something satisfies the requirement for being seamless or not is dependent on the user's (e.g., human end-user, protocol, application, etc.) perception of the service being received and not necessarily the technology used to provide the service.
Seamless Service: services provided across access systems and terminal capabilities. Provisioning of this service is continued between and within access systems and between terminals with minimal degradation in the service as seen by the user.
Seamless session: A session that is maintained during a change in access system, with no perceivable interruption from a user perspective, while adapting to the capabilities of each access system.
Session mobility: The ability for the subscriber to move a communication session from one device (terminal)  to another.
Note:  Can a session be transferred to a device not owned by the subscriber?
End-user mobility: The ability for the subscriber to communicate using the device or devices of his/her choice 

Terminal mobility: The ability for the same UE to communicate whilst changing its point of attachment to the network. This includes both handovers within the same access system, and handover from one access system to another. 

For further definitions see [1].

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AIPN
All-IP Network

CAPEX
CAPital EXpenditure

OPEX
OPerational Expenditures

CPE
Customer Premise Equipment

SSO
Single Sign-On

HSDPA
High Speed Downlink Packet Access

HSUPA
High Speed Uplink Packet Access

GAA
General Authentication Architecture

GBA
General Bootstrapping Architecture
For further abbreviations see [1].

	Next Modified Section


6.2.7
Personal Networks, Personal Area Network (PAN), Ad-hoc Network and Moving Network Support

AIPN will offer users the services through Personal Networks, PANs, Ad-hoc Networks and Moving Networks (see Annex X), which will encourage users to utilize the 3GPP services. Therefore, it is required that AIPN shall support Personal Networks, Personal Area Network (PAN), Ad-hoc Network and Moving Network.
Personal Networks:

- AIPN shall associate several USIM (subscriber ids) (potentially of different operators) with a single user-id.  This implies that user ids must be unique across operators

- AIPN shall support a wide variety of service capabilities with the different USIMs associated with a single user id.
- AIPN shall provide a connection between the terminal devices of a Personal Network that is reliable and provides adequate protection to the users data to give confidence that his data is adequately protected.
Note that this requirement may be met through marketing by the AIPN operator and/or end to end encryption rather than any specific technical requirement on the AIPN.
Personal Area Networks.
- The AIPN shall support multiple simultaneous sessions originated from one or several devices using the same SIM authority.

Ad-hoc Networks:
- The AIPN shall accept consolidated traffic from a group of users arriving through any access route

- The AIPN shall route be able to handoff (re-route) 'sessions' to ad-hoc network devices via another gateway.

- The AIPN shall support changes in the access route for the consolidated traffic from an Ad-Hoc Network.  These changes may take place with no warning to the AIPN.
- Elements of the consolidated traffic from an Ad-Hoc Network may originate from a PAN.
- Accurate billing records shall be created and maintained for the originating terminal when the traffic created is consolidated within traffic originating from a terminal belonging to another subscriber.
Requirements for devices (terminals):

· Gateway device (terminal) must be able to route and forward packets to other devices in the ad-hoc network

· Ad-hoc network UEs must be able to discover 'near by' gateway devices  

Some type of incentives must be created for devices to act as gateways (e.g. a reward scheme whereby a gateway can "earn" something)
Moving Networks 
Use Case 1:

-
The AIPN shall support a pico base station that has full mobility throughout the geographic region that uses the 3GPP access system for backhaul.
Use Case 2
· The AIPN shall accept consolidated traffic from a 3GPP terminal mounted in a vehicle with a router.
· The AIPN shall support changes in the alternate access route as the wireless access router moves throughout the service region.
· Accurate billing records shall be created and maintained for the originating terminal when the traffic created is consolidated within traffic originating from a Wireless Access Router.
Use Case 3:
· The AIPN shall support a mobile router connected directly to the AIPN using an alternate access route, e.g. via satellite.

· The AIPN shall support 'handovers' of whole moving network; i.e. it must be able to continuously “route traffic” for AIPN nodes of a moving network to a mobile router travelling as part of the moving network
· Accurate billing records shall be created and maintained for the originating terminal when the traffic created is consolidated within traffic originating from a Mobile Router.
Next Modified Section
Annex X:
 Use cases for Personal Network (PN), Personal Area Network (PAN), Ad-hoc Network and Moving Network Support  (Informative)
The following use cases are intended to provide some examples of how the AIPN is impacted by major categories of user networks.  This should not be considered an exhaustive list of possible use cases, the detailed consideration of the networking of user terminals is for further study.
x.1 Personal Network (PN)
x.1.1 Use case 1: PN with the terminal away from the user

The AIPN provides a connection between the users personal terminal and a terminal connected to the PC in his home such that the user is provided with a virtual secure personal network.  Through this secure link, a user is able to synchronise his 3GPP terminal with data contained on his PC at home or monitor his heating or burgular alarm system while away from his home.  Additional devices would enable connection to the users car or holiday home.

[image: image1]
X.2
Personal Area Network (PAN)

[image: image11.emf]
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X.2.1
Use case 2: Multiple devices held by the same user

A user will carry a plurality of devices (PDA, music player, laptop, camera, headset, etc.) as well as mobile terminals with him/her. Each of them has a demand to access services provided by the AIPN or to communicate with another entity through the AIPN, but they might lack a USIM and/or a means to directly access to the AIPN.
A mobile terminal, containing a USIM, with short-range wireless connectivity (e.g. IEEE 802.15) can connect to other devices with wireless access when they are close to each other to form a small network called a Personal Area Network (PAN), which is controlled by the user of the mobile terminal.
A calling party may request a call indicating the particular terminal/device within the PAN subject to service attributes and terminal/device capability.

X.2.1.1
Use case 2a: Subscription data within one device only

When only one device (i.e. mobile terminal 1) holds a USIM and another device (e.g. mobile terminal 2) does not hold a USIM but has a means to access the AIPN, mobile terminal 2 will be authorized to access the AIPN using the USIM in mobile terminal 1.  The data transfer channel (i.e. transport and session) can be established and maintained through the access means of mobile terminal 2 itself for as long as terminal2 can access the USIM through the PAN.  If the mobile containing the USIM is removed from the PAN all service sessions, other than those on the mobile containing the USIM, will be terminated immediately.
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X.2.1.2
Use case 2b:
Relationship between Personal Network and Personal Area Network
Devices close to the user are connected using internal PAN mean and share a USIM authority for the devices so connected.  A device containing an independent USIM may be removed from the PAN yet still remain connected to the user’s Personal Network of the user through the AIPN.
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A user has a PAN consisting of a number of devices, including a personal device, terminal A, and a device that remains in the user’s vehicle, terminal B.  Terminal A and Terminal B each contain a USIM.  While close to the user, and connected using the internal PAN means, communication between terminal A and B (e.g. synchronisation of a database) is achieved directly via the PAN.  When the user leaves his vehicle, PAN connection is lost and Terminal B continues to connect to the Personal Area Network (e.g. to continue the synchronisation process) through the users Personal Network by connecting through the AIPN using the USIM contained in Terminal B.
x.2.3 Impact on an AIPN:

For reliable billing information for in all the PAN use cases it is essential that the appropriate USIM is correctly associated with every request for Services from the AIPN.  Possible causes of double counting, attributing a service request to the wrong user, or other cause of incorrect billing, must be eliminated.
X.3
Ad-hoc Network

x.3.1
Use Case 1: Formation of an Ad-hoc Network

In this use case, a number of users interconnect their terminal devices to form an Ad-hoc network.  These terminal devices may be capable of connecting to different access systems.  The Ad-hoc Network enables its members to access the AIPN through any of the terminal devices that are able to connect to a suitable access system. Each member of the Ad-hoc Network uses their own USIM to obtain whatever services they are individually entitled to use.

x.3.2
Use Case 2: Movement of an Ad-hoc Network

The Ad-hoc Network may change the terminal device used to forward the consolidated traffic to the AIPN as required.  Reasons for change could be;

1. Movement of the connected terminal device within the Ad-hoc Network causing it to loose service while another terminal device gains service (not necessarily using the same access system).

2. It may be financially advantageous to the group of users for their consolidated traffic to be routed through one particular access system depending on their location or time of day.  The users of the Ad-hoc network may cause their ad-hoc network to change access system simply to maintain their fiscal advantage rather than for reasons of access system coverage etc..
X.3.3
Impact to an AIPN
The AIPN will see consolidated traffic from a group of separate users arriving through an access system.  The access system bearing the consolidated traffic may change at any time with no warning to the AIPN.  Elements of the consolidated traffic could originate from a PAN.

[image: image5]
x.3.4 Use case 3: Multiple users within the home

[image: image6]It is possible for a home network to have multiple users.  For example, a family may consist of a group of users who share the various devices on a home network through the mechanisms described in Use Case 1 & 2.   From an AIPN perspective they should be seen as independent users, each with capabilities as defined in the use cases above.  The AIPN need not be aware that they share the same home network. 
Comment: The demands that this places on the individual terminal devices is for further study and is considered beyond the scope of this work item.

X.4
Moving Network

A Moving Network provides access to AIPN for a group of users that move together (e.g. as part of a vehicular network). The devices (terminals) of a moving network are connected to a well-defined system (gateway) through which the user devices (terminals) in the moving network gain access to the AIPN. 

Note that this is a key difference to ad hoc networks, where access to the AIPN can be gained through any device (terminal) that has access.

X.4.1
Use case 1: Moving Base Station

A moving base station (e.g. a pico cell) is responsible to provide radio access to user terminals in a moving network. The moving base station is part of an access system and is owned by the AIPN operator providing the access network. As the access system fully accommodates the moving network, it dominates the wireless technology that can be used to connect the user terminal to the AIPN.  


[image: image7] 

In this use case, mobility for the moving network is provided by the access system only. 

Note: As the AIPN may not see any impact resulting from a handoff of a moving network, it is for further study whether this use case should be included in this document.

Advantages of this approach: 

· Low or potentially zero impact on AIPN as mobility is completely handled by the access system (which accommodates the moving network)

X.4.2
Use case 2: Wireless Access Router 

A wireless access router (e.g. a WLAN router), owned by a 3rd party network provider (e.g. the train company), is equipped with a means to connect to an AIPN . This connection can be established via any access system that is supported by the router and for which the router has a subscription.  The access router consolidates traffic from users of the moving network towards the AIPN. A variety of wireless or wired access technologies can be used to connect user terminals to the access router.  
[image: image8]
 In this use case, mobility management is split between the AIPN and the access systems. While the AIPN takes care of the network handover when the moving network changes the access system, the access system provides mobility for handoffs between different cells of the access network.

Advantages of this approach: 

· The moving network is not tied to a single access system; i.e. this approach provides more flexible, as it allows the moving network to chose the best (e.g. most reliable, fastest, cheapest) access system at any time.

· It enables 3rd party network providers to offer AIPN access.  

X.4.3  Use Case 3: Mobile Router
A mobile router, which travels together with a moving network, is equipped with some wireless technology that connects itself with the rest of the AIPN. In contrast to the above use cases, the mobile router is considered a component of the AIPN itself. The purpose of the mobile router is to provide the user terminals access to the AIPN. As such it serves as gateway between the moving network and the AIPN. A variety of wireless or wired access technologies can be used to connect the user terminals to the mobile router.
[image: image9]

In contrast to the above use cases, here mobility of the mobile router is handled solely by the AIPN. The access system does not require any mobility functions.

Advantages of this approach: 

· It allows simplification of the access system (i.e. single cell access network)

· Only a single mobility management component is required (i.e. mobility is only handled by the AIPN – not the access system)

· The access system does not require support for moving networks 

X.4.4
Impact to an AIPN

The access system for the consolidated traffic may change with time (e.g. as the train moves) in a manner that can reasonably be anticipated by the AIPN. Elements of the consolidated traffic from a moving network may originate from PANs or Ad-hoc networks covered by the Moving Network.
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Annex Y:
 Use Cases for Session Mobility  (Informative)
Y.1 Use Case 1:  Redirection of a video stream to the terminal away from the user

A user has the PAN in the close area to the user and the other terminal in his/her home away from the user. A user can use any devices (terminals) for his/her use. In this use case, AIPN manages multiple devices (terminals) in different location as belonging to the same user, and can redirect a session to another terminal.  Then, for example, when the user receives a video streaming session but does not have enough storage resource in his/her terminal, the user is able to redirect the session to be the terminal in his/her home and store the video stream in his/her PC. 

1
[image: image10]
	End of changes
































Owned �by AIPN Operator





MR





Wireless link between CN nodes





Access�System





MR





MR











3rd Party Wireless Access Router





Mobile �Base Station�(e.g. Node B)








Part of the Access System








AIPN





Movement









































Personal Network (PN)





Device





Device





Device





Access System C





Access System B





Access System A





AIPN





Subscription














Access System





3rd Party Network





AIPN





AIPN





AIPN





Movement








�Access System








�Access System





device





PAN





Access System





Subscription





device





device





Connection of PAN devices to an AIPN via a mobile terminal





Access System A





Use case 1: PN with the terminal away from the user











Mobile


Terminal





AIPN





Access System





devices





PAN





AIPN





Device





Device








�Access System





Subscription





Redirect





Session





PAN





Access System





Subscription





Device





Access System
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