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1. Discussion

In current 3G network, many applications are access technology specific based on the characteristics of the application and the access network capabilities. With a multimode terminal e.g. GSM/WCDMA, applications are already programmed to use a specific access technology. 

In future heterogeneous mobile communications environment, where applications will be based on IP technology, applications will be developed with less dependency on a specific access network. Diagram below shows the possible migration from now to future all IP based mobile network.
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Due to such migration, within a multimode terminal and in an environment where more than one access network are available, the access network dynamical selection for the applications becomes a need from the network operators and users’ point of view to make sure the following benefits are realised:

· Protect and improve operator’s revenues from usage of applications against its investment made into specific access networks 

· Provide efficient usage of access networks against traffic congestion and optimisation of the overall IP network resources

· Improve quality of services provided for individual applications based on application characteristics e.g. real/non-real time, bandwidth requirements, security…

· Provide additional service to users by allowing user’s input to impact on network selection, e.g. cost of using difference access networks

· …

This then leads to the requirement for dynamic network selection for an application.   Therefore, it is important that the AIPN provides means to support access network selection based on some certain criteria, e.g. application characteristics, network condition or other operator defined criteria. 

2. Proposal

4 End user and network operator aspects of AIPN

Editor’s Note: 
The structuring of this chapter needs future consideration.

This chapter shall describe the end user and network operator aspects of a 3GPP All IP Network.

Items identified for study within WID in S1-040426 are given below:

The expected advantages of AIPN for network operators from a service provisioning point of view (e.g. rapid application development, service diversity, ubiquitous and seamless services) and potential Service Requirements for AIPN shall be investigated.

Potential service aspects to be investigated (non-exhaustive list): 

Network/Domain Selection principles and policies 
Mobility modes (e.g. ‘idle’and ‘connected’ modes) 

Service Interoperability
Efficient methods for packet inspection purposes
Compatibility and reuse of existing standards (e.g. OMA, Web Services/Liberty Alliance Project, IETF, etc…) should be investigated where appropriate.
Interactions with, and impacts upon existing features, service enablers and services (e.g. IMS, Presence, MMS, SMS, CS voice, etc.) should be investigated.
The role of IP-address and its relation to existing identities/numbers (e.g. IMSI, MSISDN, e-mail address, web-address, SIP URI) should be investigated.

Charging requirements and charging architecture for AIPN should be studied.

Security, authentication and trusted environments based on the USIM should be studied.Note:
Security needs the reliable identification of the calling/sending party and the originating network. All the relevant information needs to be conveyed to the terminating network.


Access network selection for AIPN applications: when multiple access networks are available for AIPN terminals, selecting the suitable access network for the applications is important. The requirements on network selection and any potential impacts on terminal and network shall be studied. 

Editor’s Note:
How the UICC is used within AIPN needs consideration. 
5.1
Ideal AIPN Vision

5.1.1
Key aspects of AIPN

Editor’s Note:
Text to be reviewed and edited as appropriate.
The following are the key aspects of an ideal AIPN:

· Common IP-based network

· IP-based network control

· Centralised mobility control i.e. there is a single point of mobility control within the network e.g. for different accesses. 

· Routing and addressing

· Enhanced IP session control

· IP transport

· Communication quality, i.e. QoS, equivalent to or greater than already provided

· Interworking with IP networks

· Interworking with legacy networks

· Functionality at the edge of the network to support different access methods, legacy equipment, interworking with external networks including both IP and legacy networks

· Support of a variety of different access technologies (existing and future)

· Service provision across different access technologies

· Coordination of service provision across different access technologies

· Seamless service provision and handover across different access technologies

· Advanced mobility management:

· Mobility across access technologies.
· Seamless mobility across access technologies.

· Resilience in the presence of network disruptions and intermittent connectivity.

Solutions should be studied for making temporary network disruptions (e.g. due to short time network problems) and intermittent connectivity (e.g. due temporary radio failures) as transparent to services as possible.

· Session management:

· Service adaptation to terminal capabilities.

The services provided to users should be, as much as possible, independent of the terminal used. The network should be able to adapt the service (e.g. information rendering) to the capabilities of the terminal being used with minimum or no user inter-action.

· Session mobility: seamless mobility of sessions between terminals.

It should be possible to move sessions from one terminal (or a set of terminals) to another with minimum user involvement.

· Access network selection
In AIPN the applications are based on IP and will evolve towards access network independence. AIPN is expected to support multiple access technologies. 
The selection of the access network may need to take into account several aspects of AIPN, e.g.  service requirements of a application, load balance of the network, and charging & billing.

· Network selection requirements

The AIPN should provide a means to enable network selection  based on a range of criteria e.g. user preferences, service requirements of applications, network condition or other operator defined criteria. 

· Enhanced services

· Support of advanced network services e.g. seamless, ubiquitous services

· Support for advanced application services
· Enhanced network performance

· Ability to efficiently handle a variety of different types of IP traffic including user-to-user and user-to-multicast traffic models

· Optimized routing of IP traffic

· Efficient usage of radio resources
· Network extensibility/composition

· Facilitate integration of networks with different administrative domains (e.g. handle negotiation of administrative issues, security, trust, etc).

Solutions should be studied for facilitating the integration of different networks of the same or different network operators in order to enhance the services provided to their customers, and enable the introduction of new services. This includes, but it is not limited to, the sharing of some parts of the network.

· Allow dynamic and flexible integration of "adhoc" networks at the edge (e.g. personal area networks, sensor networks, etc).
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