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The following text is proposed to be included into TR 22.978 All-IP Network (AIPN) Feasibility Study, section 4.1.1 Drivers from a User’s perspective, subbullet Enabling ad-hoc networking for user defined services.
4.1.1
Drivers from a User’s perspective
…

· Enabling ad-hoc networking for user defined services.

Ad-hoc networks denote particular kinds of networks that may establish themselves automatically - "ad-hoc" - (i.e. without explicit administration) between mobile terminals. From today's perspective, generally all the activity concerning development in the field of  ad-hoc networks (radio spectra, terminal communication and mechanisms to create ad-hoc networks) is happening outside 3GPP. 
However, operators may benefit from letting ad-hoc networks interact with the AIPN, thereby creating traffic in the AIPN; e.g. there could be ad-hoc network access to public networks via AIPN by at least one of the ad-hoc network members serving as a kind of wireless connectivity gateway.
Examples for such ad-hoc networks could be ambient networks, as described later in the present document, or CB-type radiocommunications amongst listeners to a pop concert. In the case of ambient networks an AIPN may provide connectivity to a server in the fixed network, in the pop concert example an AIPN may provide the capability for remote listeners to join.
 
Technically, an ad-hoc network is defined as a self-organizing and self-managing network of autonomous mobile terminals without any infrastructure support. In fact, it is this property which essentially characterizes ad-hoc networks, and as a consequence, no centralized radio resource management for ad-hoc networking necessarily does exist. 


· 

· 

· 
· 
Important aspects of ad-hoc networks which may impact AIPN are:

· Identification, addressing and routing: If an ad.hoc network interacts with the AIPN, the AIPN may need to know about identities of individual members of the ad.hoc network (not only the "connectivity gateway"), be able to address them and route traffic to them.
· Authentication, security: in an ad-hoc networkneither SIM resp. USIM/ISIM based identification and authentication nor ciphering on the air interface derived from authentication parameters can be assumed. In the case of at least one ad-hoc network member serving as a wireless connectivity gateway to the AIPN it should be ensured that this node can not compromise AIPN security. 

· 
· 
Deductions
· 
· Appropriate mechanisms for identification, authentication, addressing, ciphering and charging of members of an ad-hoc network interworking with the AIPN have to be established. 
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