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The following text is proposed to be included into TR 22.978 All-IP Network (AIPN) Feasibility Study, section 4.1.1 Drivers from a User’s perspective, subbullet Enabling ad-hoc networking for user defined services.
4.1.1
Drivers from a User’s perspective
…

· Enabling ad-hoc networking for user defined services.

Ad-hoc networks denote particular kinds of networks that may establish themselves automatically - "ad-hoc" - (i.e. without explicit administration) between mobile terminals. Applications for ad-hoc networks could e.g. be a network consisting of all the gadgets (Phone, PDA, electronic car key…) a user carries with him. A different use case could be a local ad-hoc chat community, e.g. amongst listeners of a pop concert.

Technically, an ad-hoc network is defined as a self-organizing and self-managing network of autonomous mobile terminals without any infrastructure support. In fact, it is this property which essentially characterizes ad-hoc networks, and as a consequence, no centralized radio resource management for ad-hoc networking necessarily does exist. 

In general, two operational modes for ad-hoc networks can be thought of:

· Mobile terminals capable of operating an ad-hoc networking modus in a unlicensed spectrum 

Basically, this is outside of 3GPP scope, however, there could be ad-hoc network access to any public networks via 3GPP based access by at least one of the ad-hoc network members serving as a kind of wireless connectivity gateway. Such combination of ad-hoc networking and infrastructure-based network connectivity clearly is an attractive candidate for virtually ubiquitous coverage and considerable throughput. In addition, existing proven schemes such as identification and authentication could be employed. It needs to be studied whether (and if so, how) the charging for the individual ad-hoc network members making use of such a wireless connectivity gateway (and not just for such gateway itself) should be accomplished. (Note that mobile networks operators may consider such concentration of mobile traffic as an undesired bundling case.)

· Mobile terminals operating an ad-hoc networking modus in a licensed spectrum

Terminals constituting an ad-hoc network must have the capability to recognise each other and join the ad-hoc network, e.g. through random medium access or controlled medium access. Although both approaches, a random medium access and a controlled medium access, are considered for ad-hoc networks running in unlicensed spectrum it is quite clear that either the radio resource management of the operator owning the licensed spectrum or a local resource management “on behalf of the spectrum owner” to be executed by one of the mobile terminals constituting that ad-hoc network is needed, since otherwise

· interference between ad-hoc network members and other users of the radio frequencies would occur,

· the owner of the licensed spectrum could not appropriately remunerate himself for the usage of that spectrum.

Important further aspects of ad-hoc networks are:

· Routing: for the time being different algorithms for the routing between members of an ad-hoc network under different circumstances are studied, e.g. proactive routing based on permanently updated routing tables for all other known members of an ad-hoc network, reactive routing set up on demand. This aspect is however considered out of 3GPP scope.

· Identification, authentication, security: in the “true” ad-hoc network case, i.e. without having any connectivity to an operator’s infrastructure, neither SIM resp. USIM/ISIM based identification and authentication nor ciphering on the air interface derived from authentication parameters can be performed. It has to be studied how an adequate ad-hoc security level between ad-hoc network members could be established. In the case of at least one ad-hoc network member serving as a wireless connectivity gateway this node could support in providing connectivity between an ad-hoc network member and its HSS (HLR/AC). 

· Scalability: <there must be limits to the size of ad-hoc networks, somehow>

· Power consumption: all members of an ad-hoc network are supposed to serve as relays and, in addition, have to contribute in order to keep the ad-hoc network connections alive. Thus, a considerably higher power consumption can be expected for mobile terminals operating in the ad-hoc network modus. 
Deductions
· An AIPN will need to provide means to appropriately run an adequate level of radio resource management for the usage of licensed spectrum. 

· Appropriate mechanisms for identification, authentication, ciphering and charging in the ad-hoc networking modus have to be established. 
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