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1. Introduction

In TS 22.129 there is the following definition:

Service Continuity: The means for maintaining active services during changes in the coverage areas or their characteristics without, as far as possible, the user noticing. Note that Service Continuity can be achieved by handover, cell re-selection or other mechanisms.

This appears to differ from the use of the term in scenario 4, where the requirement for the user not to notice the transition does not exist.  Hence care must be used to make clear the distinction, or a new title is required e.g. “IP Session continuity”.

Additionally, the description that services may not survive the change seems misleading.  Services may not survive the change of system because 

a) the system is not provisioned to support the requested QoS (e.g. throughput) 

b) the system does not have the capacity to support the requested QoS 
Both of these cases apply regardless of whether the change is “seamless” to the user/application and hence the statement applies to both scenarios.

When reading the requirements in sections 6.5 and 6.6 it is not entirely clear the distinction between the two scenarios.  Part of the issue if that some of the requirements are repeats of requirements for scenario 4.  It is Lucent Technologies understanding that the only difference between the two scenarios is that in scenario 5, the temporary degradation should be no greater than for intra system handover for the packet domain.

2. Proposal

Based on these observations and Lucent Technologies understanding of the intent of the scenarios, it is proposed that the following changes be adopted.

*******************In section 5.1***********************************

Scenario 4: IP session Continuity
The goal of this scenario is to allow the services supported in Scenario 3 to survive a change of access between WLAN and 3GPP systems.   The change of access may be noticeable to the user, but there will be no need for the user/UE to re-establish the IP session.
NOTE: The solution for providing service continuity between WLAN and a 3GPP system could also be used for providing service continuity between two WLANs.  However, this is outside the scope of the 3GPP specifications.
The criteria and decision mechanism for change of access network is FFS.

Change in service quality may be a consequence of mobility between radio access technologies, due to varying capabilities and characteristics of radio access technologies. 

Scenario 5: Seamless services
The goal of this scenario is to provide seamless service continuity (as defined in 22.129 [ref]) between the access technologies, for the services supported in Scenario 3.

By seamless service continuity is meant minimizing aspects such as data loss and break time during the switch between access technologies.

*************************NEXT CHANGE ***************************************************

6.5
Interworking Scenario 4

[text is proposed to be removed as the requirements are covered later in the section]
The following service requirements apply to the interworking scenario 4 for IP session continuity for transitions between 3GPP Systems and WLANs.  These requirements cover only aspects of the transitions between 3GPP Systems and WLANs and do not include those that may be internal to the WLANs (as these are outside the scope of 3GPP).

6.5.1  Service aspects

The transition between access technologies may occur under two conditions –

1. It should be possible for the UE to make automatic transitions between the WLAN and the 3GPP system (e.g. when entering or leaving regions of system coverage) with no manual actions from the user required. 

2. It should be possible for the user to manually activate the transition between the WLAN and the 3GPP system.  To aid the user, it should be possible for the UE to indicate to the user the availability of systems, for example, when there is a change of coverage or at the user’s request.

The specifications shall cover IP session continuity for environments where the 3GPP Systems and the WLANs involved may be operated by the same network operator, different network operators or other entities with suitable interworking agreements. There may be more than one target 3GPP system or WLAN for transition, in addition to the serving system, in a given geographical area.

It should be possible for the user to be notified when a transition between the WLAN and the 3GPP system  occurs, as there may be a change in the communication, the quality of service or the cost.
After the handover the user shall remain connected to the selected external network (e.g. internet, intranet) independently of the radio interface being used.  [text moved up from scenario 5]
6.5.2  Service Continuity cases

Service continuity shall support the following cases:

1.
Continuity of active 3GPP PS domain based services (e.g. IMS, PSS) when transitioning between 3GPP system and the WLAN.

2. Continuity of WLAN services when transitioning between WLAN coverage areas.  (Note: this case may involve a (temporary) transition through a 3GPP system.) 

In these IP session continuity cases the transitions may be from 3GPP system to a WLAN, or from a WLAN to a 3GPP system.  IP session continuity need not be supported for services using resources specific to the source domain that cannot be maintained using resources in the target domain.

6.5.3  Charging and Network Management

Means shall be standardised that allow charging records to reflect the transistions between the WLAN and the 3GPP system. This includes the time and type in addition to the QoS variations. 

A capability to provide network management information relating to frequency of occurrence and type of transition between radio access technology should be defined.
6.5.4  Security

The security requirements established in sub-section 6.3.3 shall be applied for scenario 4.

The specifications shall assure that transition of radio access technology does not compromise the security of the network providing the new services, the (possibly different) network providing the original services, and the UE or the user’s application. 

6.5.5  Performance Requirements

6.5.5.1  Temporary degradation of service

During transition between 3GPP Systems and WLANs, the change of service quality shall not cause a IP session to drop, although the user may notice some change in performance.  

6.5.5.2 
Non-temporary change of QoS

Due to congestion, it may happen that a target network cannot support the requested QoS provided by the current serving network. If all services cannot be accommodated in the target system, a transition of radio access technology to a reduced set of services shall be possible. If the newly negotiated QoS is not acceptable, the UE/user may terminate the connection/context.
6.5.5.3
Requirements on multiple services 

Means shall be defined to allow transition of multiple sessions/services between the 3GPP systems and the WLANs.


6.6
Scenario 5

.  During handover from a 3GPP System to a WLAN or from a WLAN to a 3GPP system, change of service shall be no greater than that which may occur during intra 3GPP System packet handover, i.e. it shall not be noticeable to the user.  A seamless change of service shall be possible when  


-
the UE stays within limits for the service (i.e. pedestrian rate of motion) in both the WLAN and 3GPP System;

-
the UE remains during the time of handover within coverage of both systems.



