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1.
Introduction

Scanning the latest version 0.10.0 of TS 22.240 we stumbled across several inconsistencies and unclear wordings.

This contribution clarifies various formulations in TS 22.240 0.10.0

2.
Discussion
2.1  First, the easier part:

The following list shows errors or inconsistencies in 22.240, for which an improvement is subsequently proposed:

1. Page 5 References
In Reference [1] it should be TR 21.905 

2. Page 7 Chapter 4.1.2
Provision of Terminal Capability Information.
The advantage of GUP shall be formulated more clearly.

3. Page 10 OAM activities.
The wording ‘and longer response time’ is misleading. 

4. Page 11 Chapter 4.4 Sub clause 5.
We think that there can be only one owner for a data component, so ‘and/or’ is not appropriate here.

5. Page 14 Chapter 6.1 
privacy enforcement requirements are not limited to the subscribers needs. At least ‘user’ requirements shall be considered.

6. Page 16 Chapter 7 Security
Sub clauses 6 and 7 shall more clearly reference to ‘authentication’

7. Page 16 Chapter 7 Security
Sub clause 11. This requirement is misplaced here. It is part of synchronization/consistency requirements and handled there.

8. Page 16 Chapter 7 Security
Sub clause 12. We propose to remove this requirement. It is misplaced here. It may be a requirement on protocol-level.

9. Page 18 Chapter 9 Charging
We consider the distinction between ‘management, access and use’ to be not relevant. At least ‘access and use’ seem identical to us.

10. Page 18 Annex A.
The preconditions of Example 1 and 2 need clarification.

11. Page 18 Annex A
In example 3 preconditions are in opposition to the heading.
Restore is needed just for the case they are not fulfilled!

12. Page 23 Annex B
First bullet of ‘General Information’ is misplaced and should be removed.  
   

2.2  Secondly, the not so easy part:

Throughout the document it is stated in several places that GUP data may be stored distributed or centralized in the home network (see the bullet list below). This creates a contradiction:  
If GUP is centralized it is not possible any more to include data located in the terminal in GUP!
Already now there exist user related data, that 
(a) either have their main usage in the terminal (e.g. phone book) or
(b) have their origin in the terminal (e.g. terminal capabilities)

If GUP is centralized, these data cannot be part of GUP anymore.

How shall we proceed ? Does it make sense to exclude terminal-based data from GUP in the centralized case or does that break the GUP concept ?

Places in 22.240, where the distributed/centralized option is mentioned:

13. Introduction: 
”… Distributed or centralised storage of GUP data”

14. 4.1 Introduction
”… The 3GPP Generic User Profile can be stored in the home network environment and additionally storage can be extended to the UE and/or Value Added Service Provider equipment.”

15. Chapter 4.2 Conceptual view of GUP
”… components may be distributed in the home network, the User’s Equipment and service provider’s environment, however it may be possible to store all the components within the home network.”

16. Chapter 4.3 GUP data stores and GUP data users
The 3GPP GUP data storage has two options:

· distributed in the UE, home network and Value Added Service Provider Equipment

· storage of UE, home network and Value Added Service Provider Equipment related GUP data in the home network

3.
Proposal

We propose the following changes in TS 22.240

1. 

[1]
3GPP TR 21.905: 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications.

2.

Provision of Terminal Capability information:
Services (from the home- or visited network operator or provided by third parties) may need to know what capabilities the terminal, that is currently used by the user, supports. Multiple provisioning protocols are a problem for terminal vendors since the UE has to support all of them.. GUP mechanisms could provide the basis for retrieval of a user’s terminal capabilities in a standardized way.
……

3.

OAM activities related to user profile are provisioning and administration of user data by the network operator. These activities are characterised by needs for high throughput and allow longer response time. In order to allow simple and centralized administration it should be transparent to the administrator where the different parts of the user data are stored. As a result, this role needs a single system image on user profile, or, on functional terms, a common data access function. As one alternative the user self-service management may be implemented as part of this function.

4.

5. Service specific information of the user:

Data, owned by the user or service provider, which are specific to individual services (standardised or non-standardised). These could e.g. be

5.

· The GUP interface shall enforce the subscriber privacy.

· The GUP interface shall enforce the user privacy.

· The GUP shall not cause significant additional load or delays to the network functions and elements.

6.

    The secure mechanisms available shall include the following:


6. Authentication of recipient. 
Before any user data transfer takes place, it shall be possible for the sender of the data to verify the identity of the recipient.
Note: Assuming that normally the recipient is identical to the inquirer of the data, this can be part, or even more likely precondition, of access control.


7. Authentication of sender.
It shall be possible for the recipient of data to identify the sender.


8. It is permissible for either the sender or recipient of data to employ the services of a third party, known to, and trusted by, both in order to provide authentication of identity.


9. The validity of an authentication of identity shall, if required, be subject to a maximum time limit.

7. and 8

10. It shall be possible for the sender of data to render the data to be unreadable by any party not authorised to receive it.

11. 
12. 
13. It shall be possible for the sender and/or the recipient to create an audit log of all data transfer transactions of a specified type, provided that this requirement is made known before any transfer takes place

9.

9 Charging

It shall be possible to support charging for the use of the 3GPP Generic User Profile. (e.g. for capability negotiation or remote diagnostic information gathering).

10.

1. Setting up a Subscription for a new customer.

· Precondition

· A person has just purchased a new device, and requires subscription to be initiated in the shop.

· Actions

11.

3. Backup  / Restore of User Profile Components stored in the UE

· Precondition

Backup
· The phone is configured; all the user preferences are set.
· The settings include user profile parameters such as generic parameters, service personalisation parameters, user’s security policy and other user preferences.
Restore

· The phones initial configuration enables download of configuration and user data at least via local link. 
· A backup of phone configuration and user preferences is available in the network (Restore).

12.

· General Information

· 
· General User Information (Name, address, age, sex, ID)

· General Subscriber Information (Name, bill info, users)

�PAGE \# "'Seite: '#'�'"  ��What is the meaning here ?


(a) prevent eavesdropping on GUP data�or�(b) allow some kind if encryption





