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1. Overall Description:

In the current LCS stage 2 specification 23.271 there is a concept “Network Induced location request (NI- LR)”, which is used for emergency calls, legal interception tracing or for (anonymous) O&M purposes. 

TS03.71 v 8.3.0 defines “Network Induced Location Request (NI-LR): any location request for a target MS from a client that can be considered to lie inside any of the PLMN entities currently serving the target MS. In this case, the LCS client is also within the LCS server. Examples of an NI-LR include a location request needed for supplementary services, for emergency call origination and by O&M in a visited PLMN.”

TS22.071 states in the scope section 1: “PLMN Operator LCS Clients – use LCS to enhance or support certain O&M related tasks, supplementary services, IN related services and bearer services and teleservices.” 

TSG SA WG2 has interpreted this statement such that e.g. a CAMEL application, bearer or teleservices server may request a Mobile Terminated LR and that such a request is not Network Induced, and therefore subject to privacy checking for MT-LR.

TS22.071, section 4.8, states that: “Location information must always be available to the network service provider.”

It is the opinion of SA2 that there is no need to do a privacy check for a network induced LR, because the achieved location information is not to be forwarded to a third party and is only to be used by a LCS client that can be considered to lie inside any of the PLMN entities currently serving the target UE.  So in this case there is no external LCS client involved in the procedure.

SA2 also would highlight that in case the request comes from an LCS client of PLMN operator type, privacy check is performed according to the PLMN operator privacy class.


2. Actions:

TSG SA WG2 asks TSG SA WG1 to kindly verify if SA2 understanding of service requirements is correct and provide feedback to SA2. SA2 also asks SA1 to check if the scope section of 22.071 and the corresponding service requirements need to be clarified in this respect.

3. Attachments:

None

4. Next SA2 meeting.
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