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This contribution replaces the contribution S1-020996 that was postponed at the 3GPP SA1-meeting in May 2002. The only updates are to base the proposed changes on the new version of TS 22.240 v.0.9.0 and to remove preferred access technology from the proposed new text, at this stage. 

The contribution is a new text for inclusion in section 4, Annex A and Annex B of 22.240 v0.9.0 based on S1-020808 from the 3GPP TSG SA WG1 SWG meeting held in Sophia Antipolis in April 2002. The document introduces the concept of Multi-access (e.g. UMTS, EDGE, GPRS, GSM and WLAN) and preferred Multi-access technologies.
1. Introduction

With the expected hybrid of combinations of mobile network domains, and the desire to of users to customize potentially complex services to individual preferences and needs, it is apparent that areas such as the GUP in a multi-access environment need further re-examination and refinement. The purpose of this document is to start a multi-access discussion and include multi-access perspective to the specification of GUP within the 3GPP.

2. Discussion

The 3GPP mobile system access shall be independent in a multi-access environment (e.g. UMTS, EDGE, GPRS, GSM and WLAN). And more than that, it is desirable that the UE allows for a user-defined list of access technologies. It is also desirable that the switch to a less preferred access technology, in case the most preferred is not available, takes place without user intervention.

For this reason a new requirement about multi-access and automatic access technologies selection is introduced in the GUP stage 1. Network operators and users will benefit from the usage of the most preferable and suitable access technologies. The user will not have to change the configuration parameters in the UE whenever the preferred access technology is not available in the network.

3. Proposals
We kindly propose that the meeting would consider endorsing these changes to the draft of TS 22.240.

4. Recommendations

4.4

Contents of GUP

The present document does not mandate any data to be part of the 3GPP Generic User Profile. However the following kind of data are considered to be useful for inclusion in GUP.

1. Authorised and subscribed services information:

These kind of data are generally owned by the home operator and allow management and interrogation of subscription information and would typically consist of:

· authorised services that the subscriber may subscribe to 

· services the subscriber actually has subscribed to

2. General user information

Data, owned by the user, which are not specific to individual services, but may be useful for any service. These would be data like 

· settings (e.g. name, postal address), preferences (e.g. language)

· phone books, buddy lists…

· Registered Service Profiles of the user, indicating the currently active Service Profile of the user.
3. PLMN specific user information

Data, owned by the home operator, which are not specific to individual services, but may be useful for any service. These typically would be data like 

· addresses (e.g. MSISDNs, URLs) of the user.

· WAP parameters (e.g. standard WAP gateway)

· GPRS parameters (in UE and HSS)
· Preferred access technologies (The preferred access technology, second preferred access technology etc. E.g. GPRS, WLAN etc.)
4. Privacy control data of the user

Data, owned by the user, which are specific to individual services and which control privacy settings of that service. These could e.g. be 

· Privacy settings for standardised services like the Presence service or Push service.

· Privacy settings of non-standardised services.

5. Service specific information of the user:

Data, owned by the user and/or service provider, which are specific to individual services (standardised or non-standardised). These could e.g. be

· Service customisation data of the user.

· Service authentication- and authorisation data (for “single sign on”) like keys, certificates, passwords...
· Preferred access technologies (The preferred access technology, second preferred access technology etc. E.g. GPRS, WLAN etc.) If set, this list overrides the general list (refer to bullet point 3) for the specific service.
6. Terminal related data
These are data, which relate in particular to the user’s terminals (ME and UICC). These could e.g. consist of 

· Terminal capabilities of the terminal currently in use (e.g. User Interface capabilities, communication capabilities, available services, service capabilities,…).

· Data for initial configuration and/or reset of the ME.

· Backup data for recovery of the ME configuration including service specific data.

Note: The following data categories are not considered to be useful for the 3GPP Generic User Profile:

· Run Time Data.
Data that are created during the initiation of the session, call or application execution and if they are only available during the lifetime of such session, call or application execution then they are considered as Run Time data.
· Historic/Statistic Data.
User/system behaviour information (e.g. statistics on the usage preferred web pages; duration, number of calls, error rate).
[….]

Annex A: Example of 3GPP Generic User Profile use cases

[…]

x. Access technologies Selection (automatic)
· Precondition 

· The UE shall be able to support automatic access technologies selection (i.e. without user intervention).

· The user has set her preferences in the UE and enabled automatic access technologies selection.

· A list of preferred access technologies capabilities information is stored in ”internet”

· The access technologies are authorized.
· Actions
· The user equipment initiates request for selected access technology. The request contains:

- User preferences fetched from the UP

- Reference to the access technology capabilities information is stored in ”internet”

· The preferred access technology is selected.
· Post-condition
· The preferred access technology is selected based on the order of precedence defined in a list of access technologies on the UE. The switch to a less preferred access technology, in case the most preferred is not available, takes place without user intervention.
[…]

Annex B (informative): Recommended User Profile content

[…]

· User’s preferences
· User’s ”wishes”. Sent to servers. Used for ”content selection”.

· User interface preferences (language, event notifications..)

· Browser appearance (User's preference for displaying frames)
· Preferred memory usage
· IPMM preferences
· User preferences (The preferred access technology, second preferred access technology etc)
· Parameters
· User interface (Ring volume, Vibrating alert, Ring signals, Melodies, Key sound)

· WAP Parameters (Bookmarks; Gateway: Internet account, Gateway IP address, User ID, Password, Datamode, Security, Show images, Response timer)
· User security policy (application download, ciphering, positioning)

· User Security data (Secret keys, user name)

· Supplementary Services settings

· IPMM settings (QoS profile, max nob sessions, roaming restrictions)
· Identifiers/addresses/references (IMSI, IMEI, MSISDN…)
· User preferences (access technologies)
[…..]

