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1.
Introduction

This document proposes editorial corrections, clarifications and some additions to the existing IMS group management requirements to the TS 22.250. Group management does not require separate administration operations as the operations are covered by the service that utilizes group management.

2.
Proposed changes

5.1
Group management roles

The IMS group management shall provide the ability for users to create and store groups in the network that can be utilized in context of different services and managed from the terminal. There are three classes of group members; administrator, moderators and users. Group can have any combination of these roles. In general, administrators create groups, moderators control membership to groups.

a)
group administrator;
Group administrator is the one who creates the group and have all possible rights for viewing and managing the group and its properties. Each group shall have a group administrator. The group administrator is not a group member by default. The group administrator can join the group and maintain full administrator rights.

b)
group moderator;
Group moderator rights are assigned by the group administrator. Group moderator shall not be able to assign rights they do not have.

c)
group user;
Group user rights shall be associated to a new member. Group user rights are assigned by the administrator or the moderator. Group users shall not be able to assign rights. User can be another group.

5.2
General requirements

The groups controlled by the IMS group management shall be associated with

a)
group ID;
Each group shall have a unique group ID. It shall be possible for the group administrator to suggest a group ID that may be accepted as such or modified. Group ID is used for addressing to the group.

b)
Group specific information;
Group specific information is divided to two parts

i)
group information;
Informative text is intended e.g. for other persons and it may e.g. describe more in detail the type and usage of the group.

ii)
group properties;
-
Group internal visibility
Defines whether the group ID, group specific information or service specific information are visible to group users.

-
Group external visibility
Defines whether the group ID, group specific information or service specific information are visible to external users.

-
Maximum number of entities:
Maximum number of entities that can be users of this group.

c)
Service specific information;
It shall be possible for multiple services to create and use service specific information. Detailed description of the service specific information is no in the scope of this TS. The service specific information can be defined by the terminal manufacturer, operator or service provider. Alternatively, values for service specific information can be as part of the service standardization to ensure interoperability. Service specific information may e.g. give additional information how the group should be used in context of a specific service. Service specific information may be e.g. more detailed definition what kind of access list is defined in the context of presence service.



5.3
Group member requirements

Requirements for the members are

a)
member ID;
Each member shall have ID(s), that can be one of the following
i)
Single person;
Member can be a single person which is referred with a member ID(s).

ii)
Known group of persons;
Member can be another group, which is referred with a group ID or a commonality of the group (e.g. *@3GPP.delegates.org).

b)
group member properties;
It shall be possible to associate properties for each group member. Such properties are

i)
Member role;
Each member shall have a role property. It defines whether the member is an administrator, moderator or user.

ii)
Anonymity;
It shall be possible to hide the user ID and all user related information from other group users.
iii)
Member specific information;
It shall be possible to attach member specific information to each user e.g. user name and address details or some information that services can use.

5.4
Management requirements

The IMS group management shall provide capabilities for the administrator and moderators to manage groups. These capabilities are:

a)
Create a group;
It shall be possible for the administrator to create new groups. The administrator shall not become group member by default when creating a group. Further, when creating a group it shall be possible to

i)
define the members of the group;

ii)
define group specific information;

iii) define service specific information;

iv) define member properties;

b)
Delete a group;
It shall be possible for the administrator to delete a group.

c)
Add members to a group;
It shall be possible for the administrator and moderators to add members to a group.

d)
Get member list of a group;
It shall be possible for group members to get the list of all members of a group (or in case of anonymous members the number of them) unless restricted by the group internal visibility. In case of nested group only the group ID of the nested group will be provided.

e)
Remove members from a group;
It shall be possible for the administrator and moderators to remove members from a group.

f)
Get group member properties;
It shall be possible for the administrator and moderators to get group member properties.

g)
Modify group member properties.
It shall be possible for the administrator and moderators to modify group member properties within their rights.

h)
Get group and service specific information;
It shall be possible for the members of the group to get group and service specific information unless restricted by the group internal visibility.

i)
Modify the group and service specific information;
It shall be possible for the administrator and moderator (unless restricted by administrator) to modify all group and service specific information.

j)
Simultaneous access from multiple terminals;
It shall be possible for administrators and moderators to manage groups simultaneously from multiple terminals (e.g. via mobile phone and PC).
k)
Search a group.

It shall be possible to search a group. Search results shall not be provided if restricted by internal or external visibility. Search criteria may be one of following

i)
all groups on the server;

ii)
all groups on the server that searching party is member of;

iii)
group property.
5.5
Notification and acknowledgement requirements

It may be of interest for the group members to know who are the members of the group. Moreover, it might be of interest for the group members if the group changes while member(s) is (are) active in the service where groups are used. Therefore it shall be possible for



a)
Subscribe to the group events;
It shall be possible for the group members or services to subscribe to different events concerning the group. When an event occurs the group member(s) interested in that event shall be notified. The notification categories are:

i)
Group members change;
This includes also the changes in the number of anonymous users.

ii)
Group specific information changes;

iii)
Service specific information changes; or

iv)
Member properties change.


3.
Proposal

It is proposed to make the changes according to chapter 2 to the corresponding clauses and subclauses of the TS 22.250.
























































































