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1. Introduction

This contribution proposes message delivery and privacy requirements to the TR 22.940 and corresponding changes to other subclauses. 

2. Messaging requirements

6.1
General requirements

Network operators have different network configuration and commercial requirements. IMS messaging shall be supported in a manner that meets the operator’s IMS requirements. Thus, an identified set of functionalities and formats shall be standardized to ensure interoperability across networks and terminals to support IMS messaging.

The following general requirements shall be supported.

Editor’s note: Discussion of content formats should be aligned with the terminology used in SA WG2. Further, content format related requirements might be more suitable in some other chapter than general requirements.

Editor’s note: Requirements a), d) and e) are to be moved to another chapter.

a)
Content;

i)
Content formats shall be equal in all messaging types.

ii)
Content formats shall be defined so that they enable interworking with Internet messaging solutions, MMS and EMS.

iii)
Content formats shall support multimedia including e.g. text, images, audio, video clips.

iv)
Content size shall not be limited.

b)
There shall be a mechanism to differentiate between messages of different messaging types.

c)
It shall be possible to use a single address to identify the recipient irrespective of message type.




f)
Within the capabilities of networks and terminals, the user shall be able to experience consistent access to IMS Messaging regardless of the access network e.g. 3GPP systems, fixed networks, the Internet.

g)
IMS Messaging shall support a minimum set of functionality and message formats to ensure interoperability.

h)
IMS Messaging shall provide a minimum set of supported formats to ensure full interoperability between different terminals and networks (e.g. JPEG for pictures, MP3 for audio, MPEG for motion pictures).

i)
IMS Messaging shall support backwards compatibility.

j)
IMS messaging shall be able to support the capability for the terminal and network to take account of the capability of the user's terminal.

k)
IMS Messaging shall be able to support the capability of the network to take account of the availability, changes of the state of availability of the terminal (e.g. store/discard messages if the recipient is not available).

l)
IMS Messaging shall be able to support a request from the operator to enable/disable message delivery and submission.

m)
IMS Messaging shall be able to support a request from the user to enable/disable message delivery and submission.

n)
It shall be possible to store in the ISIM a number of sets of configuration information to allow access to IMS messaging services. One of these sets of configuration information is preset by the issuer of the ISIM. Such preset configuration information set shall only be configurable by issuer of the ISIM.   The preset configuration information is selected unless otherwise specified by the user.  It shall be possible to retain the configuration information when the UICC is used in different terminals.

o)
IMS Messaging shall be able to support a request by the user to manage the Service Preferences of his User Service Profile related to IMS messaging (e.g. customise his messaging environment within the capabilities of the terminal, network and messaging application). This could be unconditional or conditional e.g. depending on roaming conditions or operator restrictions).



r)
IMS Messaging shall allow an IMS Messaging service provider to configure IMS Messaging in such a way that one, several or all incoming IMS Messaging of a particular user be stored persistently in a network based repository 

s)
IMS Messaging shall allow an IMS Messaging service provider to configure IMS Messaging in such a way that one, several or all submitted IMS Messaging of a particular user be stored persistently in a network based repository 

t)
IMS Messaging shall be able to support a request from a sender to persistently store a sent IMS Message in a network based repository at the time of sending

u)
IMS Messaging shall be able to support a request from a user to persistently store an IMS Message for which he received a notification in a network based repository 

v)
IMS Messaging shall be able to support a request from a user to upload one or more IMS Messaging into a network based repository for persistent storage

w)
IMS Messaging shall be able to support a request from a user to retrieve one or more IMS Messaging that are stored in a network based repository

x)
IMS Messaging shall be able to support a request from a user to delete one or more IMS Messaging that are stored in a network based repository 

y)
IMS Messaging shall be able to support a request from a user to forward one or more IMS Messaging that are stored in a network based repository to another destination without being delivered first to that user.

z)
IMS Messaging shall be able to support a request from a user to view the list of IMS Messaging and message related attributes, such as sender, recipient, subject and date/time, in a network based repository 

Editor's note: The requirements through p to z may be more suitable for inclusion in a different section.

6.6
Message delivery requirements

Following requirements define the message delivery in IMS messaging. The requirements apply to all messaging types unless otherwise stated.
a)
Message delivery shall be immediate in immediate and group messaging i.e. messages are transported by the IMS system to the recipient's terminal (without notifications) unless (optional) message forwarding or (optional) message storage have been requested by the recipient.

b)
Immediate and group messages shall not be stored unless required by recipient of the message.

NOTE: If the messages are stored or forwarded they are additional services provided by the IMS service provider. The message handling after the storage/forwarding is outside the scope of standardization.

c)
It shall be possible for the sender to request delivery notification (success/failure) for a sent message.

d)
Messages shall be pushed to the recipient in immediate and group messaging services. For non-immediate messaging only notifications are pushed to recipient when a message arrives. It is an implementation issue if the message is fetched automatically or deferred for downloading a later time.
e)
It shall be possible for the recipient to request for message (and notification) screening subject to the capabilities of the network (e.g. automatically delete “junk mail”, anonymous messages without delivery to the recipient’s terminal).
6.7
User privacy requirements

Following requirements define user privacy in IMS messaging. These requirements apply to all messaging types.

a)
It shall be possible for the recipient to identify the sender of the message unless the sender has required anonymity.


b)
It shall be possible to block (and later unblock) messages from defined senders.


c)
It shall be possible to block (and later unblock) messages from anonymous senders.

d)
It shall be possible for the sender of the message request anonymity. 

In case of anonymous sender the sender's address shall not be visible for the recipient. However, the recipient shall be able to reply to the message. Anonymity service in context of immediate messaging is an IMS service provider and legislation issue and it may or may not be available. 

Following requirements are specific to group messaging unless otherwise stated.

e)
It shall be possible for the sender to use nickname when sending messages.

In case of nickname the recipient shall only be able to see the nickname but not the real address from which the message came from. It shall be possible to use nicknames for public and private messages. It shall be possible for the recipient to reply to the message sent with a nickname.
3. Proposal

It is proposed to make the modifications as proposed in chapter 2 to corresponding subclauses in the TR 22.940.
























































































