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1
Opening of the Meeting

The meeting was opened at 2pm. SA3 guests were welcomed to the meeting.

2
Approval of the Proposed Agenda

	Tdoc
	Subject
	Source

	S1-0201044
	Agenda for the SA1 LCS SWG
	Chairman


Agreed with addition of doc 1010 and other Nokia docs moved to item 4.

3
Call for IPR

	The attention of the members of this Working Group is drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of. 

The members take note that they are hereby invited:

· to investigate in their company whether their company does own IPRs which are, or are likely to become Essential in respect of the work of the Technical Specification Group.

· to notify the Director-General, or the Chairman of their respective Organizational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration forms.


4
Enhanced user privacy

	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-020922
	CR
	22.071
	
	
	
	Enhancement of Codeword Requirements for LCS
	NTT DoCoMo
	Agreed Nokia check before Friday

	S1-020949
	CR
	22.071
	
	
	
	CR to 22.071 Rel-6 on Anonymous requestor and anonymous target mobile
	Nokia
	noted

	S1-020950
	
	
	
	
	
	Discussion paper on codeword improvements and anonymity
	Nokia
	noted

	S1-020993
	CR
	22.071
	
	
	
	LCS – Extended Privacy Settings
	Telia
	Noted. Will be revised next mtg

	S1-021010
	CR
	22.071
	
	
	
	CR Codeword improvement, authorization token
	Nokia
	noted

	S1-021027
	LS
	
	
	
	
	LS back to SA1 and SA3 on enhanced user privacy and new security requirements for LCS.
	SA2
	noted


S1-020860. This LS was sent by SA1 following the Sophia Antipolis meeting. It answers the LS from SA3 (S1-020687). S1-021027 is a reply from SA2, adding that the requestor should be authenticated by LCS client and that the actual method of the authentication is not standardized.

860 and 1027 were presented by the chairman and SA3 made several comments, which will be made formally in a liaison statement. SA1 was not able to answer some of the comments there and then, but will deal with the LS when it comes. Comments were:

Trust and security model 

Definition of who trusts whom is missing. Network operator should trust VASP. Does the user trust the VASP?

Le interface security

SA3 can not contribute unless the interface is defined. SA3 may be able to propose text for security requirements of the interface if it will be defined. 

Requestor Authentication

Who issues these requests? 

Authentication is required before authorisation takes place. 

There is a requirement for authentication of the requestor, but no infrastructure therefore SA2 should do more. 

Is the requestor a mobile device or could it be an internet connected device? 

Interface LCS Client – Requestor

There should be a requirement that position information is transferred in a secure and reliable manner. 

Is SA1 willing to extend the scope of the specification or is it up to the implementer? In the latter case there should still be some minimum requirements.

Requirements for LCS client – Requestor interface should be the same as the other interfaces otherwise there would be a security hole.

Interoperability

No comments.

******************

S1-020950 Discussion paper on  authorization tokens, anonymous requestor and anonymous target mobile. Jens Staack presented this contribution. It explains the background to 2 proposed CRs in 1010 and 949. The following comments were made:

· Can anonymity conflict with legal requirements to locate someone? Presumably there is no anonymity from the operator.

· LCS client does not have to register in home PLMN.

· Replay token?

· Can remain anonymous to VASP? Can you talk to a friend who knows your alias whilst remaining anonymous to everyone else?

S1-021010. This is a CR to introduce the concept of authorization tokens. Jens presented it and the following comments were made:

· Mobile doesn’t know who the nearest LCS client is – the LCS client is anonymous to the UE.

· Law enforcement problem – in some cases the client should not know that his position was requested.

· Too much implementation detail in the CR.

· Feature should not be mandatory to implement. Should it be separated from Rel-5 codeword?

Nokia will revise this CRs for the next meeting. DoCoMo asked for more time to consider the concept of authorization tokens, therefore time was granted until the next LCS SWG meeting (July). It was stated that SA3 should have been more involved with codeword from the beginning. Nokia are expected to work in SA2 and SA3 in this area, and restrict SA1 contributions to service requirements only. 
S1-020949, CR to 22.071 Rel-6 on Anonymous requestor and anonymous target mobile, Nokia. 

Jens presented the CR and the following comments were made:

· The last sentence does not belong in a stage 1.

· It would be better to specify what should be kept secret from whom (e.g. MSISDN).

· Keep requestor secret (no interest for LCS client to know identities of friends, therefore keep everyone anonymous to the LCS client).

Nokia will revise this CR. Everyone else is requested to consider the principle of anonymous requestor and make comments by no later than the next LCS SWG meeting (July). 

***************

S1-020922, Enhancement of Codeword Requirements for LCS, NTT DoCoMo. 

This CR was agreed but Nokia will check with Finland that it is OK (by Friday) as the contribution was late.

S1-020993, LCS – Extended Privacy Settings, Telia. This contribution contains a CR to add privacy setting for services and service parameters in clause 6.  Anita presented it and the following comments were made:

· Why is it not possible to achieve this with the existing specification - each service is on a different LCS client?

· Should not talk about “services” but “service types”.

There were further discussions off-line and Telia agreed to revise the CR for the next meeting.

5
Privacy Override Indicator

S1-020686 from SA3 on Privacy Override Indicator was considered at the Sophia Antipolis meeting and Ericsson/Nokia were requested to produce a CR (Rel-6) on this issue to be considered in Victoria in the joint SA1/SA3 meeting. Contribution not received.

6
Privacy Breach Loophole

	S1-021025
	LS
	
	
	
	
	Answer LS “Liaison statement on Release 99 changes to 22.071 to correct a privacy breach loophole ”
	SA2
	noted


S1-021025. This LS is a reply to S1-020666. The new requirement added to TS 22.071, to close a potential loophole (TS 22.071 CRs 34, 35, 36), is already catered for in the LCS stage 2 specifications so no further action is required.

7
LBS Scenarios
	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-021016
	LS
	
	
	
	
	LS to 3GPP SA1, 3GPP SA2 and LIF on LBS Scenarios
	GSMA SerG LBS
	noted

	S1-021026
	LS
	
	
	
	
	Answer LS “Liaison statement on LBS Scenarios”
	SA2
	noted

	S1-021046
	LS
	
	
	
	
	LS to 3GPP SA1 & SA2 on Privacy Control for LBS CDR and TAP Records
	GSMA SerG LBS
	noted


S1-021016. This LS asks SA1 to confirm that requirements are in place to support 5 scenarios – Pull, Push, Inter-operator Location Service Request, Roaming HPLMN, and Roaming VPLMN. 

S1-021026 is a reply from SA2 to the above LS. It is noted that the scenarios depend on the new GMLC-GMLC interface and that anonymous requestor and anonymous target scenarios are not yet supported.

Interested delegates were asked to study the scenarios to see how the service requirements can be captured in TS 22.071 Rel 6. GSMA members may wish to contribute to the work. It was noted that Nokia is already doing CRs for anonymous requestor and anonymous target. 

S1-021046. This LS asks SA1 to ensure that the privacy check is always be performed by the home operator. This has already been fulfilled by the CR in 864. This news will be communicated by Kevin Holley to SerG.
8
Any other LCS issues 

	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-020862
	WID
	
	
	
	
	Proposed Rel 6 Work Item description: Location services enhancements
	Nokia, MM02, Ericsson, Siemens, Qualcomm
	Agreed in SA1 plenary Monday 13 May

	S1-020965
	
	
	
	
	
	Overview of US FCC E911 Accuracy Requirements and Granted GSM/GPRS
	TruePosition
	noted

	
	
	
	
	
	
	
	
	


S1-020862, Proposed Rel 6 Work Item description: Location services enhancements, Nokia et al. This is the result of discussions at the previous SWG LCS meeting in Sophia Antipolis. Delegates had been given time to consider if there are other items for inclusion in the Rel-6 WID. Already agreed in SA1 as no new items had been identified by then.

S1-020965, Overview of US FCC E911 Accuracy Requirements and Granted GSM/GPRS, TruePosition. Provided for information. Presented by Rhys Robinson.

9
1
Executive Summary:

1.1
General

tbd

(Note: The agenda is done to report template)

999
Output Change Requests

	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	S1-020922
	
	
	
	
	
	Enhancement of Codeword Requirements for LCS
	SWG LCS
	agreed

	
	
	
	
	
	
	
	
	


10
Output Liaison Statements

	TDoc
	Type
	Spec

No
	CR

No
	Rev
	Rel
	Title
	Source
	Result

	none
	
	
	
	
	
	
	
	


11
Closing of the LCS SWG

The meeting closed at 5.30pm.
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	6
	CR Codeword improvement, authorization token
	Nokia
	noted

	S1-021016
	LS
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	SA2
	noted

	S1-021026
	LS
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	SA2
	noted
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	LS
	
	
	
	
	LS back to SA1 and SA3 on enhanced user privacy and new security requirements for LCS.
	SA2
	noted

	S1-021044
	agn
	
	
	
	
	SWG LCS agenda
	D Williams
	Agreed with changes

	S1-021046
	LS
	
	
	
	
	LS to 3GPP SA1 & SA2 on Privacy Control for LBS CDR and TAP Records
	GSMA SerG LBS
	noted

	S1-021047
	
	
	
	
	
	LCS SWG meeting report. May 15
	LCS chairman
	To SA1

	S1-021048
	
	
	
	
	
	LCS presentation
	LCS chairman
	To SA1

	S1-021049
	
	
	
	
	
	Reserved for LCS
	
	

	S1-021050
	
	
	
	
	
	Reserved for LCS
	
	

	S1-021051
	
	
	
	
	
	Reserved for LCS
	
	

	S1-021052
	
	
	
	
	
	Reserved for LCS
	
	

	S1-021053
	
	
	
	
	
	Reserved for LCS
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