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Intellectual Property Rights

Foreword

This Technical Report (TR) has been produced by the 3rd Generation Partnership Project (3GPP), Technical Specification Group RAN.

The contents of this TR are subject to continuing work within 3GPP and may change following formal TSG approval. Should the TSG modify the contents of this TR, it will be re-released with an identifying change of release date and an increase in version number as follows:

Version m.t.e

where:

m
indicates [major version number]

t
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

e
the third digit is incremented when editorial only changes have been incorporated into the specification.

1 Scope

The purpose of the present document is to help the TSG RAN WG3 group to specify the changes to existing specifications, needed for the introduction of the Shared Network support in Connected Mode worktask, as proposed in [1].

The document describes the agreed requirements related to the worktask, the different areas that were studied, the agreements that were made, and it identifies the affected specifications with related Change Requests. It also describes the schedule of the worktask.

This document is a ‘living’ document, i.e. it is permanently updated. 

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

· A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.

[1] Work Item Description: “Shared Network support in Connected Mode”
 RP-020246, submitted at TSG RAN#15.

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply.

Subscriber Access Group (SAG): Group of subscribers which are allowed to access cells of an area defined by a number of LAs.
SAG member information: Information obtained from the CN indicating of which SAGs a UE is a member.
SAG access information: Information configured per LA indicating for which SAGs access to this LA shall be allowed or not allowed.

Shared Network Area (SNA):  Area consisting or one or more LA’s to which access can be controlled. 

3.2 Symbols

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

NRR
National Roaming Restrictions

SAG
Subscriber Access Group

SNA
Shared Network Area

Introduction

Based on the Release-99 specifications, the CN+UTRAN have mechanisms available to provide UE-specific access restrictions for LA’s of the current PLMN and other PLMN’s when the UE is in Idle Mode
.  These mechanisms can be used for implementing shared networks solutions in which, based on roaming agreements, the access restrictions to be applied might be different for different UE’s.

Although the Release-99 specifications specify these mechanisms for handling the UE when in Idle Mode, insufficient mechanisms are specified to provide similar access restrictions in Connected Mode. In Connected mode the UE mobility is handled by the UTRAN and the UTRAN does not have the necessary information (e.g. roaming agreements) to provide a consistent access restriction handling in Connected Mode.

The objective of this study is to enable the CN+UTRAN to provide a consistent UTRAN mobility access restriction handling based on roaming agreements in both Idle and Connected Mode.

This study considers two shared network scenarios, which examplify shared network applications:

1) Geographically Split Network
E.g. 2 operators both covering part of the country, together providing UMTS access in the whole country.

2) Common Shared Network
E.g. one UMTS operator providing UMTS service for himself and 2 other GSM operators

3.4 Geographically Split Network

The Geographically Split network solution results in a situation in which different UE’s which are allowed access to a UTRAN have different access restrictions to different parts of this UMTS RAN. An example situation is shown in figure 1:
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Figure 1: Geographically Split example

In this example, operator A and B work together to cover a whole country but still compete in the middle area where they both have coverage. The PLMN’s of Operator A and B UMTS RAN’s will typically be equivalent PLMN’s in this solution. UE’s of operator B might be allowed in the whole UTRAN of operator A except where the two UTRAN’s overlap. In these overlap areas, access of operator B UE’s to LA/cells of operator A would normally be restricted. In Idle mode and connected mode other than CELL-DCH, national roaming on a regional basis (based on LA’s), solves the problem. A consistent solution is needed for CELL-DCH state. 

3.5 Common Shared Network

In the Common Shared Network scenario, there are no access issues within the UTRAN but at the borders of the UTRAN, the UTRAN has to consider the correct neighbouring GSM/UMTS cells as possible candidates for handovers. 

 [image: image3.wmf]UMTS shared by

operator A, B, C

might be As PLMN

GSM A

GSM B

GSM C

UE


Figure 2: Common Shared Network example

In figure 2, UMTS operator A has allowed access to UE’s from operators B and C to its UMTS network. When a UE moves as indicated, the correct GSM cells should be considered for handovers. The situation is further complicated because national roaming restrictions might exist between e.g. operator C and operator B. These NRR should be extended to all UE states.

3.6 Comparison

Note that although in figure 2, the neighbouring networks are considered to be GSM networks, this is not required; they could also be UMTS networks. Although in such a situation, there is more than 1 UMTS network involved, still this Common Shared Network case is quite different from the Geographically Split Network case:

· In the Geographically Split Network case, the shared UMTS area is covered by multiple (equivalent) UTRANs each with their own PLMN-Id, whereas in Common Shared Network case, the shared UMTS area is covered by one UTRAN (one PLMN-Id). 

· In the Geographically Split case, the focus is on access restriction issues within the shared network. In the Common Shared Network case, the focus is on access restriction issues at the boundary of the shared network to cells of neighboring networks.

The above two cases should be considered “school examples”. Real-life configurations might be complex combinations of these two cases. E.g., since the “equivalent PLMN UTRANs” of the Geographically Split will typically also have neighbouring networks, the problem described for the Common Shared network might also occur at the boundary of the Geographically Split network. 

In Idle mode, the CN will inform the UE about the applicable access restrictions when the UE performs Locations/Routing Area Updates (LAU/RAU).  However, in CELL-DCH connected mode the UTRAN will be quite heavily involved in the accesss restrictions handling. This because for a UE in connected mode, the CN will not be informed about the mobility of the UE. As a result, for handovers the UTRAN will have to filter out the valid handover candidate cells from the list of all neighbouring cells present. In other modes than CELL-DCH connected mode, the access restrictions are handled thanks to NRR on a per LA basis. The access rights in all the UE modes/states must be aligned.

Issue: all states in Connected mode, and in particular cell-FACH state has to be taken into account as well, and the text in this Section 4 above and other sections may need some modifications.

4 Requirements

The following requirements are identified:

1) The shared network solution shall be able to handle access restrictions  in connected mode based on roaming agreements within the coverage of one UTRAN, and at borders between networks.

2) The shared network solution shall support a situation of up to 6 UTRAN operators and TBD GSM operators together providing a UMTS coverage solution in a country.

3) The shared network solution shall provide the possibility to handle differently the subscribers of each operator and roamers based on international roaming agreements. Access rights to a given area/cell shall be the same whatever the UE mode/state.

4) The shared network solution shall also provide the possibility to handle an additional subscriber differentiation allowing e.g. to have different access rights for different international roamers.

5) The shared network solution shall not exclude usage in multi-country situations i.e. situations where in neighbouring countries different existing shared network configurations are to be merged.

5 Study areas

5.1 General

Any new functionality introduced in R5 should be introduced with the least possible impact to the existing R99/R4/R5 specifications.

5.2 Description of proposed changes

As is indicated in  Section 4, in CELL-DCH connected mode the UTRAN will be involved in the accesss restrictions handling.  As a result, for handovers the UTRAN will have to filter out the valid handover candidate cells from the list of all neighbouring cells present.  Currently multiple solutions have been proposed on how the information that the UTRAN needs in order to perform this filtering is brought into the UTRAN.  The different solutions are discussed seperately in the sections below, followed by a section comparing the solutions.

5.3 SAG based solution

5.3.1 Principles and Mechanisms

This solution is based on so called Subscriber Access Groups (SAGs). A SAG is a group of subscribers for which access to LAs of the UTRAN or LAs of neighbouring networks can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, SAG access information shall be configured for the concerning LA. This SAG access information indicates for each SAG if access to the LA shall be allowed or not allowed.

If access for a specific UE needs to be restricted, the CN shall provide SAG member information for that UE. The SAG member information indicates of which SAGs a UE is a member.

The UTRAN determines if access to a certain LA for a certain UE shall be restricted based on the SAG access- and SAG member information. If access is allowed for at least one of the SAGs of which the UE is a member, access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

Both the SAG member information and the SAG access information are represented as bitmaps (of length 32, extendable). 

The SAG member information for a specific UE is constructed such that each bit represents (when set) a subscriber access group where the UE’s subscriber is a member of. The rule to enter a certain subscriber into a subscribers access group is performed in the CN, and  can be based on the PLMN-ID extracted from the IMSI. The subscribers acces group concept copes also with roaming users. Below, an example illustrates how it is possible to specify such information for a scenario with 3 operators.

Bit1 is set =SubscribersGroup1 is allowed;

Bit2 is set = SubscribersGroup2 is allowed;

…

Bit16 is set= SubscribersGroup16 is allowed;

Where:

SubscribersGroup1: operator A, 3rd party with roaming agreement with A only, …

SubscribersGroup2: operator B, 3rd party with roaming agreement with B only,…

…

SubscribersGroup16: …

The SAG access information for a specific cell is constructed such that each bit represents (when set) a subscriber access group which is allowed to access that particular cell.

If there are access restrictions relative to a certain cell, the DRNC shall include the SAG access information in the neighbouring cell information sent to the SRNC, while nothing is sent when this restriction is not present. The SRNC shall then use this information to prevent the concerned UE from performing undesired handovers. 

One very important thing is that the way the subscribers acces group is defined is flexible in order to take care of multiple combinations especially due to roaming agreements, but has to be done in a consistent, and therefore coordinated between SRNC and DRNC and in the same way for all RNCs connected via Iur. 

5.3.2 Impacts to Iu

If access for a specific UE needs to be restricted, the CN shall provide SAG member information for that UE. This can be done in the same way as when informing the UTRAN about the IMSI of the UE, i.e. by including the information in the COMMON ID and RELOCATION REQUEST messages.  The proposed SAG member information is constructed as follows:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Subscriber Access Group Member Info


BIT STRING (32, …)
A bit set to one indicates that the UE belongs to the subscriber access group represented by that bit in the bitmap. 

A bit set to zero indicates that the UE does not belong to the subscriber access group represented by that bit in the bitmap.

The order of bits is to be interpreted according to subclause 9.3.4.

5.3.3 Impacts to Iur

If there are access restrictions relative to a certain cell, the DRNC shall include the SAG access information in the neighbouring cell information and the Uplink Signalling Transfer Indication sent to the SRNC.  The proposed SAG access information takes the following form:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

SAG Access Information


BIT STRING (32, …)
Each bit indicates, if set to one, that the corresponding SAG is allowed to access the cell. If the bit is not set to one, that SAG is  not allowed in the cell. The order of bits is to be interpreted according to subclause 9.3.4.

5.3.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the SAG access information in the UTRAN per cell (for cells which have different access rights for different users), and the SAG-member information mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios.

Scenario
SAG-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA






Change access right for a cell






Change access rights for all cells in an LA






3rd operator joins shared network






5.4 LA based solution

5.4.1 Principles and Mechanisms

This solution is based on directly re-using the Location Area Identifier to communicate access restrictions to LAs of the UTRAN or LAs of neighbouring networks.

If access for a specific UE needs to be restricted, the CN shall provide a list of authorized and/or forbidden LAs for that UE. 

The UTRAN determines if access to a certain LA for a certain UE shall be restricted based on the list of authorized and/or forbidden LAs as provided by the CN. If that LA is on the list of authorized LAs, and is not on the list of forbidden LAs, access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

5.4.1.1 Impacts to Iu

In order to enable the UTRAN to perform the access controls, the CN has to send the list of authorised/forbidden LAIs corresponding to the UE. This can be done via Common ID and Relocation Request messages.

It is necessary to provide for each UE a list of the authorised PLMNs and information on the LAs of this PLMN to which access is allowed. In order to minimise the amount of signalling, it is proposed to provide some flexibility by offering the possibility to signal for each PLMN a list of authorised/forbidden LAs/LA ranges. The structure of the Access Rights Information IE would be the following:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Access Rights in authorised PLMNs

1 to <MaxPLMNs>



>PLMN Identity
M

OCTET STRING (3)


>Authorised Areas in PLMN

0 to <MaxnbLAs>



>>Start of LAC Range
M

OCTET STRING (2)
0000 and FFFE not allowed

>>End of LAC Range
O

OCTET STRING (2)
0000 and FFFE not allowed

>Forbidden Areas in PLMN

0 to <MaxnbLAs>



>>Start of LAC Range
M

OCTET STRING (2)
0000 and FFFE not allowed

>>End of LAC Range
O

OCTET STRING (2)
0000 and FFFE not allowed

If the Authorised Areas in PLMN and the Forbidden Areas in PLMN IE are not present, then the UE has the right to access any LA in the concerned PLMN.

If the Authorised Areas in PLMN IE is present and the Forbidden Areas in PLMN IE is not present, then the UE has the right to access only the LAs of the concerned PLMN in the list provided by the Authorised Areas in PLMN IE.

If the Authorised Areas in PLMN IE is not present and the Forbidden Areas in PLMN IE is present, then the UE has the right to access any LA in the concerned PLMN except the LAs in the list provided by the Forbidden Areas in PLMN IE

If the Authorised Areas in PLMN and the Forbidden Areas in PLMN IE are both present, then the UE has the right to access only the LAs of the concerned PLMN present in the list provided by the Authorised Areas in PLMN IE and not present in the list provided by the Forbidden Areas in PLMN IE.

If the End of LAC Range IE in an instance of the Authorised/Forbidden Areas in PLMN IE is not present then the LAC Range is reduced to one LAC identified by the Start of LAC Range IE.

MaxnbLAs = 2^16 – 2.

MaxPLMNs = 32

5.4.2 Impacts to Iur

In most of the cases, the list of authorised/forbidden LAIs are available when the first RAB is requested by the CN (Common ID is sent before RAB Assignment, generally after authentication phase). In this case, the SRNC can perform the access control thanks to the knowledge of the neighbour cells LAI.

Neighbouring Cell Info IEs, provided in Iur RL Setup Response, contains the LAI of the neighbour cells that are controlled by another DRNC. This is mentioned in section 8.3.1.2 of TS 25.423: “If a UMTS neighbouring cell is not controlled by the same DRNC, the DRNC shall also include the CN PS Domain Identifier IE   {i.e. PLMN-ID + LAC + RAC} and/or CN CS Domain Identifier IE {i.e. PLMN-ID + LAC} which are the identifiers of the CN nodes connected to the RNC controlling the UMTS neighbouring cell.”

LAI is also provided for GSM neighbouring cells. 

However, LAI is not provided for the neighbouring cells controlled by the DRNC itself.  

Therefore, it is needed to mandate this information for neighbouring cells controlled by the DRNC itself in the Neighbour Cell Info IEs (the fields already exist and are optional; only the procedural text has to be updated). 

When the list of authorised/forbidden LAIs is not available, e.g. during signalling phase, the behaviour could be similar to the “Cell reserved for operator” case, where the access is granted as long as access rights are not known, then controls are performed as soon as IMSI is received from the CN.

5.4.3 O&M configuration and co-ordination

In this solution, it should be possible to configure the UE(LA-restriction mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios.

Scenario
LA-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA






Change access right for a cell






Change access rights for all cells in an LA






3rd operator joins shared network






5.5 SNA based solution

5.5.1 Principles and Mechanisms

This solution is based on so called Shared Network Areas (SNAs). An SNA is an area corresponding to one ore more LAs, to which UE access can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, the UTRAN shall be aware of which SNAs this LA is a part.

Note – it is an open issue whether an LA should be restricted to belong to not more than one SNA.

If SNA access for a specific UE needs to be restricted, the CN shall provide SNA information for that UE. The SNA information indicates which SNAs the UE is allowed to access.

The UTRAN determines if access to a certain LA for a certain UE shall be allowed. If an LA is part of at least one SNA to which the UE is allowed access,  access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

The SNA is configured in the UTRAN, and consists of one or more LAs. It can be identified using a globally unique identification (so-called Universal SNA) or using a PLMN specific identification (Non-Universal SNA).

Note – it is an open issue whether both universal and non-univeral SNAs need to be supported.

The CN provide the SNA information for a specific UE as a list of SNA identifiers representing shared network areas that the UE is allowed access to.

If there are access restrictions relative to a certain cell, the DRNC shall include the list of SNAs which a certain cell belongs to in the neighbouring cell information sent to the SRNC, while nothing is sent when this restriction is not present. The SRNC shall then use this information to prevent the concerned UE from performing undesired handovers.

5.5.2 Impacts to Iu

If access for a specific UE needs to be restricted, the CN shall provide the SNA information for that UE. This can be done in the same way as when informing the UTRAN about the IMSI of the UE, i.e. by including the information in the COMMON ID and RELOCATION REQUEST messages.  The proposed SNA information is constructed as follows:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Shared Network Area Info



At least one of the Universal SNAs IE and the Non Universal SNAs IE shall be included.

   >Universal SNAs
O
0 to <maxNrOfUniversalSNAs, …>
INTEGER (0..65535)
Universal shared network areas that the UE is allowed access to.

   >Non Universal SNAs
O
0 to <maxNrOfSNAPLMNs, …>

Non universal shared network areas that the UE is allowed access to.

     >>PLMN identity
M

OCTET STRING (SIZE (3))
- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

     >>PLMN specific SNA
M
1 to <maxNrOfSNAinPLMN, …>
INTEGER (0..65535)


Range bound
Explanation

maxNrOfUniversalSNAs
Maximum no. of universal shared network areas that the UE can be allowed access to. Value is 64.

maxNrOfSNAPLMNs
Maximum no. of PLMNs for which a UE can have non universal shared network area information. Value is 8.

maxNrOfSNAinPLMN
Maximum no. of non universal shared network areas, within one PLMN, that the UE can be allowed access to. Value is 8.

5.5.3 Impacts to Iur

If there are access restrictions relative to a certain cell, the DRNC shall include the SNA information in the neighbouring cell information and the Uplink Signalling Transfer Indication sent to the SRNC. The SNA information contains the list of SNAs which a certain cell belongs to.  The proposed SNA information takes the following form:

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Universal SNA Info

0..<maxnoofUniversalSNAs>, …



 >Universal SNA
M

INTEGER

(0.. 65535)


Non Universal SNA Info

0..<maxnoofNonUniversalSNAs>, …



 >PLMN Specific SNA
M

INTEGER

(0.. 65535)


Range bound
Explanation

MaxnoofUniversalSNAs
Maximum number of Universal SNAs one cell can be part of.

MaxnoofNonUniversalSNAs
Maximum number of  Non Universal SNAs one cell can be part of.

5.5.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the SNA information in the UTRAN per cell (for cells which have different access rights for different users), and the UE(SNA-restriction mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios.

Scenario
SNA-based OAM Actions
Action to be taken in



Own Operator’s
Other Operator’s



RAN
CN
RAN
CN

Add new cell in existing LA






Change access right for a cell






Change access rights for all cells in an LA






3rd operator joins shared network






5.6 <TBD> based solution

[Rapporteur’s note – this section is a cut & paste from a contribution, and therefor needs to be restructured to match the structure of the TR.]

5.6.1 Principles and Mechanisms

5.6.1.1 Access rights tables in each VLR

In the type 2 solutions that have been proposed previously, the access rights information needed in an RNS to handle properly the handovers is transferred from the CN via the Iu interface only. That information is related to:

· all LAs of the V-PLMN (because of Iur inside the UTRAN within the V-PLMN),

· the neighbour PLMNs/LAs,

· other PLMNs (only if connected via Iur to V-PLMN which does not seem to be an usual case).
In the existing VLR with national/international roaming, only access rights related to the LAs covered by the VLR is configured. 

The existing VLR has to be enhanced by the addition of international/national roaming agreements tables of the whole PLMN: that could be achieved either by O&M or by non-standardised external coordination between VLRs. Furthermore, each time there are modifications in one VLR, all the other VLRs have to be updated immediately.

Another drawback is the increase of the access rights tables in the VLRs.

5.6.1.2 Amount of data over the Iu interface

In the type 2 solutions that have been proposed previously, the access rights information related to one MCC/MNC is transferred to the RNS at each new RAB Establishment (via Common Id message) and at each Relocation Request for each active mobile. Since most of the users have the same MCC/MNC, the same information is transferred many times. This is not efficient with regards to the bandwidth usage over the Iu, and increases the size of the RANAP messages unnecessarily.

Furthermore, the access rights information corresponds to semi-static information and should not be linked with calls or UEs.

5.6.1.3 Proposed solution

The solution consists in transferring via the Iu interface only the international/national roaming agreements already configured in existing VLR, i.e. roaming agreements related to the LAs covered by the RNS. There is no need to change the roaming tables in the VLR.

The access rights information of the LAs not covered by the RNS are transferred by the other RNCs via Iur interface. Each RNC transfers the access rights information that it received from its VLR via its Iu interface.

Furthermore, instead of transferring the access rights information at each new RAB or Relocation for each active mobile, it is proposed to transfer it only when the RNS asks for it (e.g. at RNC restart, VLR restart or at each Iu/Iur link recovery) and at each access rights modification in the CN or in a neighbour RNC. 

Regarding neighbour PLMNs, it is not needed to transfer the Access Rights information as long as there is no Iur interface between PLMNs. It is more secure that the target RNC makes the control when it is in a different PLMN. Indeed, in a Relocation procedure via the CN, the target RNC is able to check the access rights related to the concerned UE thanks to its IMSI. The only modifications is the introduction of additional cause values in the Relocation Request Ack message from the target RNC. When its IMSI is not available yet, the target RNC will accept the relocation, and will be able to check the access rights as soon as it receives the IMSI via Common ID message from the CN (since the target RNC would have become the new SRNC).

Another way to handle neighbour PLMNs would be either to configure the cells adjacent to the PLMN border with the access rights, or to obtain this information via the local VLR which would have been configured with neighbour PLMN areas.

Controls in the target RNC and in the source RNC could be combined: 

When there is an Iur between two PLMNs, the access rights of the neighbour RNCs belonging to the second PLMN, and which are requested by an RNC belonging to the first PLMN, can be transferred via Iur interface. In the proposed modifications below, it is not proposed to handle that case, but that is possible by e.g. adding the PLMN identity. 

5.6.1.4 Description of a possible implementation

On the Iur, a set of Information Exchange procedures have been introduced (Information Exchange Initiation, Information Reporting, Information Exchange Termination, Information Exchange Failure). In the Information Exchange Initiation procedure, the Information Report Characteristics IE indicates how the reporting of the information shall be performed: on-demand, periodic, on-modification. 

This procedure is designed for semi-static information, i.e. not linked to a specific UE or a specific RAB. So, it is appropriate to access rights information that are configured by O&M in the CN.

It is proposed to use the Information Exchange procedure over the Iur for access rights information between RNCs, and it is proposed to introduce a similar procedure over the Iu interface.

5.6.2 Impacts to Iu

5.6.3 Impacts to Iur

5.6.4 O&M configuration and co-ordination

5.7 Comparision

[Rapporteur’s note – the <TBD> solution as described in Section 6.6 is not taken into account in the comparison yet]

5.7.1 Standards impact

In principle there is no difference in standards impact between the different solutions. All solutions require changes to RANAP (25.413), RNSAP (25.423), and 25.401 (Introduction of concepts).  As the LA based solution is using existing identifiers, one could regard the LA based solution as having the least standards impact. 

5.7.2 Signalling efficiency

In the SAG solution, the additional information exchanged over the Iu interface is always one bitstring of fixed length (proposed 32).  For the Iur interface, the additional information exchanged is always one bitstring of fixed length (proposed 32) per neighbouring cell for which access restrictions apply. 

For the LA based solution, the additional information exchanged over the Iu interface scales with the number of LAs involved (LAs from all PLMNs of the sharing operators, i.e. all PLMNs that can be reached over Iur), unless LA ranges can be used. Taking into account 2G systems where LAs are already assigned (and very difficult or even impossible to reassign), it will also be very difficult to gather the LAs in value ranges. This may lead to potentially long messages over the Iu, the size of which needs to be assessed.  For the Iur inferface, no additional information is exchanged.

For the SNA based solution, the additional information exchanged over the Iu interface scales with the number of Shared Network Areas that are defined. However, the SNA is a new identification, groups LAs together, and thus allocations can be optimimized for network sharing, without taking other considerations into account. For the Iur interface, if SNAs cannot overlap each other, the additional information exchanged is always one INTEGER per neighbouring cell for which access restrictions apply. 

5.7.3 Impact on existing functionality within a PLMN

LA based solution
As mentioned in Section 6.6.1, the standards impact is the least because of the re-use of existing identifiers (i.e. LAC).

If signalling optimization is needed,  there maybe a need for changing the LAids, which could have important consequenses for the operator. 

In order to use an LA-range solution, the LA-Id of many LA’s in existing GSM infrastructure might have to be re-allocated. This could take several months of configuration work for the GSM networks.-The LA is also one of the most stable identifier in the networks today and as such it is used for many purposes: Emergency call routing, Trend statistics, call routing, localised charging, alarm management, localised services (e.g. yellow pages) …. .  These functions all are likely to have ties to the LA identifiers. Introducing frequent and/or global changes to these identifiers will cause undesirable side effects in the operation of networks.

SAG and SNA based solution
In these solutions no existing identifiers are re-used. This enables a flexible access restriction handling without impacting existing concepts like SA or LA.

Independent of the LA-Id’s used in the GSM networks, by configuring the correct SAG-access information/SNA identifiers any access restriction solution for the UMTS(GSM  handover can be provided without any impact on the existing GSM networks.

5.7.4 Operations And Maintenance (OAM) aspects

5.7.5 Mobility to GSM


For the mobility to GSM, in case of handovers the UTRAN might be in a position to choose between different GSM cells, possibly from different PLMN’s.  In this case the selection might not only be required to be performed on PLMN level, but possibly also on a lower level like LA. 

Already when implementing Nation Roaming Restrictions (NRR) in current GSM networks, different access rights can be supported for different LA’s in a PLMN. Although todays implementations will typically only impact Idle mode mobility, it is expected that this is insufficient in the (near) future. In current GSM networks, due to the limited average duration of connections, only applying NRR in Idle mode will ensure that by far the largest part of the resources in a cell will only be used by MS’s which do not have an NRR in the concerning cell. Note, in some cases NRR may also apply when GPRS connected.

With the advance of the always connected paradigm and services like video streaming, it can be expected that the average duration of the connection will increase. Due to this increase, only limiting mobility in Idle mode might not lead to the desired resource restrictions since a UE in connected mode might move quite long/far into an NRR area. Therefor it is expected that NRR should also be applied in connected mode.

5.7.6 Scalability

5.8 Open issues

The following open issues are identified:

1. The need for Universal SNA’s, non-Universal SNA’s, or both Universal SNA’s and non-Universal SNA’s
2. The need to restrict an LA to belong to not more than one SNA.
3. 3. All states in Connected mode, and in particular cell-FACH state has to be taken into account as well as cell-DCH state.
6 Agreements

The following conclusions were agreed:

1. …..

7 Specification Impact and associated Change Requests

This clause lists places where Change request need to be given in order to enhance Release 5 specifications for this work task.
Table 1: Place where Change request is given in order to refer the new procedure

3G TS
CR
Title
Remarks






8 Project Plan

8.1 Schedule

Date
Meeting
Scope
[expected] Input
[expected]Output

June 2002
RAN#16
RAN Approval

Approved CRs as outline of the work reflected in this TR.







8.2 Work Task Status


Planned Date
Milestone
Status

1. 




2. 
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� Mechanisms include UE-specific LOCATION UPDATING ACCEPT/REJECT & inclusion of LA-specific/UE-specific equivalent PLMN information in LOCATION UPDATING ACCEPT.






