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Introduction:

Further to GSM Association’s WLAN Task Force Liaison Statement to the 3GPP SA1 WLAN Sub working group meeting in Saalfelden, Austria,  11-15th Feb 2002, we have produced a revised contribution for the section entitled 6
Service Requirements in TR.22 and added the following entitled - 6.3.5 UE Aspects.

Contact Marcus Taylor of the GSM Association (mtaylor@gsm.org) for any further information.

6.3.5 UE Aspects

3GPP system based  access control  requires existence of similar level of security for the access control related functions within user equipment that exists also in 3GPP user equipment. 

One identified option to realise this requirement is to have a UICC containing SIM or USIM application in the UE.
Deployed WLAN devices (according WLAN standards, e.g. 802.11, HiperLan 2 etc), that meet interworking requirements, e.g. security, shall be supported without upgrading the functionality.

User involvement in enabling scenario 2 interworking functionality in terminals shall be minimized (e.g. installation of SW)

 

6.3.5.2 Accessing UICC Data

One objective is to minimize complexity of administration for authentication and billing. One approach to this is to use the SIM card.

Several options have been identified, which may require further study, including:

1. Dedicated UICC card reader within the WLAN card

2. External UICC Card reader

3. By WLAN device communicating withUICC (e.g. via Bluetooth or IrDA port)

4. Storing UICC Data securely in software on the device (implementing a “Virtual SIM”). In this case the solution would have to meet the objective “Strong security for UICC data. Extra security could be provided by segmenting IMSI ranges to restrict the service such devices could access.

Each of these should be considered in conjunction with the section on Security objectives section 6.3.3.



































































































