SA1 SWG meetings
S1-020723

Sophia Antipolis, France, 8-12 April 2002
Agenda Item: GUP

Title:
Data contents of the 3GPP Generic User Profile (GUP)
Source:
Nokia

Document for:
Discussion and approval

1.
Introduction

This contribution discusses modifications to the subclauses 4.2 “Conceptual view of the GUP” and 4.3 “3GPP Generic User Profile Data classification” of the 3GPP Generic User Profile stage 1 TS 22.240 version 0.6.0.

2.
Discussion
The current draft contains overlapping descriptions about the GUP data contents and also about the data stores. It has been also recognized that the data classification part has not been thorougly discussed in the previous meetings. The current classification may confuse the reader and it has obviously rather loose ties to the forthcoming detailed GUP specification. The subclauses 4.2 and 4.3 are proposed to be replaced by a piece of text that is describing in more concrete terms the possible GUP components.

The proposed text is meant to serve as a basis for more comprehensive descriptions later on if this can be agreed upon as a common view.

The detailed GUP data definitions will be specified in stage 2 and 3 levels.

3.
Proposal

We kindly propose that the meeting would consider endorsing these changes to the draft of TS 22.240.

Editor’s Note: It was felt, that the following chapter is not consistent with 4.3. The conceptual view of GUP should be maintained but needs further discussion.

4.2 Conceptual view of the GUP

For each user (i.e. a 3GPP subscriber, characterised by an IMSI or IMS PID) one User Profile exists, but may consist of several ‘components’. The following diagram provides a conceptual overview of GUP, and is for informative purposes only:  

· A Value Added Service Provider may provide services which contain/provide user-related data. Some of the data will be generic, and stored as part of the GUP. Some data however will not be accessible to, or controlled by the GUP Service.

· In a similar fashion, a HE service may contain user data both generic and specific. 

· There is a clear need for data synchronisation between the various data elements and repositories of GUP data.

· Although OSA is provided as an example of a 3GPP service interfaces, the diagram does not indicate a mandatory requirement for it to be supported in order to provide a GUP service.
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An essential part of the GUP that is under control of the operator at least contains:

1. General subscription information of the user, consisting of

· a list of authorised services that the subscriber may subscribe to 

· a list of the subscribed services (which can be used for subscription check)  (these are the services the subscriber actually has subscribed to, a subset of the list of authorised services).

Note: Services that are outside the scope of 3GPP are outside the scope of this definition (e.g. user bookmarks, some VASP services). Complete visibility of all external services may not be provided.

2. Common user data
· Data which is not specific to individual services like addresses (e.g. MSISDNs), settings (e.g. privacy 

settings), preferences (e.g. language) e.t.c.

3. A  repository for terminal capabilities and backup of terminal parts of the GUP.


- For recovery purposes GUP shall support a mechanism to allow applications in the terminal to keep a backup copy of parts of their user data in the network. However it shall be under the control of the user if such a backup copy is created and synchronised.

In addition one or more Service Profiles for a user may be supported. (e.g. for “business use”, “private”, “gone fishing” ...). A particular service may adapt service behaviour according to the currently active Service Profile of the user. 

Application specific user data:

The user related data of services running on application servers (standardised or non-standardised) may be kept locally on these servers (without central management/control). The applications may want to make parts of the data available – e.g. for feature inte-rworking purposes – to other applications.

For this purpose the GUP shall define a mechanism that allows services running on application servers to make (parts of) their User data available as external components of the GUP in a standardised way. 

Value Added Service Provider (VASP)

Some of these services may be even running on application servers outside of the 3GPP System. Access to those external components of the GUP may involve secure interfaces (e.g. OSA)

The GUP shall establish a standardised mechanism that allows applications to locate any (also external) components of the GUP. This standardised mechanism shall be under the control of the operator.

4.3

3GPP Generic User Profile Data Classification

[Editor’s note: Need further discussion and verification of the following bullet points. Currently a lack of agreement on the definitions.]
The purpose of this classification is to understand the 3GPP Generic User Profile from a contents perspective i.e. what is within the scope of the 3GPP Generic User Profile.

The data that constitutes the 3GPP Generic User Profile can be classified according to the following classification criteria. This section contains a non-exhaustive list of classification criteria: Information Characteristics and Ownership. For each criterion there are examples. 
Examples of data categories that are not part of 3GPP Generic User Profile 

· Run Time Data. The data that is created during the initiation of the session, call or application execution and if they are only available during the lifetime of such session, call or application execution then they are considered as Run Time data.
· Historic/Statistic Data.  User/system behaviour information (e.g. statistics on the usage preferred web pages; duration, number of call; error rate).
(a) Information Characteristics:


· General Information 
· General User Information (Name, address, age, sex, ID)

· Logical identifiers (e.g. logical name, personal number, e-mail address)
· General Subscriber Information (Name, bill info, users)
· General Privacy preferences
· Capability description
Describes the capacity of something. It is normally not configurable by the user. Capability information can be used to select the best content/information/function/strategy among a number of possible ones.

· Terminal Capabilities
As the number and variety of devices grows, there is a corresponding increase in the need to adopt the interaction depending on the capabilities of different devices. The terminal capabilities have to be described. Examples of terminal capabilities are: User interface capabilities, Communication capabilities, Synchronisation capabilities, MExE capabilities, WAP Browser capabilities.
· Subscribed Network capabilities 
the variety of subscribed network capabilities will vary from user to user. There will be a need to describe the subscribed capabilities. Based on this information the subscriber will be allowed to gain access to the set of subscribed capabilities.

[Editor’s note: revisit the definition “service provisioning data” in previous draft]
· Roamed-to Network Capability                                                                                                            The capabilities of the used network will vary between networks and even within a network. The mobile environment related capabilities could differ from place to place. There will be a need to describe the supported capabilities. Based on this information and information about subscribed capabilities, the user will be allowed to gain access to the set of subscribed and supported network capabilities.

· Subscribed Service Capabilities
These data that provisioned to a user or not

· User’s Preferences 
These are wishes set by the user, and indicate a preference to use one particular type of content/information/function/strategy over another. A preference can be defined before you know which function will be using them. Examples are: 
· User Interface preferences
· Browser appearance (User's preference for displaying frames)

· Preferred memory usage

[Editor’s note: Need to revisit Service Customisation terminology and its relationship to capability description - above]
· Service Customisation
This is information used to customise one or more services/applications/functions according to the user.
Examples are:

· User interface (Ring volume, Vibrating alert, Ring signals, Melodies, Key sound)

· WAP Parameters (Bookmarks; Gateway: Internet account, Gateway IP address, User ID, Password, Data mode, Security, Show images, Response timer)
· User security policy (application download, ciphering, positioning)

· User Security data (Secret keys, user name)

· Authentication data (e.g. password, pin, voiceprint)
· Supplementary Services settings
· Quality of  service associated to the user 

· Status of Services (Active/deactive)

(b)  Ownership:

The ownership of data is used in the access control. An entity does not automatically own the data stored in it. A trusted entity can store data owned by many different owners.

· User

· Subscriber

· Home Network operator
· HE Value Added Service Provider
[Editor’s note: We need to revisit this bullet, regarding HE-VASP and VASP, and for Valued Application Service Provider – need to clarify definition. For both ownership and storage location]
Editor’s Note: The following text could not (yet) be merged / replace the text in 4.3 due to a general disagreement of the relevance of 4.3. Clarification is needed what information should be included in this section. In addition it was felt that clarification of the concept of GUP was needed before this section can be agreed. 
4.3

Contents of GUP data

This subclause clarifies the high level data contents of the 3GPP GUP enabling to recognise the primary coverage of the GUP concept and possible datastores in the UE, Home Network and Service Provider Environments.

The Generic User Profile may contain the following kinds of data:

· General user information;

· Core network service information;

· Authorised and subscribed services information;

· Terminal capabilities;

· Preferences;

· Privacy control data;

· Service specific information.

The Generic User Profile is a generic, extensible profile data collection with mechanisms to create, retrieve, delete and modify the data. Only part of the data contents can be standardised within 3GPP GUP specifications for example the application specific data is outside the scope of the 3GPP standardisation. However the generic GUP mechanisms and data definition models of GUP may be applied to those to facilitate easy adaptation for user related data by OAM systems and other applications.

Examples of those data that shall be standardised within GUP are listed below. It must be noted that also these data shall be extensible by implementations. Further the GUP shall reference existing specifications as far as feasible:

· Common user data (e.g. public and private user IDs, language, subscription type, ...);

· Core network service information (e.g. GPRS parameters in UE and HSS);

· User profile data in UMS (e.g. Cx profile);

· Terminal capability data (e.g. User Interface capabilities, communication capabilities, service capability,…).

In general services are not standardised by 3GPP, but the services can utilise the standardised GUP mechanism. A general GUP component for services shall be specified. Additionally service specific GUP components can be defined e.g. for the following services:

· IP Multimedia Services;

· Short Messaging Service;

· Multimedia Messaging Service;

· WAP services;

· Charging services;

· UE service profile and preferences;

· Streaming services.

The GUP components shall also allow proprietary extensions.

The data categories that are not part of 3GPP Generic User Profile:

· Run Time Data. The data that is created during the initiation of the session, call or application execution and if they are only available during the lifetime of such session, call or application execution then they are considered as Run Time data.
· Historic/Statistic Data.  User/system behaviour information (e.g. statistics on the usage preferred web pages; duration, number of call; error rate).
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