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1. Introduction

This document proposes first set of requirements for the IMS group management. The assumption behind the requirements is that IMS group management’s scope is only managing the groups, it is service independent and mainly consists of persons related to group. The detailed requirements are in the chapter 2. 

2. General requirements

The IMS group management shall provide the ability for users to create groups that can be utilized in context of different services. It shall be possible to assign different roles to the members of the group. The roles in question are 

a) group administrator;
Group administrator is the one who creates the group and have all possible rights for viewing and managing group and its properties. Each group shall have a group administrator.


b) group moderator;
Group moderator rights are assigned by the group administrator. The moderator has a subset of the group administrator rights.


c) group user;
Group user may have some rights to see the group members and group properties but shall not have any rights to modify the group and its properties. Group user can also be another group (from now on referred as inserted_group). In that case, all the members of inserted_group shall have group user rights.

The groups controlled by the IMS group management shall have following properties

a) group name;
It shall be possible to give a name to a group. The name does not have to be unique.


b) group ID;
Each group shall have a unique group ID. It shall be possible for the group administrator to suggest a group ID that may be accepted as such or modified by the group server. Group ID is used for referring to the group.


To enable efficient use of groups

a) the group members shall have possibility to get a list of all the groups where they are members.


b) it shall be possible to access groups simultaneously from multiple terminals (e.g. via mobile phone and PC).


3. Management requirements

The IMS group management shall provide capabilities for the administrator and moderators to manage groups. These capabilities are:

a) Create a group;
It shall be possible for the administrator to create new groups. The administrator shall not become group member by default when creating a group.


b) Delete a group;
It shall be possible for the administrator to delete a group.


c) Add members to a group;
It shall be possible for the administrator and moderators to add members to a group.


d) Get member list of a group;
It shall be possible for to get the list of all members of a group.


e) Remove a members from a group;
It shall be possible for the administrator and moderators to remove members from a group.


f) Modify the group member access rights;
It shall be possible for the administrator to modify all group member rights.

4. Notification requirements

It may be of interest for the group members to know if there are changes in the group while they are active in the service where groups are used therefore it shall be possible to

a) Subscribe the group change notification;
Group members shall be notified if there is a change in the group and the notifications are subscribed.

5. Proposal

It is proposed to include text in chapters 2 to 4 to 5.1 General requirements, 5.2 Management requirements and 5.3 Notification requirements (of IMS group management of TS ab.cde (IMS group management)), respectively.
























































































