TSG-SA WG 1 (Services) meeting #14
S1-011154

Kobe, Japan, 5-9 November 2001
Agenda Item: 

3GPP TSG-SA WG2 meeting #20
Tdoc S2-013055

Kobe, Japan, 29 October - 2 November 2001

________________________________________________________________________________

Title:
Liaison Statement on SA2 handling of OSA stage 1 requirements

Source:
3GPP TSG SA2
To:
3GPP TSG CN5
Cc:
3GPP TSG SA1
Response to:
S2-012894/N5-010934 (LS on architectural impacts of requirements)
Contact Person:


Name:
Christophe Gourraud
Tel. Number:
+1 514 806 5873
E-mail Address:
christophe.gourraud@lmc.ericsson.se
Attachments:
 none
1. Overall Description

3GPP TSG SA2 thanks 3GPP TSG CN5 for its LS requesting guidance on architectural aspects of OSA stage 1 requirements for R5.

During SA2#20, the VHE/OSA drafting meeting has analysed TS 22.127 v5.1.1, as well as associated approved CRs, and has reached the following conclusions.

The meeting sees two sources that can impact the specification of OSA within R5:

1. VHE requirements

2. Support of OSA SCFs by the underlying network (architectural aspects)

Depending on their nature, these VHE or architectural aspects may or may not impact the way OSA SCFs are specified by CN5. For instance, some architectural aspects only imply how OSA SCFs can be mapped onto network nodes and protocols.

3GPP TSG SA2 has identified that SA2 work should be performed for the following OSA stage 1 requirements:

· User Profile: expected activities related to the location of the OSA SCS, distribution of user profile information in different places, protocol(s) to access user profile information, authentication/authorisation aspects, VHE and other user profile requirements.

· Charging: connection to the IMS charging architecture currently being defined by SA2, as well as the IMS service architecture.

· Policy Management: impact if policies need to be shared between different SCS and stored in the network. Should not impact Policy Management SCF definition.

· Authorisation: VHE may require mechanisms permitting to authorise an HE-VASP application to request a specific OSA function on a specific user (based on subscription and privacy information stored in the Home Environment)

· IM Call Control: stage 1 requirements seem to relate to two IMS nodes: the S-CSCF (e.g. session control) and the MRF (e.g. media channel control, conferencing support).  The IMS service architecture and the ISC (Internal Service Control) protocol also have to be taken into account. This may impact how corresponding SCF(s) are specified.

· Information Transfer: is certainly applicable to the IMS as well, and may require specific protocol(s) and architecture. May not impact SCF definition.

· User Status: connection to the IMS architecture (how can user status information be retrieved by the OSA SCS?). May not impact SCF definition.

· Terminal Capabilities: storage and access to terminal capabilities. May also depend on requirements being defined in SA1 for user profile.

· Network Capabilities: SA2 asked for clarifications to SA1 about these requirements.

· Information Services: sharing of information between OSA applications and associated OSA SCS. Storage and access to the information. Relationship to VHE requirements for user discovery of services. CN5 should define the format needed for information services.

· Presence: connection to the presence architecture currently being defined by SA2.

2. Actions

To 3GPP TSG SA2 and CN5:
ACTION:
CN5 and SA2 should meet in Cancun to discuss these issues in a joint meeting
3. Dates of Next SA2 Meetings

SA2_21
26 - 30 November 2001

Cancun, Mexico
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14 - 18 January 2002

USA

