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Introduction

This specification defines the requirements for the support of the presence service.The presence service results in presence information of a user and information on a user's devices, services and services components being managed by the wireless network.  Together, user, these devices, services and services components are termed presentity (presence entity).  This TS makes extensive use of internet terminology to ensure alignment with the presence service description and behaviour in internet recommendations.

The presence service provides access to presence information to be made available to other users or services.  Exploitation of this service, see figure 1, will enable the creation of wireless-enhanced rich multimedia services along the lines of those currently present in the internet world.  

Presence is an attribute related to, but quite different from mobility information, and is a service that can be exploited to create additional services.  The types of services that could be supported by the presence service may include:-

· New communications services

The presence service will enable new multimedia services to exploit this key enabler to support other advanced multimedia services and communications.  These new services may infer the context, availability and willingness of a user to accept or participate in particular types of communications by accessing the presence information for the user's devices and services.    
Examples of such new multimedia services that could potentially exploit the presence service include "chat", instant messaging, multimedia messaging, e-mail, , handling of individual media in a multimedia session etc.

· Information services

The presence service may also be exploited to enable the creation of services in which abstract entities are providing the services to the mobile community.  The presence service may be used to support such abstract services as cinema ticket information, the score at a football match, motorway traffic status, advanced push services etc.  

· Enhanced existing services

Existing wireless services may also be significantly enhanced by exploiting the presence information.  For example a user may dynamically arrange for his wireless services to be supported through his corporate PABX whilst he is on-site, require media to be converted and directed to specific devices (e.g. user cannot accept a voice call whilst in a meeting, but is prepared to receive the voice call converted to text in the form of an SMS/MMS/e-mail message).  The presence service may also be used to enable the creation of advanced versions of CS/PS services, enable terminal capabilities support etc.

The following figure 1 represents a logical overview of how services could exploit the presence service to create advanced services.
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Figure 1: Logical presence service support of services

A presence-enabled service as observed by the user is a service in which the user can control the dissemination of his presence information to other users and services, and also be able to explicitly identify specifically which other users and services to which he provides presence status.  Combined with the capability of other users' control of their own presence status, virtually infinite combinations of users and services interacting at different levels can be created.

The exploitation of the presence service is already available in the internet world, although unfortunately with different non interoperable mechanisms.  This specification identifies the requirements for support of a wireless-enhanced version of the presence service through the support of wireless attributes (e.g. services, media components of a multimedia service, location information) in an interoperable manner both within the wireless network, and with external networks.

5
High level requirements

5.2
Principal requirements

The presence service shall provide the ability for principals to manage their presence information or the presence information of their devices, services and service media, even when roaming. Principals shall be able to be both the suppliers of presence information (i.e. presentities), as well as the requesters of presence information (i.e. watchers).  

The principals' requirements for the support of the presence service are defined in 5.3 General requirements, and the applicable requirements in 5.4 Management requirements and 5.5 Notification and acknowledgement requirements.

5.3
General requirements

The following general requirements for the presence service shall be supported:-

a)
Presence information

Presence information for presentities shall be made available in a standardised format to enable interoperability.  

The standardised presence information format:

i)
shall be able to interwork with IETF specified presence information formats (e.g. RFC 2778 [3], RFC 2779 [4] and CPIM [5])

ii)
shall enable it to be extended to represent additional information (resulting in large variation on size of the presence data e.g. from the size of simple note to size of video clips), without undermining the standardised format (e.g. customise the status dependent on location, time of day, devices etc.).
iii)
shall include a means to uniquely identify the presentity

iv)
shall define a standardised presence schema suitable for different services (e.g. instant messaging), with a minimum set of attributes and their values needed for interoperability within 3GPP (e.g. status attributes with the following values open, closed, online, offline, busy, away, do not disturb etc.)

v) shall include a means to relate contact information for the presentity's principal (if applicable), such as email address, telephone number, postal address etc., or a link to that information
b) Principals' ability to indicate willingness/ability to communicate independently of the presentity's status in the case of user (person) class of principal.
c) A means to uniquely identify the watcher

c)
Forward compatible presence service

Presence service shall leverage current and evolving presence technology by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards.

d)
Interoperability with external presence services

External networks (e.g. those in other PLMN’s, the Internet, LANs etc.) currently support several different forms of presence service.  The presence service shall enable the wireless network to present a consistent and interoperable support of presence, such that the wireless presence capability users can interwork with one or more other external presence services.  

e)
Consistent and interoperable presence service

Regardless of the service using presence information, the presence service shall be supported in a consistent and interoperable manner between the UE and the network

f)
Transport independence

It shall be possible to use the presence service independent of the bearer or transport mechanism.  Restrictions may apply due to the nature of the underlying transport mechanism (e.g. a CS terminal may not be capable to supply the same presence information as a terminal attached to the IM CN Subsystem)

g)
Presence service quality of service

i)
the Presence Service shall enable a watcher, if required, to request a time after which delivery of the requested information shall not take place. 

ii)
the Presence Service shall enable a presentity to indicate an expiry time for the presence information, if required.

iii)
the Presence Service shall enable presence information delivered to a watcher to be marked with an expiry time, if required.

h)
Presence and other user services 

The operation of Presence Service may be offered both in parallel and independent of other services, e.g. supplementary services, teleservices, bearer services or any other services 
5.4
Management requirements

The following management requirements shall be supported for the presence service:-

a)
Access to the presence service

The presentity shall have the ability to accept or reject a request for presence information on a per watcher basis, with the option:-

i)
once only per watcher (e.g. set up access rules for known watcher, groups of watchers, anonymous watcher-subscriptions, etc.), 

ii)
for each presence information request (e.g. for watchers that are unknown or not set up in the current access rules).

iii)
it shall be possible for the presence service to make access control decisions on behalf of the presentity (e.g. when the presentity is out of contact) subject to the presentity's privacy

b)
Watcher-subscription to a presentity's presence information

i)
an entity shall be able to watcher-subscribe to the presence service at any time, i.e. to request notification from the presence service of (future) changes in a presentity's presence information, subject to the presentity's privacy. Note, that by this watcher-subscription the entity becomes a subscribed-watcher.

ii) subscriptions are soft-stated. The subscribed-watcher shall be able to refresh a watcher-subscription to the presentity’s presence information at any time.  A watcher-subscription refreshes overwrite an existing watcher-subscription for the same presentity, subject to the presentity's access rules – the duration of a watcher-subscription starts from the time it is accepted.

iii)
the subscribed-watcher shall be able to cancel his watcher-subscription to a presentity's presence information at any time.  Whenever a subscribed-watcher withdraws its watcher-subscription from a presentity’s presence information, the subscribed-watcher shall no longer be receiving notifications regarding the presentity’s presence information.

iv)
an unauthorised third party shall not be able to cancel a subscribed-watcher's watcher-subscription to a presentity's presence information

c)
Supplying data to, and requesting data from, the presence information

It shall be possible to request the current value of presence information data on demand at any time (i.e. a fetcher) or on a periodic basis (i.e. a poller) subject to presentity privacy, or to be notified of subsequent changes in presence information data (except when such notification is prevented by access rules), and:-

i)
it shall be possible to inform the presentity of watcher-subscription requests

ii)
it shall be possible to report existing watcher-subscriptions to the presentity (on request or periodically)

iii)
the subscribed-watcher shall be able to determine the status of his watcher-subscription to that presentity's presence information, at any time.  

iv)
it shall be possible for the presentity to request the watcher information

v) 
it shall be possible for the watcher and/or presentity to withhold their identifier

vi) if the subscribed-watcher so chooses, the subscribed-watcher's watcher-subscription to a presentity's presence information shall not be revealed to other watchers.

v) It shall be possible for a watcher to define which parts of a presentity's presence information it receives, subject to the presentity's privacy requirements.
vi) it shall be possible to update only changed part of the presence information.
Note: this may be a new requirement which should perhaps be added to the CPIM recommendation

d)
User availability and mobility

The presence service shall continue to be supported if the environment into which the user has moved supports presence service.  The presence service shall take into account changes in the availability of users (e.g. the user is out of contact or not reachable, despite having activated his presence) or his mobility (e.g. wherever he may be in his home environment or in a visited network).

e)
Registration to the presence service

i)
It shall be possible for a presentity to establish a registration to the presence service

ii)
It shall be possible for a presentity to cancel its registration to the presence service

f) Access to presence service

i) it shall be possible for the presence service to accept presence information from a presentity at any time

ii) it shall be possible for the presence service to accept requests from, and provide presence information to, an authorised watcher at any time

h)
Principals, which are 3GPP Subscribers

If a 3GPP subscriber is a principal to one or more Presentities and/or Watchers her preferences, settings and personalisation data (e.g. access rules) which are not part of the presence information shall be part of her VHE User Profiles [2].

The following high level presence service requirements may be supported:-

a)
Location information

Integration of location information, and provide notifications based on changes in location as requested by a watcher.

Note:
The presence service may also allow other presence attributes to be supported.

6
Privacy

6.1
General privacy requirements

Specific local, national, and regional privacy regulations shall be complied with.

The privacy aspect of presence information and the need for authorisation before providing presence information shall be configurable by the user (i.e. presentity).

It shall be possible for the user (i.e. presentity) to define different user groups with different levels of authorisation, e.g. the details of presence information (i.e. both number of attributes and values of attributes) may depend on target user groups (e.g. family, friends, colleagues etc.).
Any services using the presence information shall ensure privacy agreement before releasing presence information. The presence service does not address deployment specific issues (e.g. where agreements are stored or how they are negotiated). It only gives requirements for privacy management. 

The following privacy requirements shall be supported:-

· principal privacy

a principal of a presentity shall, at any time, be able to control to whom, for how long and what (all or part of) presence information of the presentity is provided, and a principal of a watcher shall, at any time, be able to control to whom, for how long and what (all or part of) watcher information of the watcher is provided

Note:
need to consider where subscriber privacy (as distinct from principal privacy) requires to be addressed

An operator shall, at any time, be able to override subscriber, possessor and principal privacy preferences if required to do so by local authorities.

6.2
Access rules

The principal that controls the presentity shall be able to define access rules, in order to control how the presentity’s presence information is made available for watchers.

These access rules shall define:

· a list of watchers allowed access to the presentity’s presence information. This list can be defined in several ways. For example: watchers x and y are allowed, or every watcher is allowed except watcher z, all watchers are allowed…
· the validity of the access authorisation granted for a given watcher. The access to the presentity’s presence information can be restricted for a certain period, or during specific periods of the day.

· the attributes of the presentity’s presence information that can be made available to a given watcher.

· the ability to provide different presence information (i.e. both number of attributes and values of attributes may vary) based on the watcher and principal's preferences (e.g. its availability). For example: watcher x receives 'Online/Instant Messaging/im:a@there.com', while watcher y receives 'Offline/Instant Messaging/im:a@there.com'.
A set of default access rules shall be defined by the principal.

The Home Environment shall be able to override the privacy requirements if needed. (c.f. legal interception requirement in clause 5.3) 
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