3GPP TSG SA WG 1 Meeting #102 	S1-231402
Berlin, Germany,  22 - 26 May 2023	(revision of S1-231271)

Source:	OPPO
pCR Title:	pCR on reference to EPC Tag Data Standard
Draft Spec:	3GPP TR 22.840 v1.1.0
Agenda item:	7.2
Document for:	Approval
Contact:	Peng Tan, v-tanpeng@oppol.com

Abstract: this contribute proposes to update reference to EPC Tag Data Standard with the latest TDS v2.0
1. Introduction
In TR 22.840 v.1.1.0, the reference [5] provides a link to a web page dedicated to a set of GS1 RFID standards. This page covers a wide range of topics related to RFID standards, such as identification, RFID air interfaces, RFID software interfaces, and implementation guidelines. One can see from the context where this reference is used, it specifically refers to the EPC Tag Data Standard (TDS). For instance, the information provided in TDS is utilized in Table 5.3.6-1, Table 5.5.6-1, Table 5.22.6-1, Table 5.23.6-1, Table 5.24.6-1, and Table 5.25.6-1 to determine the appropriate message size based on the length of the EPC code.
Similarly, in Clause 5.12.1, Table 5.12.6-1, and Table 5.14.6-1, EPC Tag Data Standard v1.1 Rev.1.24, which is referenced as [15], is also used to determine the appropriate message size. 
We recommend consolidating the two references and updating the reference to the latest Release 2.0 of the EPC Tag Data Standard (TDS) to ensure the accuracy and relevance of the information provided.

2. Reason for Change
The current reference to TDS 1.1 may not be optimal for describing the EPC scenarios outlined in several use cases where the EPC length is longer than 96 bits. For instance, Clause 5.5.1 mentions a 240-bit EPC code, and Table 5.7.6-1 lists a 128-bit EPC. TDS 1.1 only defines five EPC identity types, namely SGTIN, SSCC, SGLN, GRAI, and GIAI, each with either a 64-bit or 96-bit encoding format. To address this limitation, updating the reference to the latest version of the EPC Tag Data Standard, TDS 2.0, is justified. TDS 2.0 offers significant enhancements compared to TDS 1.1, including a much richer set of over 30 coding schemes and 13 coding methods, as opposed to the ten coding schemes defined in TDS 1.1. Moreover, TDS 2.0 supports longer EPC code lengths, up to the size of the EPC memory bank of 496 bits, in several EPC schemes such as SGTIN+ and CPI+.
In addition, TDS 2.0 maintains backward compatibility with earlier versions, ensuring that all EPC schemes defined in previous versions of TDS remain valid. Therefore, updating the reference to TDS 2.0 will have no impact on the EPC scenarios identified in the use cases in TR 22.840, nor will it invalidate any relevant text in the document. Updating the reference to TDS 2.0 is justified as it provides a more comprehensive and up-to-date framework for defining EPC identity types and supporting longer EPC code lengths, which aligns with current industry standards.

3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 22.840 v1.1.0
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[bookmark: _Toc129058584]5.12	Use case on Ambient IoT service for personal belongings finding
[bookmark: _Toc49931675][bookmark: _Toc129058585]5.12.1	Description
For a smart home application scenario, discovery of personal item becomes one of the most important applications. A lot of personal items are in home, such as keys, passports, bank cards, wallets, children’s toys, clothes etc. It is quite usual that people may forget where their items are so that they have to waste time to find them. Ambient IoT technology will help to find people’s items at home much more efficiently.
Most of personal items which are easily to be lost are with a small size. For example, a key has a length of several centi-meters. A passport will have a size of 8.8*12.5 centi-meters. And typically, these things will be put in a storage box or a drawer. However, Ambient IoT devices can be easily attached to those small items.
Ambient IoT can provide a promising way for house asset management. Ambient IoT devices use energy harvested from heat or radio waves. Therefore, the device can work without a conventional battery and can work for a long-time duration, e.g., > 20 years. 
However, the harvested energy would be very limited. For example, only tens of micro-watts power can be harvested if the energy is harvested from radio waves. Hence, it will put constraint on the maximum power consumption for Ambient IoT device(e.g. up to several hundred microwatts [81] [82] [83]). The device shall work with ultra-low power consumption. 
For smart home application, the typical required communication distance would be less than 10 meters. 
For home assert management application scenario, usually the device ID needs to be transmitted for discovery of personal item and the size of typical ID would be [96] bits [15]. Within a house of around 100m2, 100~500 devices need to be deployed to manage most of the important items. A data rate of 10kbps is expected.
Usually, it needs to determine the position of the Ambient IoT device for home assert management application scenario. A positioning accuracy of around 1 meter is required.
Sometimes in daily life, Mickey cannot remember where he put his wallet, or his favourite pair of shoes. He may become crazy if he is in a hurry to go out. 
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[bookmark: _Toc129058590]5.12.6	Potential New Requirements needed to support the use case
[bookmark: _Hlk103808976][PR.5.12.6-001] The 5G system shall support to authorize a UE to obtain device information of an Ambient IoT device.
[P.R.5.12.6-002] The 5G system shall be able to collect information from a specific Ambient IoT device.
[bookmark: _Hlk112787394][P.R.5.12.6-003] The 5G system shall be able to provide information of a specific Ambient IoT device to the trusted 3rd party.
NOTE: The request from 3rd party can include the requested Ambient IoT device identity, the requested service area to find the Ambient IoT device, the requested information of an Ambient IoT device includes position information.
[PR 5.12.6-004] The 5G system shall be able to support indoor and outdoor positioning for Ambient IoT devices.
[bookmark: _Hlk112787624][PR. 5.12.6-005] The 5G system shall be able to support an Ambient IoT device to validate a UE which communicates with the device.
[bookmark: _Hlk112787594][PR. 5.12.6-006] The 5G system shall support to validate an Ambient IoT device.
[PR.5.12.6-007] The 5G system shall be able to provide Ambient IoT service with following KPIs:
Table 5.12.6-1: Ambient IoT service KPI for personal belongings finding
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Personal belongings finding 
(indoor)
	1 s
	99.9%
	NA
	<1 kbit/s
	<1 kbits (Note )
	<5 per 100 m2
	10 m
	<200 m2
	Static
	1 per hour
	NA1 s
	NA99%

	[1-3] m, 90% availability

	Personal belongings finding
(outdoor)
	1 s
	99.9%
	NA
	<1 kbit/s
	<1 kbits (Note )

	<10 per 100 m2
	100 m
	Up to the whole PLMN
	Static
	1 per hour
	NA1 s
	99%NA
	FFS

	NOTE 1: The payload includes Ambient IoT device information, e.g., Ambient IoT device ID [14] [15].
NOTE 2: The value of positioning service availability is referred to clause 7.3 in TS 22.261 [8].
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[bookmark: _Toc129058604]5.14.6	Potential New Requirements needed to support the use case of Positioning in shopping centre
[bookmark: _Hlk103794437][bookmark: _Hlk103866910][bookmark: OLE_LINK7][PR.5.14.6-001] The 5G system shall support be able to authorize a UE to perform Ambient IoT communication services with specific Ambient IoT devices.
[PR.5.14.6-002] The 5G system shall be able to support authorizing a UE to perform Ambient IoT positioning services with specific Ambient IoT devices.
[PR.5.14.6-003] Subject to user consent and operator’s policy, the 5G system shall be able to expose the identities and positions of Ambient IoT devices to a 3rd party. 
[bookmark: _Hlk112662675][PR. 5.14.6-004] The 5G system shall be able to support an Ambient IoT device to authenticate a UE triggering Ambient IoT services.
[bookmark: _Hlk112662955][PR. 5.14.6-005] The 5G system shall be able to support a UE to verify an Ambient IoT device’s identity.
[PR.5.14.6-006] The 5G system shall be able to provide Ambient IoT service with following KPIs:
[bookmark: _Hlk120200763]Table 5.14.6-1: Ambient IoT service KPI 
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Parking area (e.g.  in shopping centre)
	0.5 s
	99.9%
	NA
	<1 kbit/s
	96 bits
(Note1)
	2500/ 10000m2
	10 m
	NA
	NA
	NA
	0.5 s
	90%
	3 m
(Note 2)

	Shopping area (e.g. in shopping centre)
	0.5 s
	99.9%
	NA
	<1 kbit/s
	96 bits
(Note1)
	2500/ 10000m2
	10m
	NA
	NA
	NA
	0.5 s
	90%
	3 m
(Note 2)

	NOTE 1: The payload includes Ambient IoT device information, e.g., Ambient IoT device ID[15].
NOTE 2: The positioning accuracy can be applied to horizontal
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