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S1 would like to thank S2 for their liaison statement on message screening.

S1 does not identify user-controlled message screening as a requirement for release 99.

The main argument in favor of user-controlled message screening would be that denial-of-service attacks have to be avoided, since in all other cases it can be assumed that incoming packets are being expected by the user and the applications running on the UE. However, the experience from the Internet (e.g. with dial-up connections) is, that such attacks are very unlikely to occur against single users, especially since dynamic assignment of IP addresses provides the users with a high level of anonymity.

Even if such attacks were to occur, the users would usually not be able to determine which packets to screen out, or in fact to determine that such an attack is occuring. 

Hence it is our opinion that all types of message screening should be left to the operators, e.g. by using firewalls.

S1 foresees further studies on barring related issues for release 2000.

