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1. Overall Description:

3GPP TSG SA thanks 5G-ACIA for sharing the updated version of the whitepaper “Exposure of 5G capabilities for connected industries and automation applications”. 
In 3GPP Release 17, the Stage 2 work related to 5G industrial is ongoing in several SA Working Groups (WGs), namely SA2, SA3, SA5 and SA6, and this work is expected to continue into Release 18. Stage 3 work for Release 17 is expected to complete in Mach 2022.
The following captures the current work status and feedback from the individual SA WGs related to exposure of 5G capabilities:

3GPP SA5 specifies 5G network management capabilities including: 

a) Network Element / Network Function management, e.g. RAN and CN NE/NF management
b) Network management (including network slice management in a scenario such as ‘NOP internals’ – cf. TS 28.530),

c) Service management (including network slice management in a scenario such as ‘Network Slice as a Service’ (NSaaS) – cf. TS 28.530).
d) Charging management for 5G.
3GPP 5G Management Services (MnS) offered by the 5G management system act on network elements / network functions, networks and services, and may be exposed to external consumers. The 3GPP exposure governance management function is in charge of management service exposure governance. 3GPP MnS consumers may be in the Network Operator (NOP) domain or outside the NOP domain (e.g. in the Vertical domain).

3GPP SA5 is responsible for the specification of the 5G Management and Charging Services, as well as for the specification of the access control and exposure of 5G management services.

Regarding the reference points in 5G-ACIA, both En and Nm reference points are related to 3GPP SA5, and we believe they are used to address management exposure aspects. 

· 5G-ACIA 5G exposure reference point En supports interactions between 3GPP MnS producers and their consumers for network monitoring as described in section 4.3.1 and 9.2.1 of 5G-ACIA White Paper. The 3GPP Fault Supervision MnS (TS 28.545) and Performance management MnS (TS 28.550) can be used to support network monitoring. This also includes monitoring of a logical network e.g. network slice.

· 5G-ACIA 5G exposure reference point Nm supports interactions between 3GPP MnS producers and their consumers for network configuration and maintenance as described in section 4.3.2 of 5G-ACIA White Paper. The 3GPP Provisioning MnS (TS 28.532) can be used to support network configuration and maintenance. This also includes adding, modifying and removing logical networks (see SubNetwork in TS 28.622) e.g. network slice.

3GPP SA6 has addressed service layer exposure requirements for industrial applications within Release 17 in the study on application layer support for Factories of the Future in 5G network. This study is based on 5G network exposure capabilities and SA1 requirements. The SA6 study is documented in the technical report 3GPP TR 23.745. 
As described in the latest version of 3GPP TR 23.745, identified key issues, solutions and conclusions at the application enablement layer have been addressed which may be of interest of 5G-ACIA. For instance, device management requirements on device identity management, device connectivity management (e.g. for time sensitive communication support, TSN support, QoS monitoring), device connectivity monitoring, device group management (e.g. 5GLAN group management) and device location information are some of the addressed key issues within the SA6 study. Other requirements have also been addressed within this study, e.g. clock synchronization. 
Also, some of the concluded solutions in 3GPP TR 23.745 have already been specified in Release 17 as part of enhancements to the Service Enabler Architecture Layer for Verticals (SEAL) in the technical specification 3GPP TS 23.434.
Feedback from additional WGs (e.g. 3GPP SA2 and 3GPP SA3) is expected to be made available from the September TSG SA plenary. 
3GPP SA would like to take this opportunity to encourage the member companies of 5G-ACIA to directly engage in the pertinent 3GPP WGs to enable closer alignment of 3GPP initiatives (related to 5G capabilities exposure) and the 5G-ACIA requirements.
2. Actions:

To 5G-ACIA:
ACTION: 3GPP SA kindly asks 5G-ACIA to take the above information into consideration. 
3. Date of Next 3GPP TSG SA Meetings:

SA#93e
14-21 Sep 2021 


e-meeting
SA#94
15-17 Dec 2021[TBC]

TBD
NOTE: The meeting schedule of SA#94 may vary depending on COVID-19 situation. More up to date meeting calendar is available at: https://portal.3gpp.org/Home.aspx?tbid=375&SubTB=375#/ 
