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* * * * start of 1st change * * * *
[bookmark: _Toc68061709][bookmark: _Toc20204613][bookmark: _Toc27895319][bookmark: _Toc36192422][bookmark: _Toc45193525][bookmark: _Toc47593157][bookmark: _Toc51835244][bookmark: _Toc59101070]4.2.11.2	Number of UEs per network slice availability check and update procedure
The number of UEs per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of UEs registered with a S-NSSAI which is subject to NSAC. The AMF is configured with the information indicating which network slice is subject to NSAC.


Figure 4.2.11.2-1: Number of UEs per network slice availability check and update procedure
1.	If the AMF is not aware of which NSACF to communicate, the AMF performs NSACF discovery as described in clause 6.3.22, TS 23.501 [2] and in clause 5.2.7.3.2. The AMF triggers the Number of UEs per network slice availability check and update procedure to update the number of UEs registered with a network slice when a network slice subject to NSAC is included or removed from the Allowed NSSAI for a UE. The procedure is triggered in the following cases:
-	At UE Registration procedure, as per clause 4.2.2.2.2:
-	before the Registration Accept in step 21 if the EAC mode is active; or
-	after the Registration Accept message if the EAC mode is not active;
-	At UE Deregistration procedure, as per clause 4.2.2.3, after the Deregistration procedure is completed;
-	At UE Configuration Update procedure (which may result from NSSAA procedure):
-	before the UE Configuration Update message if the EAC mode is active; or
-	after the UE Configuration Update message if the EAC mode is not active;
NOTE:	Depending on the deployment, there may be different NSACF for different S-NSSAI subject to NSAC, and hence, during the registration, AMF triggers the Number of UEs per network slice availability check and update procedure to multiple NSACF.
Editor's note:	If one S-NSSAI the number of the UE/PDU session is managed by several different NSACF, it is FFS how to assure the AMF reaches the same NSACF and how to coordinate the number of UE among the NSACF(s)
2.	If the S-NSSAI is verified that it can be included in the Allowed NSSAI, and the S-NSSAI is subject to NSAC, the AMF sends Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Request message to the NSACF. The AMF includes in the message the UE ID, the S-NSSAI(s) for which the number of UEs registered per network slice update is required and the update flag which indicates whether the number of UEs registered with the S-NSSAI(s) is to be increased when the UE has gained registration to network slice(s) subject to NSAC or the number of UEs registered with the S-NSSAI(s) is to be decreased when the UE has deregistered from S-NSSAI(s) or could not renew its registration to an S-NSSAI subject to NSAC.
3.	The NSACF updates the current number of UEs registered for the S-NSSAI, i.e. increases or decrease the number of UEs registered per network slice based on the information provided by the AMF in the update flag parameter.
	If the update flag parameter from the AMF indicates increase and the NSACF finds the UE ID is already in the list of UEs registered with the network slice, the number of the UEs registered with the network slice is not increased as the UE has already been counted as registered with the network slice. If the UE ID is not in the list of UE IDs registered with the network slice and the maximum number of UEs registered with the network slice has not been reached yet, the NSACF adds the UE ID in the list of UEs registered with the network slice and increases the current number of the UEs registered with the network slice. If the UE ID is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs per network slice for that S-NSSAI has already been reached, then the NSACF returns a result parameter indicating that the maximum number of UEs registered with the network slice has been reached.
	If the update flag parameter from the AMF indicates decrease, the NSACF removes the UE ID from the list of UEs registered with the network slice for each of the S-NSSAI(s) indicated in the request from the AMF and also the NSACF decreases the number of UEs per network slice that is maintained by the NSACF for each of these network slices.
4.	The NSACF returns the Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Response in which the NSACF includes the S-NSSAI(s) for which the maximum number of UEs per network slice has already been reached along with a result parameter indicating that the maximum number of UEs registered with the network slice has been reached.
	If for all the S-NSSAI(s) the NSACF returned the maximum number of UEs per network slice has been reached, the AMF rejects the UE request for registration. In the Registration Reject message the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter, a reject cause set to 'maximum number of UEs per network slice reached' for each S-NSSAI and optionally a back-off timer.
Editor's note:	It is FFS whether the AMF shall send the Registration Reject message when for all the S-NSSAI(s) that the UE requested to register for and were subject to NSAC the NSACF returned the maximum number of UEs per network slice has been reached.
	Otherwise, the AMF returns Registration Accept message in which the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI list for which the NSACF has indicated that the maximum number of UEs per network slice has been reached, a reject cause set to 'maximum number of UEs per network slice reached' for each rejected S-NSSAI and optionally a back-off timer.
Editor's note:	It is FFS whether and how to restrict the signalling sent from the AMFs to the NSACF in case the maximum number of UEs has been reached for prolonged time.
* * * * end of 1st change * * * *

* * * * start of 2nd change * * * *
5.2.7	NRF Services
[bookmark: _Toc20204614][bookmark: _Toc27895320][bookmark: _Toc36192423][bookmark: _Toc45193526][bookmark: _Toc47593158][bookmark: _Toc51835245][bookmark: _Toc59101071]5.2.7.1	General
The following table shows the NRF Services and Service Operations:
Table 5.2.7.1-1: NF services provided by the NRF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnrf_NFManagement
	NFRegister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR, SCP, 5G DDNMF, NSACF

	
	NFUpdate
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR, SCP, 5G DDNMF, NSACF

	
	NFDeregister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR, SCP, 5G DDNMF, NSACF

	
	NFStatusSubscribe
	Subscribe/Notify
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	
	NFStatusNotify
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	
	NFStatusUnSubscribe
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	Nnrf_NFDiscovery
	Request
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM, AF (NOTE 2)

	Nnrf_AccessToken
	Get
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, UDM, NWDAF, I-CSCF, S-CSCF, IMS-AS, HSS



NOTE 1:	HSS_IMS services are defined in TS 23.228 [55].
NOTE 2:	The AF is a trusted AF by an operator.

* * * * end of 2nd change * * * *
Page 1


* * * * start of 3rd change * * * *
[bookmark: _Toc20204615][bookmark: _Toc27895321][bookmark: _Toc36192424][bookmark: _Toc45193527][bookmark: _Toc47593159][bookmark: _Toc51835246][bookmark: _Toc59101072]5.2.7.2	Nnrf_NFManagement service
[bookmark: _Toc20204616][bookmark: _Toc27895322][bookmark: _Toc36192425][bookmark: _Toc45193528][bookmark: _Toc47593160][bookmark: _Toc51835247][bookmark: _Toc59101073]5.2.7.2.1	General
[bookmark: _Toc20204617][bookmark: _Toc27895323][bookmark: _Toc36192426][bookmark: _Toc45193529][bookmark: _Toc47593161][bookmark: _Toc51835248][bookmark: _Toc59101074]5.2.7.2.2	Nnrf_NFManagement_NFRegister service operation
Service Operation name: Nnrf_NFManagement_NFRegister.
Description: Registers the consumer NF in the NRF by providing the NF profile of the consumer NF to NRF, and NRF marks the consumer NF available.
Inputs, Required: NF type, NF instance ID, FQDN or IP address of NF, Names of supported NF services (if applicable), and PLMN ID e.g. if NF needs to be discovered by other PLMNs.
NOTE 1:	for the UPF, the addressing information within the NF profile corresponds to the N4 interface.
NOTE 2:	For the purpose of the Nnrf_NFManagement service, the SCP is treated by the NRF in the same way as NFs. Specifically, the SCP is designated with a specific NF type and NF instance ID. However, the SCP does not support services and related NF profile parameters do not apply (e.g. NF Set ID, NF service set ID, Endpoint Address(es) of instance(s) of supported service(s)), see TS 23.501 [2], clause 6.2.6.3.
Inputs, Optional:
-	If the consumer NF stores Data Set(s) (e.g. UDR): Range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers, Data Set Identifier(s).
-	If the consumer is BSF: Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, IP domain list as described in clause 6.1.6.2.21 of TS 29.510 [37].
NOTE 3:	Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in TS 23.003 [33].
-	If the consumer is UDM, UDR, PCF or AUSF, they can include UDM Group ID, UDR Group ID, PCF Group ID, AUSF Group ID respectively.
-	For UDM and AUSF, Routing Indicator.
-	If the consumer is AMF, it includes list of GUAMI(s). In addition, AMF may include list of GUAMI(s) for which it can serve as backup for failure/maintenance.
-	If the consumer is CHF, it may include Range(s) of SUPIs, Range(s) of GPSIs, or Range(s) of PLMNs as defined in TS 32.290 [42].
-	If the consumer is P-CSCF, the P-CSCF IP address(es) to be provided to the UE by SMF.
-	If the consumer is HSS, IMPI range, IMPU range, HSS Group ID (as defined in TS 23.228 [55]) can be used as optional input parameters.
-	For the UPF Management: UPF Provisioning Information as defined in clause 4.17.6.
-	S-NSSAI(s) and the associated NSI ID(s) (if available).
-	DNN(s) if the consumer is PCF or BSF.DNN(s) per S-NSSAI if the consumer is SMF or UPF.
-	Information about the location of the NF consumer (operator specific information, e.g. geographical location, data centre).
-	TAI(s).
-	NF Set ID.
-	NF Service Set ID.
-	If the consumer is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the consumer is PCF, it includes the DNN replacement capability to indicate if the NF instance supports DNN replacement or not.
-	If the consumer is NWDAF, it includes Analytics ID(s) (possibly per service), NWDAF Serving Area information and Supported Analytics Delay per Analytics ID(s) (if available). In addition, it includes Analytics aggregation capability and/ or Analytics metadata provisioning capability if such capability is provided by the NWDAF. It may also include model(s) supported per Analytics ID(s). Details about NWDAF specific information are described in clause 6.3.13, TS 23.501 [2].
Editor's note:	Whether analytics metadata provisioning capability needs to be registered in NRF or to be queried from NRF is FFS.
-	If the consumer is NEF, it may include Event ID(s) supported by AFs, Application Identifier(s) supported by AFs, range(s) of External Identifiers, or range(s) of External Group Identifiers, or the domain names served by the NEF.
-	If the consumer is NSACF, it includes S-NSSAI(s) for which it manages network slice admission control, NSACF Serving Area information and NSACF service capabilities. Details about NSACF Service Area information and NSACF service capabilities are described in clause 6.3.22, TS 23.501 [2].
-	Notification endpoint for default subscription for each type of notification that the NF is interested in receiving.
-	Endpoint Address(es) of instance(s) of supported service(s).
-	NF capacity information.
-	NF priority information.
-	If consumer is NF, SCP domain the NF belongs to.
-	If the consumer is SCP, it may include:
-	SCP domain(s) the SCP belongs to.
-	Remote PLMNs reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
Outputs, Required: Result indication.
Outputs, Optional: None.
See clause 5.21.2.1 in TS 23.501 [2], the AMF registers itself to NRF.

* * * * end of 3rf change * * * *
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* * * * start of 4th change * * * *
[bookmark: _Toc20204623][bookmark: _Toc27895329][bookmark: _Toc36192432][bookmark: _Toc45193535][bookmark: _Toc47593167][bookmark: _Toc51835254][bookmark: _Toc59101080]5.2.7.3	Nnrf_NFDiscovery service
[bookmark: _Toc20204624][bookmark: _Toc27895330][bookmark: _Toc36192433][bookmark: _Toc45193536][bookmark: _Toc47593168][bookmark: _Toc51835255][bookmark: _Toc59101081]5.2.7.3.1	General
Service description: This service enables one NF or SCP to discover a set of NF instances with specific NF service or a target NF type or one or more SCPs. The service also enables one NF service or SCP to discover a specific NF service. The service operations defined below allow the NF/NF services or SCP to communicate with NRF.
[bookmark: _Toc20204625][bookmark: _Toc27895331][bookmark: _Toc36192434]This service also enables an SCP to discover SCPs.
NOTE:	For the purpose of the Nnrf_NFDiscovery service, the SCP is treated in the same way as NFs. It is designated with a specific NF type. However, the SCP does not support services.
[bookmark: _Toc45193537][bookmark: _Toc47593169][bookmark: _Toc51835256][bookmark: _Toc59101082]5.2.7.3.2	Nnrf_NFDiscovery_Request service operation
Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) and, if present in NF profile, the Endpoint Address(es) of NF service instance(s) to the NF service consumer or SCP.
Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.
If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional:
-	S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID, NRF to be used to select NFs/services within HPLMN, Serving PLMN ID, the NF service consumer ID, preferred target NF location, TAI.
NOTE 1:	For network slicing the NF service consumer ID is a required input.
-	FQDN for the S5/S8 interface of the SMF+PGW-C, to discover the N11/N16 interface of the SMF+PGW-C in the case of EPS to 5GS mobility.
-	If the target NF stores Data Set(s) (e.g., UDR, BSF): SUPI, IMPI, IMPU, Data Set Identifier(s). (UE) IPv4 address, IP domain or (UE) IPv6 Prefix.
NOTE 2:	If the request includes a subscriber identifier the NRF may need to use the association between the supplied subscriber identifier and the appropriate NF Group ID as described in TS 23.501 [2] clause 6.3.1 to determine the applicable set of NF instances for the response.
NOTE 3:	The (UE) IPv4 address or (UE) IPv6 Prefix is provided for BSF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by BSF(s) as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
-	If the target NF is UDM or AUSF, the request may include the UE's Routing Indicator.
-	If the target NF is AMF, the request may include:
-	AMF region, AMF Set, GUAMI and Target TAI(s).
-	If the target NF is UDR or UDM or AUSF or PCF, the request may include UDR Group ID or UDM Group ID or AUSF Group ID or PCF Group ID respectively.
NOTE 4:	It is assumed that the corresponding NF service consumer is either configured with the corresponding Group ID or it received it via earlier Discovery output.
-	If the target NF is UDM, the request may include SUPI, GPSI, Internal Group ID and External Group ID.
	If the target NF is UPF, the request may include SMF Area Identity, UE IPv4 Address/IPv6 Prefix, supported ATSSS steering functionality
NOTE 5:	The (UE) IPv4 address or (UE) IPv6 Prefix is provided for UPF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by UPF as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
NOTE 6:	Discovering UPF at PDU Session Establishment time and creating the N4 association assumes full connectivity between SMF and UPFs.
-	If the target NF is CHF, the request may include SUPI or GPSI as specified in TS 32.290 [42].
-	If the target NF is PCF or SMF, the request may include the MA PDU Session capability to indicate that a NF instance supporting MA PDU session capability is requested.
-	If the target NF is PCF, the request may include the DNN replacement capability to indicate that a NF instance supporting DNN replacement capability is preferred.
-	If the target NF is NWDAF, the request may include Analytics ID(s) (possibly per service), TAI(s), Analytics aggregation capability, and Analytics metadata provisioning capability and a Real-Time Communication Indication per Analytics ID. If consumer is NWDAF, Consumer may also include model(s) supported per Analytics ID(s). Details about NWDAF discovery and selection are described in clause 6.3.13, TS 23.501 [2].
NOTE 7:	Analytics metadata provisioning capability is only applicable when NF service consumer is NWDAF.
Editor's note:	Whether analytics aggregation capability needs to be supported as input parameter for discovery of NWDAF is FFS.
Editor's note:	Whether analytics metadata provisioning capability needs to be registered in NRF or to be queried from NRF is FFS.
-	If the target NF is HSS, the request may include IMPI, and/or IMPU and/or HSS Group ID.
-	If the NF service consumer needs to discover NF service producer instance(s) within an NF instance, the request includes the target NF Instance ID and NF Service Set ID of the producer.
-	If the NF service consumer needs to discover NF service producer instance(s) in an equivalent NF Service Set within an NF Set, the request includes the identification of the equivalent NF service Set and NF Set ID of producer.
NOTE 8:	TS 29.510 [37] specifies the mechanism to identify equivalent NF Service Sets.
-	If the NF service consumer needs to discover NF service producer instance(s) in the NF Set, the request includes the target NF Set ID of the producer.
-	If the target NF is SMF, the request may include:
-	the UE location (TAI); or
-	TAI list.
-	If the target NF is P-CSCF, the request may include UE location information, UE IP address/IP prefix, Access Type.
-	If the target NF is NEF, the request may include Event ID(s) provided by AF, and optional AF identification as described in TS 23.288 [50], clause 6.2.2.3. When the consumer is an AF, the request may include an External Identifier, External Group Identifier, or a domain name.
-	If the target NF is SMF, the request may include the Control Plane CIoT 5GS Optimisation Indication or User Plane CIoT 5GS Optimisation Indication.
-	If the target NF is NSACF, the request may include S-NSSAI(s), NSACF Serving Area information, and NSACF service capability. Details about NSACF discovery and selection are described in clause 6.3.22, TS 23.501 [2].
-	If the target NF is SCP, the request may include information about:
-	SCP domain(s).
-	Remote PLMN reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
Outputs, Required: A set of NF instances, a validity period for the discovery result, containing per NF Instance: NF type, NF instance ID, FQDN or IP address(es) of the NF instance and if applicable, a list of services instances, where each service instance has a service name, a NF service instance ID, and optionally Endpoint Address(es)
Endpoint Address(es) may be a list of IP addresses or an FQDN for the NF service instance.
NOTE 9:	SCPs does not have any service instances.
Outputs, Optional: Per NF instance, other information in the NF profile listed in clause 6.2.6 in TS 23.501 [2] related to the NF instance, such as:
-	NF load information.
-	NF capacity information.
-	NF priority information.
-	If the target NF stores Data Set(s) (e.g. UDR): Range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers, Data Set Identifier(s). If the target NF is BSF or P-CSCF: Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes.
NOTE 10:	Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in TS 23.003 [33].
-	If the target NF is UDM, UDR, PCF or AUSF, they can include UDM Group ID, UDR Group ID, PCF Group ID, AUSF Group ID respectively.
-	If the target NF is HSS, it can include HSS Group ID.
-	For UDM and AUSF, Routing Indicator.
-	If the target NF is AMF, it includes list of GUAMI(s). In addition, it may include list of GUAMI(s) for which it can serve as backup for failure/maintenance.
-	If the target NF is CHF, it includes primary CHF instance and the secondary CHF instance pair(s).
-	For the UPF Management: UPF Provisioning Information as defined in clause 4.17.6.
-	S-NSSAI(s) and the associated NSI ID(s) (if available).
-	Information about the location of the target NF (operator specific information, e.g. geographical location, data centre).
-	TAI(s).
-	PLMN ID.
-	If the target is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the target is PCF, it includes the DNN replacement capability to indicate if the NF instance supports DNN replacement or not.
-	If the target NF is NWDAF, it includes the Analytics ID(s) (possibly per service) and NWDAF Serving Area information. In addition, it includes Analytics aggregation capability and/ or Analytics metadata provisioning capability, if such capability is provided by the NWDAF. It may include the Supported Analytics Delay per Analytics ID. Details about NWDAF specific information are described in clause 6.3.13, TS 23.501 [2].
Editor's note:	Whether analytics metadata provisioning capability to be registered in NRF or to be queried from NRF is FFS.
-	NF Set ID.
-	NF Service Set ID.
-	If the target NF is SMF, it may include the SMF(s) Service Area.
NOTE 11:	If no SMF Service Area is provided, the AMF assumes that a SMF can serve the whole PLMN.
-	If the target NF is P-CSCF, it includes P-CSCF FQDN(s) or IP address(es) and optional Access Type(s) associated with each P-CSCF.
-	If the target NF is NEF, it may include Event ID(s) provided by AF.
-	SCP domain the NF belongs to.
NOTE 12:	Only one SCP domain is registered in NF profile for an NF.
-	If the target is SCP:
-	SCP domain(s).
-	Remote PLMNs reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
See clause 4.17.4 and 4.17.5 for details on the usage of this service operation.


* * * * end of 4th change * * * *
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