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b) The ChassisID Subtype and ChassisID is already defined in the General Neighbor discovery configuration. The redunted definition in the BMIC which is defined as read only adds potential conflicts when ChassisID is configured by the CNC. It is proposed to remove this redundant information.
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[bookmark: _Toc20150076][bookmark: _Toc27846875][bookmark: _Toc20150075][bookmark: _Toc27846874]***FIRST CHANGE***

[83]	IEEE Std 802.1CB-2017: "IEEE Standard for Local and metropolitan area networks-Frame Replication and Elimination for Reliability".
[84]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[85]	WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2) Technical Specification".
[86]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[87]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[88]	3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[bookmark: _Hlk4663700][89]	CableLabs DOCSIS MULPI: "Data-Over-Cable Service Interface Specifications DOCSIS 3.1, MAC and Upper Layer Protocols Interface Specification".
[90]	BBF TR-124 issue 5: "Functional Requirements for Broadband Residential Gateway Devices".
[91]	BBF TR-101 issue 2: "Migration to Ethernet-Based Broadband Aggregation".
[92]	BBF TR-178 issue 1: "Multi-service Broadband Network Architecture and Nodal Requirements".
[93]	BBF WT-456: "AGF Functional Requirements".
[94]	BBF WT-457: "FMIF Functional Requirements".
Editor's note:	The references to BBF WT-456 and WT-457 will be revised when finalized by BBF.
[95]	IEEE Std P802.1Qcc-2018: "IEEE Standard for Local and metropolitan area networks - Bridges and Bridged Networks - Amendment: Stream Reservation Protocol (SRP) Enhancements and Performance Improvements".
[96]	Void.
[97]	IEEE Std 802.1AB-2016: "IEEE Standard for Local and metropolitan area networks -- Station and Media Access Control Connectivity Discovery".
[98]	IEEE Std P802.1Q-2018: "IEEE Standard for Local and metropolitan area networks--Bridges and Bridged Networks".

***NEXT CHANGE***

[104]	IEEE Std 802.1AS-2020Rev/D7.3, August 2018: "IEEE Standard for Local and metropolitan area networks--Timing and Synchronization for Time-Sensitive Applications".
[105]	3GPP TS 22.104: "Service requirements for cyber-physical control applications in vertical domains".
[106]	IEEE Std 802.11-2012: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[107]	IEEE Std 1588-2008: "IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control".

***NEXT CHANGE***

[bookmark: _Toc20149686][bookmark: _Toc27846477][bookmark: _Toc36187601][bookmark: _Toc20149688][bookmark: _Toc27846479][bookmark: _Toc36187603]4.4.8	Time Sensitive Communication
[bookmark: _Toc20149687][bookmark: _Toc27846478][bookmark: _Toc36187602]4.4.8.1	General
The 5G System is extended to support Time sensitive communication as defined in IEEE P802.1 Tme Sensitive Networking (TSN) standardsQcc [95].
TIn this Release of the specification supports, integration of the 5G System with IEEE 802.1 TSN networks that apply the fully centralized configuration model as defined in are based on IEEE TSN (IEEE Std P802.1Qcc [95]) is supported. IEEE TSN is a set of standards to define mechanisms for the time-sensitive (i.e. deterministic) transmission of data over Ethernet networks.
4.4.8.2	Architecture to support Time Sensitive Communication
The 5G System is integrated with the external network as a TSN bridge. This "logical" TSN bridge (see Figure 4.4.8.2-1) includes TSN Translator functionality for interoperation between TSN System and 5G System both for user plane and control plane. 5GS TSN translator functionality consists of Device-side TSN translator (DS-TT) and Network-side TSN translator (NW-TT). 5G System specific procedures in 5GC and RAN, wireless communication links, etc. remain hidden from the TSN network. To achieve such transparency to the TSN network and the 5GS to appear as any other TSN Bridge, the 5GS provides TSN ingress and egress ports via DS-TT and NW-TT. DS-TT and NW-TT optionally support:
-	hold and forward functionality for the purpose of de-jittering;
-	per-stream filtering and policing as defined in IEEE Std 802.1Q [98] clause 8.6.5.1.
DS-TT optionally supports link layer connectivity discovery and reporting as defined in IEEE Std 802.1AB [97] for discovery of Ethernet devices attached to DS-TT. NW-TT supports link layer connectivity discovery and reporting as defined in IEEE Std 802.1AB [97] for discovery of Ethernet devices attached to NW-TT. If a DS-TT does not support link layer connectivity discovery and reporting, then NW-TT performs link layer connectivity discovery and reporting as defined in IEEE Std 802.1AB [97] for discovery of Ethernet devices attached to DS-TT on behalf of DS-TT.
NOTE 1:	If NW-TT performs link layer connectivity discovery and reporting on behalf of DS-TT, it is assumed that LLDP frames are transmitted between NW-TT and UE on the default QoS Flow. Alternatively, SMF can establish a dedicated QoS Flow matching on the Ethertype defined for LLDP (IEEE Std 802.1AB [97]).
There are three TSN configuration models defined in IEEE StdP 802.1Qcc [95]. Amongst the three models:
-	fully centralized model is supported in this release of the specification;
-	fully distributed model is not supported in this release of the specification;
-	hybrid centralized network/distributed user model is not supported in this Rrelease of the specification.
NOTE 2:	This release only supports interworking with TSN using IEEE Std 802.1Q [98] clause 8.6.8.4 based scheduled traffic and IEEE Std 802.1Q [98] clause 8.6.5.1 based per-stream filtering and policy.


Figure 4.4.8.2-1: System architecture view with 5GS appearing as TSN bridge
NOTE 3:	Whether DS-TT and UE are combined or are separate is up to implementation.

***NEXT CHANGE***

[bookmark: _Toc27846858][bookmark: _Toc36187989]5.27.1	TSN Time Synchronization
[bookmark: _Toc20150060][bookmark: _Toc27846859][bookmark: _Toc36187990]5.27.1.1	General
For supporting TSN time synchronization, the 5GS is integrated with the external network as a TSN bridge as described in clauses 4.4.8 and 5.28.1. It shall be modelled as an IEEE 802.1Std 802.1AS [104] compliant entity according to TS 22.104 [105]. For TSN Synchronization, the entire E2E 5G system can be considered as an IEEE 802.1Std 802.1AS [104] "time-aware system". Only the TSN Translators (TTs) at the edges of the 5G system need to support the IEEE 802.1Std 802.1AS [104] operations. UE, gNB, UPF, NW-TT and DS- TTs are synchronized with the 5G GM (i.e. the 5G internal system clock) which shall serve to keep these network elements synchronized. The TTs located at the edge of 5G system fulfil all functions related to IEEE 802.1Std 802.1AS [104], e.g. (g)PTP support, timestamping, Best Master Clock Algorithm (BMCA), rateRatio. Figure 5.27.1-1 illustrates the 5G and TSN clock distribution model via 5GS.


Figure 5.27.1-1: 5G system is modelled as IEEE 802.1Std 802.1AS compliant time aware system for supporting TSN time synchronization
Figure 5.27.1-1 depicts the two synchronizations systems considered: the 5GS synchronization and the TSN domain synchronization, as well as the Master (M) and Slave (S) ports considered when the TSN GM is located at TSN working domain.
-	5GS synchronization: Used for NG RAN synchronization. 5G RAN synchronization is specified in TS 38.331 [28].
-	TSN domain synchronization: Provides synchronization service to TSN network. This process follows IEEE 802.1Std 802.1AS [104].
The two synchronization processes can be considered independent from each other and the gNB only needs to be synchronized to the 5G GM clock.
To enable TSN synchronization, the 5GS calculates and adds the measured residence time between the TTs into the Correction Field (CF) of the synchronization packets of the TSN working domain.
[bookmark: _Toc20150061][bookmark: _Toc27846860][bookmark: _Toc36187991]5.27.1.2	Distribution of timing information
[bookmark: _Toc20150062][bookmark: _Toc27846861][bookmark: _Toc36187992]5.27.1.2.1	Distribution of 5G internal system clock
The 5G internal system clock shall be made available to all user plane nodes in the 5G system. The UPF and NW-TT may get the 5G internal system clock via the underlying PTP compatible transport network with mechanisms outside the scope of 3GPP. The 5G internal system clock shall be made available to UE with signaling of time information related to absolute timing of radio frames as described in TS 38.331 [28]. The 5G internal system clock shall be made available to DS-TT by the UE.
[bookmark: _Toc20150063][bookmark: _Toc27846862][bookmark: _Toc36187993]5.27.1.2.2	Distribution of TSN clock and time-stamping
The mechanisms for distribution of TSN clock and time-stamping described in this clause are according to IEEE 802.1Std 802.1AS [104].
Upon reception of a downlink gPTP message the NW-TT makes an ingress timestamping (TSi) for each gPTP event (Sync) message and uses the cumulative rateRatio received inside the gPTP message payload (carried within Sync message for one-step operation or Follow_up message for two-step operation) to calculate the link delay from the upstream TSN node (gPTP entity) expressed in TSN GM time as specified in IEEE 802.1Std 802.1AS [104]. NW-TT then calculates the new cumulative rateRatio (i.e. the cumulative rateRatio of the 5GS) as specified in IEEE 802.1Std 802.1AS [104] and modifies the gPTP message payload (carried within Sync message for one-step operation or Follow_up message for two-step operation) as follows:
-	Adds the link delay from the upstream TSN node in TSN GM time to the correction field.
-	Replaces the cumulative rateRatio received from the upstream TSN node with the new cumulative rateRatio.
-	Adds TSi in the Suffix field of the gPTP packet as described in Annex H.
UPF then forwards the gPTP message from TSN network to the UEs via all PDU sessions terminating in this UPF that the UEs have established to the TSN network. All gPTP messages are transmitted on a QoS Flow that complies with the residence time upper bound requirement specified in IEEE 802.1Std 802.1AS [104].
NOTE:	The sum of the UE-DS-TT residence time and the PDB of the QoS Flow needs to be lower than the residence time upper bound requirement for a time-aware system specified in IEEE 802.1Std 802.1AS [104].
A UE receives the gPTP messages and forwards them to the DS-TT. The DS-TT then creates egress timestamping (TSe) for the gPTP event (Sync) messages for external TSN working domains. The difference between TSi and TSe is considered as the calculated residence time spent within the 5G system for this gPTP message expressed in 5GS time. The DS-TT then uses the rateRatio contained inside the gPTP message payload (carried within Sync message for one-step operation or Follow_up message for two-step operation) to convert the residence time spent within the 5GS in TSN GM time and modifies the payload of the gPTP message that it sends towards the downstream TSN node as follows:
-	Adds the calculated residence time expressed in TSN GM time to the correction field.
-	Removes TSi from the Suffix field.
[bookmark: _Toc20150064][bookmark: _Toc27846863][bookmark: _Toc36187994]5.27.1.3	Support for multiple TSN working domains
Each TSN working domain sends its own gPTP messages. The related Ethernet frames carry the gPTP multicast Ethernet destination MAC address and the gPTP message carries a specific PTP "domainNumber" that indicates the time domain they are referring to. The NW-TT makes ingress timestamping (TSi) for the gPTP event messages of all domains and forwards the gPTP messages of all domains to the UEs as specified in clause 5.27.1.2.2.
A UE receives gPTP messages and forwards them all to the DS-TT. The DS-TT receives the original TSN clock timing information and the corresponding TSi via gPTP messages for one or more TSN working domains. The DS-TT then makes egress timestamping (TSe) for the gPTP event messages for every external TSN working domain. Ingress and egress time stamping is based on the 5G system clock at NW-TT and DS-TT.
NOTE 1:	An end-station can select TSN timing information of interest based on the "domainNumber" in the gPTP message.
The process described in "Distribution of TSN clock and time-stamping" is thus repeated for each TSN working domain between a DS-TT and the NW-TT it is connected to.
NOTE 2:	If all TSN working domains can be made synchronous and the synchronization can be provided by the 5G clock, the NW-TT output ports towards the connected TSN networks propagate the 5G clock using the 802.1AS profile (i.e. the 5G system as an IEEE 802.1Std 802.1AS [104] compliant time-aware system).
NOTE 3:	TIn this Release of the specification, supports for multiple gPTPTSN working domains is limited as defined inrelated to IEEE 802.1Std 802.1AS [104], and  for time synchronization procedure but it does not apply to interaction involving the TSN AF does not participate in the gPTP time synchronization process.and CNC If a 5GS TSN bridge supports stream gates and/or transmission gates as defined in. The corresponding IEEE specifications (i.e. IEEE 802.1Q [98], then they operate based on a single given gPTP domain) are supported only for one specific gPTP Domain and it is assumed that specific gPTP Domain is associated with IEEE 802.1Q [98]. 
[bookmark: _Toc36187995]5.27.1a	Periodic deterministic QoS
This feature allows the 5GS to support periodic deterministic communication where the traffic characteristics are known a-priori, and a schedule for transmission from the UE to a downstream node, or from the UPF to an upstream node is provided via external protocols outside the scope of 3GPP (e.g. IEEE TSN).
The features include the following:
-	Providing TSC Assistance Information (TSCAI) that describe TSC flow traffic patterns at the gNB ingress and UE egress interfaces for traffic in downlink and uplink direction, respectively;
-	Support for hold & forward buffering mechanism in DS-TT and NW-TT to de-jitter flows that have traversed the 5G System.
[bookmark: _Toc20150066][bookmark: _Toc27846865][bookmark: _Toc36187996]5.27.2	TSC Assistance Information (TSCAI)
TSC assistance information describes TSC traffic characteristics for use in the 5G System. The knowledge of TSN traffic pattern is useful for the gNB to allow it to more efficiently schedule periodic, deterministic traffic flows either via Configured Grants, Semi-Persistent Scheduling or with dynamic grants. TSC assistance information, as defined in Table 5.27.2-1, is provided from SMF to 5G-AN, e.g. upon QoS Flow establishment. The TSCAI parameters are set according to corresponding parameters obtained from the TSN AF. The TSN AF identifies the PDU session as described in clause 5.28.2.
The TSN AF is responsible for obtaining PSFP (IEEE Std 802.1Q [98])  parameters and use them to calculate traffic pattern parameters (such as burst arrival time with reference to the ingress port, periodicity, and flow direction)and responsible of forwarding these parameters in TSC Assistance Container to the SMF (via PCF). TSN AF may enable aggregation of TSN streams if the TSN streams belong to the same traffic class, terminate in the same egress port and have the same periodicity and compatible Burst arrival time. One set of parameters and one container are being calculated by the AF for multiple TSN streams to enable aggregation of TSN streams to the same QoS Flow.
Annex I describe how the traffic pattern information is determined.
NOTE 1:	Further details of aggregation of TSN streams (including determination of burst arrival times that are compatible so that TSN streams can be aggregated) are left for implementation.
In this case, TSN AF creates one TSC Assistance Container for the aggregated TSN streams. The SMF will bind PCC rules with a TSC Assistance Container as described in clause 6.1.3.2.4 of TS 23.503 [45]. The SMF derives TSCAI on a per QoS Flow basis and sends it to 5G-AN. The Burst Arrival Time and Periodicity component of the TSCAI that the SMF signals to the 5G-AN are specified with respect to the 5G clock. The SMF is responsible for mapping the Burst Arrival Time and Periodicity from a TSN clock to the 5G clock based on the time offset and cumulative rateRatio between TSN time and 5GS time as measured and reported by the UPF.
The TSCAI parameter determination in SMF is done as follows:
-	For traffic in downlink direction, the SMF corrects the Burst Arrival Time in the TSN Assistance Container based on the latest received time offset measurement from the UPF and sets the TSCAI Burst Arrival Time as the sum of the corrected value and CN PDB as described in clause 5.7.3.4.
-	For traffic in uplink direction, the SMF corrects the Burst Arrival Time in the TSN Assistance Container based on the latest received time offset measurement from the UPF and sets the TSCAI Burst Arrival Time as the sum of the corrected value and UE-DS-TT Residence Time.
-	The SMF corrects the Periodicity in the TSN Assistance Container by the previously received cumulative rateRatio from the UPF and sets the TSCAI Periodicity as the corrected value.
-	The SMF sets the TSCAI Flow Direction as the Flow Direction in the TSN Assistance Container.
NOTE 2:	In order for the TSN AF to get Burst Arrival Time, Periodicity on a per TSN stream basis, support for IEEE Std 802.1Q [98] (as stated in clause 4.4.8.2) Per-Stream Filtering and Policing (PSFP) with stream gate operation is a prerequisite.
In the case of drift between TSN time and 5G time, the UPF updates the offset to SMF using the N4 Report Procedure as defined in TS 23.502 [3] clause 4.4.3.4. In the case of change of cumulative rateRatio between TSN time and 5G time, the UPF updates the cumulative rateRatio to SMF using the N4 Report Procedure as defined in TS 23.502 [3] clause 4.4.3.4. The SMF may then trigger a PDU Session Modification as defined in TS 23.502 [3] clause 4.3.3 in order to update the TSCAI parameter to the NG-RAN without requiring AN or N1 specific signalling exchange with the UE.
NOTE 3:	In order to prevent frequent updates from the UPF, the UPF sends the offset or the cumulative rateRatio only when the difference between the current measurement and the previously reported measurement is larger than a threshold as described in TS 23.502 [3] clause 4.4.3.4.
Table 5.27.2-1: TSC Assistance Information
	Assistance Information
	Description

	Flow Direction
	The direction of the TSC flow (uplink or downlink).

	Periodicity
	It refers to the time period between start of two bursts.

	Burst Arrival time
	The arrival time of the data burst at either the ingress of the RAN (downlink flow direction) or egress interface of the UE (uplink flow direction).



[bookmark: _Toc20150067][bookmark: _Toc27846866][bookmark: _Toc36187997]5.27.3	Support for TSC QoS Flows
TSC QoS Flows use a Delay Critical GBR resource type and TSC Assistance Information. TSC QoS Flows may use standardized 5QIs, pre-configured 5QIs or dynamically assigned 5QI values (which requires signalling of QoS characteristics as part of the QoS profile) as specified in clause 5.7.2. For each instance of Periodicity, within each Period (defined by periodicity value), TSC QoS Flows are required to transmit only one burst of maximum size MDBV within the 5G-AN PDB. Known QoS Flow traffic characteristics provided in the TSCAI may be used to optimize scheduling in the 5GS.
The following is applicable for the QoS profile defined for TSC QoS Flows:
1.	The TSC Burst Size may be used to set the MDBV as follows:
	The maximum TSC Burst Size is considered as the largest amount of data within a time period that is equal to the value of 5G-AN PDB of the 5QI that was set for this traffic class. The maximum value of TSC Burst Size should be mapped to a 5QI with MDBV that is equal or higher. This 5QI also shall have a PDB value that satisfies the bridge delay capabilities reported for the corresponding traffic class. For TSC QoS Flows, the Maximum Burst Size of the aggregated TSC streams to be allocated to this QoS Flow can be similarly mapped to a 5QI with MDBV value that is equal or higher, and the PDB of this 5QI shall also satisfy the bridge delay capabilities reported.
[bookmark: _Toc20150068][bookmark: _Toc27846867][bookmark: _Toc36187998]2.	The PDB is explicitly divided into 5G-AN PDB and CN PDB as described in clause 5.7.3.4. Separate delay budgets are necessary for calculation of expected packet transmit times on 5G System interfaces. For the TSC QoS Flow, the5G-AN PDB is set to value of 5QI PDB minus the CN PDB as described in clause 5.7.3.4. The CN PDB may be static value or dynamic value and is up to the implementation of 5GS bridge.
3.	The Maximum Flow Bitrate calculated by the TSN AF as per Annex I.1 may be used to set GFBR.
4.	ARP is set to a pre-configured value.
5.27.4	Hold and Forward Buffering mechanism
DS-TT and NW-TT support a hold and forward mechanism to schedule traffic as defined in IEEE Std 802.1Q [98] if 5GS is to participate transparently as a bridge in a TSN network. The Hold and Forward buffering mechanism allows PDB based 5GS QoS to be used for TSC traffic since packets need only arrive at NW-TT or DS-TT egress prior to their scheduled transmission time.
5GS provides AdminControlList and AdminBaseTime as defined in IEEE Std 802.1Q [98] on a per Ethernet port basis to DS-TT and NW-TT for the hold and forward buffer as described in clause 5.28.3.
NOTE:	How Hold and Forward buffer is supported by the TSN Translator is up to implementation.
[bookmark: _Toc20150069][bookmark: _Toc27846868][bookmark: _Toc36187999]5.27.5	5G System Bridge delay
In order for the 5G System to participate as a TSN bridge according to gate schedules specified, the 5GS Bridge is required to provide Bridge Delays as defined in IEEE Std 802.1Qcc [95] for each port pair and traffic class of the 5GS bridge to an IEEE TSN system. In order to determine 5GS Bridge Delays, the following components are needed:
1.	UE-DS-TT Residence Time: the time taken within the UE and DS-TT to forward a packet between the UE and DS-TT port. UE-DS-TT Residence Time is provided at the time of PDU Session Establishment by the UE to the network.
NOTE 1:	UE-DS-TT Residence Time is the same for uplink and downlink traffic and applies to all traffic classes.
2.	Per traffic class minimum and maximum delays between the UE and the UPF/NW-TT that terminates the N6 interface (including UPF and NW-TT residence times), independent of frame length that a given 5GS deployment supports. The per-traffic class delays between the UE and the UPF/NW-TT are pre-configured in the TSN AF (see clause 5.28.4).
The TSN AF calculates the 5GS independentDelayMin and independentDelayMax values for each port pair and for each traffic class using the above components.
NOTE 2:	Further details how TSN AF determines dependentDelayMin and dependentDelayMax are up to implementation.
Since Residence times may vary among UEs and per traffic class delay between the UE and the UPF/NW-TT may vary among UPFs, the 5GS Bridge Delay is determined after the PDU Session Establishment for the corresponding UPF and the UE by the TSN AF. The TSN AF deduces the related port pair(s) from the port number of the DS-TT Ethernet port and port number of the serving NW-TT Ethernet port(s) when the TSN AF receives the 5GS Bridge information for a newly established PDU Session and calculates the bridge delays per port pair.
[bookmark: _Toc20150070][bookmark: _Toc27846869][bookmark: _Toc36188000][bookmark: _Toc45183904]5.28	Support of integration with TSN
[bookmark: _Toc20150071][bookmark: _Toc27846870][bookmark: _Toc36188001]5.28.1	5GS TSN bridge management
5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the ports on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.
The granularity of the 5GS TSN bridge is per UPF. The bridge ID of the 5GS TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side and a PDU Session during reporting of 5GS TSN bridge information. The TSN AF also stores the information about ports on the UPF/NW-TT side. The UPF/NW-TT forwards traffic to the appropriate egress port based on the traffic forwarding information. From the TSN AF point of view, a 5GS TSN bridge has a single NW-TT entity within UPF and the NW-TT may have multiple ports that are used for traffic forwarding.
NOTE 1:	How to realize single NW-TT entity within UPF is up to implementation.
There is only one PDU Session per DS-TT port for a given UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single 5GS bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5GS Bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.
NOTE 2:	It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.


Figure 5.28.1-1: Per UPF based 5GS bridge
NOTE 3:	If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple 5GS TSN bridges.
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:
-	Configure the bridge information in 5GS.
-	Report the bridge information of 5GS Bridge to TSN network after PDU session establishment.
-	Receiving the configuration from TSN network as defined in clause 5.28.2.
-	Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS Flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.
The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least the following:
-	Information for 5GS Bridge:
-	Bridge ID
	Bridge ID is to distinguish between bridge instances within 5GS. The Bridge ID can be derived from the unique bridge MAC address as described in IEEE Std 802.1Q [98], or set by implementation specific means ensuring that unique values are used within 5GS;
-	Bridge Name (Bridge Name as defined in IEEE Std 802.1Q [98]);
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in IEEE Std 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	VLAN Configuration Information.
NOTE 4:	This Release of the specification does not support the modification of VLAN Configuration Information at the TSN AF.
-	Topology of 5GS Bridge as defined in IEEE Std 802.1AB [97]:
-	Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE Std 802.1Q [98].
-	Stream Parameters as defined in clause 12.31.1 in IEEE Std 802.1Q [98], in order to support PSFP information:
-	MaxStreamFilterInstances: The maximum number of Stream Filter instances supported by the bridgeimum number of filters, which defines the maximum number of streams that the bridge can handle;
-	MaxStreamGateInstances: The maximum number of Stream Gate instances supported by the bridgeimum number of gates, which can be equal or less than the maximum number of filters;
-	MaxFlowMeterInstances: The maximum number of Flow Meter instances supported by the bridgeimum number of meters (optional) if meassurements are required;
-	SupportedListMax: The maximum value supported by the bridge of the AdminControlListLength and OperControlListLength parameters.imum length of the PSFPAdminControlList parameter that can be handled.
The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.
Bridge ID of the 5GS Bridge, port number(s) of the Ethernet port(s) in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC as described in clause 6.3.3.3.
Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port number and MAC address of the Ethernet port in DS-TT of the related PDU session and port number(s) and MAC address(es) of the Ethernet port(s) in NW-TT to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
The TSN AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.
5.28.2	5GS Bridge configuration
In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The QoS parameters mapping for TSN is described in TS 23.503 [45] clause 6.1.3.23.
The configuration information of 5GS Bridge as defined in IEEE 802.1Qbv [96] and in IEEE Std 802.1Q [98] clause 8.6.8.4, includes the following:
-	Bridge ID of 5GS Bridge.
-	Configuration information of scheduled traffic on ports of DS-TT and NW-TT:
-	Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-	Traffic classes and their priorities.
NOTE 1:	In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.
The configuration information of 5GS Bridge as defined in IEEE Std 802.1Q [98], includes the following:
-	Chassis ID of 5GS Bridge;
-	Traffic forwarding information as defined in IEEE Std 802.1Q [98] clause 8.8.1:
-	Destination MAC address and VLAN ID of TSN stream;
-	Port number in the Port MAP as defined in IEEE Std 802.1Q [98] clause 8.8.1.
-	Configuration information per stream according to IEEE Std 802.1Q [98] clause 8.6.5.1:
-	-	Ingress port number of 5GS Bridge, i.e., ports on DS-TT/NW-TT;
-	Stream priorityfilters;
-	Stream gates.
NOTE 2:	In order to support IEEE Std 802.1Q [98] clause 8.6.5.1, it is required to support the Stream Identification function as specified by IEEE Std 802.1CB-2017 [83].
The SMF report the MAC address of the DS-TT port of the related PDU Session to TSN AF via PCF as the MAC address of the PDU Session. The association between the MAC address used by the PDU Session, 5GS Bridge ID and port number on DS-TT is maintained at TSN AF and further used to assist to bind the TSN traffic with the UE's PDU session.
With the Traffic forwarding information as defined in IEEE Std 802.1Q [98] clause 8.8.1 and PSFP information as defined in IEEE Std 802.1Q [98] clause 8.6.5.1, the TSN AF identifies the ingress port and egress port for a stream and derives the DS-TT MAC address of corresponding PDU session carrying this stream.
The TSN AF requests the PCF to reserve resources for an AF session with support for Time Sensitive Networking (TSN) as defined in clause 6.1.3.23 in TS 23.503 [45].
The TSN AF uses the stream filter instances in PSFP information as defined in IEEE Std 802.1Q [98] clause 8.6.5.1, and additionally traffic class information as defined in IEEE Std 802.1Q [98] clause 8.6.8.4, to derive the service data flow for TSN streams. The TSN AF uses the Priority values in the stream filter instances in PSFP information (if available) as defined in IEEE Std 802.1Q [98] clause 8.6.5.1, and may additionally use scheduled traffic information as defined in IEEE Std 802.1Q [98] clause 8.6.8.4, to derive the TSN QoS information for a given TSN stream or flow of aggregated TSN streams. The TSN AF determines the TSC Assistance Container as described in clause 5.27.2. The TSN AF associates the TSN QoS information and TSC Assistance Container with the corresponding service data flow description and provides to the PCF and the SMF as defined in TS 23.503 [45] clause 6.1.3.23.
NOTE 3:	When the TSN stream priority information from PSFP is not available (priority value in stream filters is set to wild card) Scheduled traffic information IEEE Std 802.1Q [98] clause 8.6.8.4 can be used in combination with PSFP IEEE Std 802.1Q [98] clause 8.6.5.1 to obtain a priority value.
5.28.3	Port and bridge management information exchange in 5GS
[bookmark: _Toc20150074][bookmark: _Toc27846873]5.28.3.1	General
[bookmark: _Hlk31966776]Port and bridge management information is exchanged between CNC and TSN AF. The port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. NW-TT may support one or more ports. In this case, each port uses separate Port Management Information Container. 5GS shall also support transfer of standardized and deployment-specific bridge management information transparently between TSN AF and NW-TT, respectively inside a Bridge Management Information Container. Table 5.28.3.1-1 and Table 5.28.3.1-2 list standardized port management information and bridge management information, respectively.
Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE Std 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE Std 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	[bookmark: _Hlk11532839]GateEnabled
	X
	X
	RW
	[bookmark: _Hlk11532855]IEEE Std 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE Std 802.1Q [98] Table 12-29

	
	
	
	
	

	
	
	
	
	

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE Std 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	
	RW
	IEEE Std 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE Std 802.1AB [97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	TTL
	D
	
	R
	IEEE Std 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
(NOTE 10)
	
	
	
	

	Stream Filter Instance Table
(NOTE 8)
	
	
	
	IEEE Std 802.1Q [98] Table 12-32

	StreamHandleSpec
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-32

	Stream Gate Instance Table
(NOTE 9)
	
	
	
	IEEE Std 802.1Q [98] Table 12-33

	StreamGateInstance
	X
	X
	R
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE Std 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT using the Bridge Management Information Container (refer to Table 5.28.3.1-2) and NW-TT performs neighbor discovery on behalf on DS-TT. When a parameter in this group is changed, it is necessary to provide the change to every DS-TT and the NW-TT that belongs to the 5GS TSN bridge. It is mandatory that the General Neighbor discovery configuration is identical for all DS-TTs and the NW-TTs that belongs to the bridge.

NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, using the Bridge Management Information Container (refer to Table 5.28.3.1-2), the NW-TT performing neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT.
NOTE 7:	Void.
NOTE 8:	There is a Stream Filter Instance Table per Stream.
NOTE 9:	There is a Stream Gate Instance Table per Gate.
NOTE 10:	The use of PSFP information is mandatory at the TSN AF and is optional at both DS-TT and NW-TT. TSN AF uses the PSFP information at TSN bridge configuration time to identify the DS-TT MAC address of the PDU Session as described in clause 5.28.2 and for determination of the traffic pattern information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE Std 802.1Q [98] clause 8.6.5.1.



Table 5.28.3.1-2: Standardized bridge management information
	Bridge management information
	Supported operations by TSN AF
(see NOTE 1)
	Reference


	Information for 5GS Bridge
	
	

	Bridge Address
	R
	

	Bridge Name
	R
	

	Bridge ID
	R
	

	Topology of 5GS Bridge
	
	

	Chassis ID subtype and Chassis ID of the 5GS Bridge
	R
	IEEE 802.1AB [97]

	Traffic forwarding information	
	
	

	Static Filtering Entry (NOTE 3)
	RW
	IEEE 802.1Std 802.1Q[98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 2)
	
	

	adminStatus
	RW
	IEEE 802.1Std 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	RW
	IEEE 802.1Std 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	RW
	IEEE 802.1Std 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	RW
	IEEE 802.1Std 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	RW
	IEEE 802.1Std 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration for DS-TT ports (NOTE 4)
	
	

	>DS-TT port neighbor discovery configuration for each DS-TT port 
	
	

	>> DS-TT port number
	RW
	

	>> lldpV2LocPortIdSubtype
	RW
	IEEE 802.1Std 802.1AB [97] Table 11-2

	>> lldpV2LocPortId
	RW
	IEEE 802.1Std 802.1AB [97] Table 11-2

	Discovered neighbor information for DS-TT ports 
(NOTE 4)
	
	

	 >Discovered neighbor information for each DS-TT port
(NOTE 4)
	
	

	>> DS-TT port number
	R
	

	>> lldpV2RemChassisIdSubtype
	R
	IEEE 802.1Std 802.1AB [97] Table 11-2

	>> lldpV2RemChassisId
	R
	IEEE 802.1Std 802.1AB [97] Table 11-2

	>> lldpV2RemPortIdSubtype
	R
	IEEE 802.1Std 802.1AB [97] Table 11-2

	>> lldpV2RemPortId
	R
	IEEE 802.1Std 802.1AB [97] Table 11-2

	>> TTL
	R
	IEEE 802.1Std 802.1AB [97] clause 8.5.4.1

	[bookmark: _Hlk48130991]Stream Parameters
	
	

	Maximum number of filters, which defines the maximum number of streams that the bridge can handle
	R
	IEEE 802.1Q [98]

	Maximum number of gates, which can be equal or less than the maximum number of filters
	R
	IEEE 802.1Q [98]

	Maximum number of meters (optional) if measurements are required
	R
	IEEE 802.1Q [98]

	Maximum length of the PSFPAdminControlList parameter that can be handled
	
	IEEE 802.1Q [98]

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	General neighbor discovery information is included only when NW-TT performs neighbor discovery on behalf of DS-TT. When a parameter in this group is changed, it is necessary to provide the change to every DS-TT and the NW-TT that belongs to the 5GS TSN bridge.
NOTE 3: 	   If the Static Filtering Entry information is present, NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic. If the Static Filtering Entry information is not present, then the forwarding information as in clause 5.8.2.5.3 applies.
NOTE 4:	DS-TT discovery configuration and DS-TT discovery information are used only when DS-TT does not support LLDP and NW-TT performs neighbor discovery on behalf of DS-TT. These IEs are deliverered via the procedures for the PDU session for the DS-TT port, while the other IEs of the table are deliverered via the procedures for any of the PDU sessions of the 5GS TSN bridge.




Exchange of port and bridge management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
2)	send port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes or bridge management information changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
Exchange of bridge management information between TSN AF and NW-TT is initiated by NW-TT to:
-	notify TSN AF if bridge management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container or Bridge Management Information Container whether it wants to retrieve or send port or bridge management information or intends to (un-)subscribe for notifications.
5.28.3.2	Transfer of port or bridge management information
Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container (PMIC). Bridge management information is transferred transparently via 5GS between TSN AF and NW-TT inside a Bridge Management Information Container (BMIC). The transfer of port or bridge management information is as follows:
-	To convey port management information from DS-TT or NW-TT to TSN AF:
-	DS-TT provides a PMIC and the DS-TT port MAC address to the UE, which includes the PMIC as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Establishment procedure or PDU Session Modification procedure to forward the PMIC to the SMF. SMF forwards the PMIC and the port number of the related DS-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.3.3.2;
-	NW-TT provides PMIC(s) and/or BMIC to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the PMIC(s) and/or BMIC to SMF. SMF in turn forwards the PMIC(s) and the port number(s) of the related NW-TT Ethernet port(s), or the BMIC, to TSN AF as described in TS 23.502 [3] clause 4.16.5.1. 
NOTE:	There has to be at least one established PDU session for DS-TT port before the UPF can report PMIC/BMIC information towards the AF.
-	To convey port management information from TSN AF to DS-TT:
-	TSN AF provides a PMIC, MAC address reported for a PDU Session (i.e. MAC address of the DS-TT port related to the PDU session) and the port number of the Ethernet port to manage to the PCF by using the AF Session level Procedure, which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF determines that the port number relates to a DS-TT Ethernet port and based on this forwards the PMIC to DS-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2.
-	To convey port or bridge management information from TSN AF to NW-TT:
-	TSN AF selects a PCF-AF session corresponding to any of the DS-TT MAC addresses for the related PDU sessions of this 5G TSN bridge and provides a PMIC(s) and the related NW-TT port number(s) and/or BMIC to the PCF. The PCF uses the PCF initiated SM Policy Association Modification procedure to forward the information received from TSN AF to SMF as described in TS 23.502 [3] clause 4.16.5.2. SMF determines that the included information needs to be delivered to the NW-TT either by determining that the port number(s) relate(s) to a NW-TT Ethernet port(s) or based on the presence of BMIC, and forwards the container(s) and/or related port number(s) to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.

***NEXT CHANGE***

[bookmark: _Toc27847128][bookmark: _Toc36188261][bookmark: _Toc45184175]H.2	Signalling of ingress time for time synchronization
The ingress time is provided from the NW-TT/UPF to the DS-TT/UE as part of a gPTP Sync or Follow_up message using the Suffix field defined in clause 13.4 of IEEE Std1588-2008 [107]. The structure of the Suffix field follows the recommendation of clause 14.3 of IEEE Std 1588-2008 [107], with an organizationId specific to 3GPP, an organizationSubType referring to an ingress timestamp, and data field that carries the ingress timestamp encoded as specified in clause 5.3.3 of IEEE Std 1588-2008 [107]. TS 24.535 [117] specifies the fields in the gPTP Sync message.

***NEXT CHANGE***

[bookmark: _Toc27847129][bookmark: _Toc36188262]Annex I (normative):
TSN usage guidelines
[bookmark: _Toc27847130][bookmark: _Toc36188263]I.1	Determination of traffic pattern information
As described in clause 5.27.2, the calculation of the TSCAI relies upon mapping of information for the TSN stream(s) based upon certain IEEE standard information.
Additional traffic pattern parameters such as maximum burst size and maximum flow bitrate can be mapped to MDBV and GFBR.
The traffic pattern parameter determination based on PSFP (IEEE P802.1Std 802.1Q [98]) is as follows:
-	Periodicity of a TSN stream is set equal to PSFPAdminCycleTime if there is only one PSFPGateControlEntry with a PSFPgateStatesValue set to Open in the PSFPAdminControlList. If there is more than one PSFPGateControlEntry with a PSFPgateStatesValue set to Open in the PSFPAdminControlList, then the Periodicity of the TSN Stream is set equal to sum of the timeIntervalValues from the first gate open instance to a next gate open instance in the PSFPAdminControlList. For aggregated TSN streams with same periodicity and compatible Burst Arrival Times, the periodicity of the aggregated flow of these TSN Streams is set equal to PSFPAdminCycleTime received from CNC for one of the TSN streams that are aggregated.
NOTE:	Given that only TSN streams that have the same periodicity and compatible Burst Arrival Time can be aggregated, the PSFPAdminCycleTime for those TSN streams is assumed to be the same.
-	Burst Arrival time of a TSN stream at the ingress port is determined based on the following conditions:
-	The Burst Arrival Time of a TSN Stream should be set to PSFPAdminBaseTime. If the PSFPgateStatesValue is Closed for the first timeIntervalValue, then the Arrival time is set to PSFPAdminBaseTime plus the first timeIntervalValue. If the PSFPgateStatesValue is Open for the first timeIntervalValue, then the Burst Arrival time is set to PSFPAdminBaseTime. For aggregated TSN streams, the arrival time is calculated similarly, but using the time interval to the first PSFPgateStatesValue that is Open from the aggregated TSN streams.
-	Flow direction of a TSN stream is determined based on the following conditions:
-	If the ingress port PSFP information is targeted for a DS-TT port, the Flow direction is UL. If the ingress port PSFP information is targeted for a NW-TT port, the Flow direction is DL.
-	Burst Size of a TSN stream at the ingress port (which is useful to map to MDBV) is determined based on the following conditions:
-	The Burst Size may be determined from TSN Stream gate control operations in the PSFPAdminControlList. If in the PSFPAdminControlList, IntervalOctetMax is provided for a PSFPGateControlEntry with an "open" PSFPgateStatesValue, the Burst Size is set to the IntervalOctetMax for that control list entry. If IntervalOctetMax is not provided, the Burst Size is set to the timeIntervalValue (converted from ns to s) of the PSFPGateControlEntry with an "open" PSFPgateStatesValue multiplied by the port bitrate.
-	When multiple compatible TSN Streams are aggregated, the Burst Size is set to the sum of the Burst Sizes for each TSN stream as determined above.
-	Maximum Flow Bitrate size of a TSN stream (which is useful to map to GFBR) is determined as follows:
-	The Maximum Flow Bitrate of a TSN Stream is equal to the summation of all timeIntervalValue (converted from ns to s) with PSFPgateStatesValue = Open, multiplied by the bitrate of the corresponding port, and divided by PSFPAdminCycleTime. For aggregated TSN streams, the same calculation is performed over the burst of aggregated streams (calculated using superposition, i.e., timeIntervalValue with PSFPgateStatesValue = Open of every stream is summed up, as they are assumed to have same periodicity, compatible Burst arrival time, and same traffic class if they are to be aggregated.

***END OF CHANGES***
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