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* * * First Change * * * *
[bookmark: _Toc50584272][bookmark: _Toc50584616][bookmark: _Toc57673464][bookmark: _Toc137821064]8.3.2.1	General
[bookmark: OLE_LINK132][bookmark: OLE_LINK145][bookmark: OLE_LINK146]ECS configuration information consists of one or more endpoint information (e.g. URI(s), FQDN(s), IP address(es)) of ECS(s), and optionally the corresponding ECS Provider Identifier. ECS configuration information can be 
-	pre-configured with the EEC;
-	configured by an edge-aware AC;
-	configured by the user; 
-	provisioned by MNO through 5GC procedure if the UE has the capability to deliver the ECS configuration information to the EEC on the UE (see 3GPP TS 23.548 [20], clause 6.5.2); 
-	derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario; or
-	derived from serving SNPN identifier.
NOTE 1:	How the ECS configuration information is configured to the EEC user, or pre-configuration is out of scope of the present specification.
It may be possible to provide the ECS configuration information to the EEC from the 5GC if the UE has the capability to deliver the ECS configuration information to the EEC on the UE.
NOTE 2:	When the AF provides the ECS configuration information to 5GC, the list of supported PLMN(s) of this ECS configuration information can be provided together. As described in 3GPP TS 23.548 [20], NFs do not need to be aware of internal structure of ECS configuration information. 
It may be possible to provide the ECS configuration information to the EEC from an edge-ware AC via EDGE-5 reference point within the UE if the AC is configured with the ECS configuration information and can communicate with the EEC. When the ECS configuration information is provided from an AC, the EEC uses the ECS configuration information for the initial service provisioning for the AC if there is no ECS configuration information is provided from the 5GC.
If the ECS configuration information is provided by 5GC and available at the EEC, the EEC shall use the information for the initial provisioning request. Otherwise, the EEC shall use pre-configured ECS address for the initial provisioning if ECS configuration information is preconfigured with the EEC.
NOTE 3:	The ECS configuration information configured by an edge-aware AC is considered to be part of pre-configured ECS configuration information with the EEC for the AC.
Table 8.3.2.1-1 describes the information elements of ECS configuration information for an ECS.
Table 8.3.2.1-1: ECS configuration information per ECS
	Information element
	Status
	Description

	ECS address 
	M
	Endpoint information of ECS (e.g. URI, FQDN, IP address)

	ECSP Identifier (NOTE 1)
	O
	The identifier of the ECSP (e.g., the MNO or a 3rd party service provider) that provides the ECS. 

	Spatial Validity Conditions
	O
	Spatial validity condition, as described in 3GPP TS 23.548 [20]

	Security Parameters
	O
	The security parameters (as specified in 3GPP TS 33.558 [23], clause 6.2) are used by EEC to communicate with the ECS.

	List of supported PLMN(s)
	O
	The List of PLMNs and associated ECSPs for which EDN configuration information can be provided by the ECS.

	> PLMN ID
	O
	The identifier of a PLMN for which EDN configuration information can be provided by the ECS.

	> List of supported ECSP(s) (NOTE 2)
	O
	The identifier of the ECSP(s) associated with the PLMN and whose information is available at the ECS 

	>> ECSP ID
	M
	Identifier of an ECSP

	NOTE 1:	This IE shall be included when the ECS configuration information is provisioned by the MNO through the 5GC procedure.
NOTE 2:	This IE may not be included if the ECSP does not want to expose its EES deployment information or business relationship-related information.
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